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1. Overall Description:

RAN2 received from RAN1 the LS R1-155014 in which evaluation assumptions for LTE-based V2X are discussed. This working assumption given by RAN1 is motivated by the assumption that 300-byte size contains more security overhead than 190-byte size. RAN1 also agreed that the message generation periods of 100 ms  and 500 ms  are used to evaluate this periodic traffic case. RAN1 does not intend to make any implication on the details of the security design or packet size by this evaluation working assumption. RAN1 notes that small overhead is better from the physical layer performance perspective.

RAN2 discussed the message size assumed by RAN1 and made the following conclusion:
=>
RAN2 assumes that RAN1 will continue their work with the existing assumptions. RAN2 will continue to analyze L2 message overhead for V2X message size and will inform RAN1 if RAN2 sees any need to update RAN1’s assumptions in the future. RAN2 will use the RAN1 working assumptions until then. 

The details of RAN1’s working assumption are outside RAN2’s work scope and competence. However, existing ITS protocols can be referenced on application message types, sizes, periodicity, and triggers. In addition, there do exist ITS protocols and procedures related to security, which may be reused for V2X. As such additional packet overhead due to 3GPP specific security mechanisms may not be needed.

RAN2 seeks further guidance from SA1, SA2 and SA3 on the following specific questions:

Question 1 : Will any transport layer protocols (e.g. IP/UDP/RTP) be used for V2X services on either Uu and PC5 interface? And if yes, what is the corresponding size range of any transport level overhead?

Question 2: Is there a need to define any 3GPP specific security mechanisms in addition to existing ITS security protocols?
Question 3: If the answer for Question 2 is affirmative, what is the corresponding size of any security overhead?

2. Actions:

To RAN1, SA1, SA2, SA3

ACTION TO RAN1:
RAN2 kindly asks RAN1 to take above into account in their following work.

ACTION TO SA1:

RAN2 kindly asks SA1 to 1) take the RAN1 assumption into account and provide feedback if necessary; 2) to provide an answer to question 2.
ACTION TO SA2:

RAN2 kindly asks SA2 to provide an answer to question 1.

ACTION TO SA3:

If the answer for Question 2 is affirmative RAN2 kindly asks SA3 to provide an answer to question 3.

3. Date of Next TSG-RAN2 Meetings:

TSG RAN2 Meeting #92

16 - 20 November 2015,
Anaheim, USA

TSG RAN2 Meeting #93

15 - 19 February 2016,

Malta
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