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1 Introduction

In RAN2#90 and RAN2#91 user plane architecture aspects of LTE-WLAN aggregation were discussed and following agreements were reached:
Agreements RAN2#90
1
We define a DC-like UP interface (GTP-U) between the eNB and the WT 

2
LTE-WLAN aggregation, flow control runs between WT and eNB. 

4
For 3C-mode LTE-WLAN aggregation, the Rel-12 PDCP reordering behaviour is adopted
Agreements RAN2#91
1
The bearer ID is added by the eNB 
2
The bearer ID is placed into a separate header 

The running CR [1] attempts to capture these agreements and as the details of the “separate header” have not been discussed, there is an FFS on LWA adaptation layer details and location. 
In this contribution, we will discuss further details on user plane aspects of LTE-WLAN aggregation and open issues on the use of a separate header that shall include the bearer ID.

2 Architecture and protocol aspects
2.1 Overview of protocols

As per WID objectives [1], the protocol architecture for LTE-WLAN aggregation (LWA) should be based on Release-12 LTE Dual Connectivity solutions 2C and 3C. Figure 1 shows architecture option 3C as envisaged in the WID. Option 3C resembles the Rel-12 dual connectivity split bearer architecture, where the WLAN termination (WT) takes the role of the secondary eNB. In option 2C, which is also mentioned in the WID and is implicitly included in the figure, there would be no split/aggregation at the PDCP layer, i.e. data would always be routed via WLAN. For both options, new functionality is needed in order to adapt PDCP packets to be transported by WLAN. Such new functionality related to the adaptation of PDCP packets is illustrated by PDCP* in Figure 1. 
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Figure 1: LTE-WLAN aggregation architecture based on Rel-12 Dual Connectivity solution 3C.

Furthermore, it is assumed that a GTP-U tunnel is established per UE between eNB and WT and that e.g. flow control feedback would come from the WT to the eNB as per agreements from last meeting. 
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Figure 2:  Bearer differentiation in PDCP and packet type differentiation in WLAN module. The figure is applicable to both eNB+WT (with Xw in-between) and UE (no Xw). 
2.2 PDCP

In LTE-WLAN aggregation the UE should – as per agreement – support configuration of multiple bearers utilizing WLAN. In LTE, a logical channel identifier is used and assigned by MAC to transport blocks, so that the corresponding logical channel, i.e. the corresponding RLC entity, can be identified at the receiver side. Analogous functionality can be introduced in the PDCP layer when sending PDCP PDUs via WLAN. If multiple bearers are setup for the UE in the downlink, the UE receiver has to assign the PDCP PDUs received from WLAN to the corresponding bearer, i.e. to the corresponding PDCP entity as depicted in Figure 2. At the RAN2#91 meeting, it had been agreed that a separate header should be used to include the bearer ID, and that the bearer ID is added by the eNB. It seems beneficial to specify this new behaviour for the PDCP layer, i.e. within the PDCP TS. However even if specified in the PDCP specification, this does not mean that the functionality would should be performed by a legacy PDCP entity, rather it would be a logical entity which is specified in the PDCP specification. So even if it will not be a legacy PDCP entity performing this functionality we believe it is still suitable to specify such an entity in the PDCP specification since it is tightly coupled with PDCP. The alternative to introduce a new specification for this functionality seems not necessary.

Each PDCP entity, which corresponds to one data radio bearer (DRB), can add its legacy PDCP header. In a PDCP sublayer, referred to as PDCP LWA (DE)MUX, the bearer ID will be added in a separate header, called PDCP LWA header. This is illustrated in Figure 3. The PDCP sublayer multiplexes the PDCP PDUs from the PDCP entities of the LWA bearers, and forwards them the WLAN MAC entity.
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Figure 3:  New PDCP LWA header in PDCP* layer
The function in the PDCP layer could in principle encapsulate any existing PDCP Data PDU format by one octet. According to the discussion in [2] for DC, it can be assumed that PDCP Data PDU format for DRBs using a 15 bit SN will be used. 
Proposal 1 Add a PDCP LWA header consisting of one octet to include the bearer ID to any existing PDCP Data PDU format. 
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Figure 4: New PDCP LWA Data PDU encapsulating existing PDCP Data PDU format
Not all bits of the extra octet need to be used for the bearer identification. However, it is FFS how many bits shall be used for the bearer ID. This depends on the number of bearers that shall be simultaneously supported. In LTE, MAC uses 5 bits for the LCID field, however, only 10 values are used for identifying the logical channel on DL-SCH, while the other values are used for other purposes, such as control or padding. Therefore, it seems 4 bits for the bearer identification would be sufficient, while the remaining bits can be reserved for future purposes. One possible PDCP Data PDU format is shown in Figure 4, which shows as an example the PDCP Data PDU format for DRBs using a 15 bit SN. Note that any PDCP PDU format could be encapsulated.
Proposal 2 Use 4 bits in the PDCP LWA header for the bearer ID and reserve the remaining bits for future use.

At the receiver side, the LWA adaptation function within the PDCP layer consists of a demultiplexer, which will use the bearer IDs to select the PDCP entity corresponding to that bearer. The demultiplexer will remove the PDCP LWA header and forward the legacy PDCP PDU to the identified PDCP entity.
It is noteworthy that the extended LWA PDCP PDU is only required for sending PDCP PDUs via WLAN to the UE. Including the bearer ID, i.e. using the extended LWA PDCP PDU, also when sending via the LTE link, would be redundant, as this information is already available from the LCID field in LTE MAC. 
2.3 EtherType
To distinguish PDCP packets from IP packets at the receiver side, a new EtherType could be assigned to the data units as defined in 802.2. IEEE standard 802.11z describes a mechanism to establish a direct communication path between two 802.11 stations that are connected to the same 802.11 Access Point (AP). This mechanism is known as Tunnelled Direct-Link setup (TDLS). TDLS capable stations do not require AP assistance to create a direct link. Instead, TDLS stations exchange set-up messages carrying EtherType 0x890d. Because of this encapsulation an AP forwards the set-up message transparently between the stations and does not interfere with the set-up procedure. Later amendments to IEEE 802.11 have generalized the use of EtherType 0x890d for other use.

The procedure of applying a dedicated EtherType can be used to differentiate PDCP packets from other higher layer packets and to carry them over the same IEEE 802.11 WLAN. Figure 5 provides an example.

[image: image5]
Figure 5: 802.2 SNAP encapsulation of higher layer packets, e.g. PDCP packets

802.2 Logical Link Control / Subnetwork Access Protocol (LLC/SNAP) encapsulation of higher layer packets is described in [3] and [4]. The LLC header indicates if there is a SNAP header. For SNAP encapsulation, the Destination Service Access Point (DSAP) and the Source Service Access Point (SSAP) is always set to 0xAA. The control field indicates Unnumbered Information (UI), 0x03, i.e. connectionless data transport and that data need not be sequenced or acknowledged. The 5-byte 802.2 SNAP header contains an organizationally unique identifier (OUI), which is also known as the Organization Code, and an EtherType. The OUI identifies the standards organization, such as RFC 1042 or 802.1H. The Ethernet Type, or in short EtherType, or just TYPE field, indicates the protocol type of the information, e.g. Internet Protocol v4 or v6, or Address Resolution Protocol (ARP). If the EtherType is 0x0800 (IPv4), then the higher layer packet would be an IPv4 packet. A new value can be defined to identify PDCP packets.

Note that other sources, e.g. [5], may refer to an 802.3 SNAP header which consists of 6 bytes containing the 802.2 LLC header and the OUI, i.e. the EtherType is excluded from the header. 
Both the 802.2 LLC/SNAP header and the 802.3 SNAP header are illustrated in Figure 5.

As the usage of EtherType is existing functionality in the 802 family, the 802.2 LLC/SNAP encapsulation as shown in Figure 5 is assumed to take place at the WLAN side, i.e. the EtherType will be added by the WT as shown in Figure 2. Consequently, there is no need to specify this functionality in the 802.11 specification.
Observation 1 PDCP PDUs can be distinguished from IP data with existing 802 functionalities. 
In order to support LTE-WLAN aggregation, the WT needs to provide functionality e.g. for the flow control feedback and can add the new EtherType. The remaining concern seems to be whether legacy APs not functioning directly as WTs will forward packets with new EtherType. To our understanding there are many legacy APs that act standard-compliant and transparently forward packets with unknown EtherType according to the 802.11z example described above. Legacy APs that discard packets with unknown EtherType could be upgraded to be LWA compatible by a software upgrade. Further discussion can be found in [6].
Proposal 3 Use a new EtherType to identify PDCP LWA packets.
Provisioning of a 3GPP identifier such as the C-RNTI is not necessary in WLAN. At the AP receiver for example, UEs can be identified based on their WLAN MAC address (see Section 5.1.2.4 in [4]) and together with the EtherType, they can be identified as aggregation UEs for which PDCP data needs to be forwarded to their aggregating eNB. The eNB may identify to which UE incoming PDCP data belongs by observing by which forwarding tunnel instance (one Xw protocol instance per UE or one per bearer for each UE) the data arrives.

2.4 Transmission and reception of a 802.11 MAC SDU in LWA
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Figure 6: Adaptation of 802.11 MAC SDU for LWA
In this section, we describe a potential adaptation procedure of transmitting/receiving an 802.11 MAC SDU as part of the LTE-WLAN aggregation. In order to identify PDCP LWA packets, we have proposed to use EtherType, which is included as part of 802.2 SNAP as described in Section 2.3. A new logical entity would be needed for such an adaptation, which we will in the following call LWA SNAP entity. Existing WLAN entities could be modified to include the LWA encapsulation or a separate entity could be added as illustrated in Figure 6. In the following, we will assume that the LWA SNAP entity is a separate logical entity, but other implementation options would also be possible.
Transmitter side 

Looking at the LTE path, the PDCP LWA multiplexer will add PDCP LWA headers to any incoming PDCP packets as shown in Figure 3 and described in Section 2.2. If the LWA SNAP entity receives a PDCP LWA packet (on the network side e.g. via Xw, and directly on the terminal side) for transmission, it will add the MAC addresses, which consist of destination MAC and source MAC, the 802.3 SNAP header with the values as e.g. shown in Figure 5, and then the encapsulated PDCP LWA packet is forwarded towards the 802.11 MAC entity. If e.g. an IP packet is received and is already encapsulated according to 802.2 LLC/SNAP, then the encapsulated IP packet could be passed transparently towards the 802.11 MAC entity. Thus, encapsulated PDCP LWA and encapsulated IP packets will be multiplexed by the LWA SNAP entity.
Receiver side 

At the receiver side, when a 802.11 MAC PDU is received, the payload, i.e. the MAC SDU, will be passed upwards towards the LWA SNAP entity. The main purpose of the LWA SNAP entity is to read the EtherType. 
After the LWA SNAP entity has identified the EtherType as being ‘LWA’, it will remove all headers and pass the payload, i.e. the LWA PDCP packet, upwards to the common demultiplexer in the PDCP* layer. The latter will read the bearer ID, remove the PDCP LWA header, and pass it towards the corresponding PDCP entity. The PDCP entity can simply process the legacy PDCP PDU without any modification.
If the LWA SNAP entity has identified the EtherType of the MAC SDU as being a legacy type, e.g. IPv4 (0x0800) as illustrated in Figure 6, it will be transparently passed upwards, i.e. without any modification. 

Thus, the LWA SNAP entity at the receiving side will demultiplex received 802.11 MAC SDUs and if it carries PDCP LWA payload, it will be processed and passed towards the PDCP* layer, and if it is IP, then the encapsulated IP packet will not be processed and passed upwards to legacy entities, e.g. 802.2 LLC (exact details are implementation specific in the WLAN module).
Further information on the UE implementation can be found in [7].
2.5 Adaptation layer

From the discussions in Sections 2.2 and 2.3, it becomes obvious that no separate adaptation layer (in the sense of a standardized protocol entity) is required in the eNB to transmit PDCP PDUs via WLAN to the UE. The functionality of assigning a specific EtherType is already part of 802.2. As described in [5], and illustrated in Figure 3-22 in [5], frame processing and bridging, e.g. translating frames from a wired (802.3 Ethernet) to a wireless (802.11 MAC/PHY) medium is typically supported by wireless access points (AP). Thus, it seems LLC/SNAP functionality is already supported. Furthermore, in order to differentiate between different bearers, it seems more beneficial and less complex to introduce a new PDCP header to include a bearer ID than defining a new adaptation layer just for the sake of adding bearer ID information and performing multiplexing/demultiplexing. 

Furthermore, no adaptation layer is needed for flow control functionality. The flow control feedback between WT and eNB will be defined (see also [10]), but how the feedback is generated within the WT is up for implementation. 

Observation 2 There is no need to define an adaptation layer.
2.6 Protocol options 2C and 3C
In the following we would like to discuss the differences between architecture options 3C and 2C. Functionality-wise, also in option 3C all data can be routed via WLAN to/from the UE by means of a static routing configuration like it was done in Rel-12 dual connectivity split bearer for the uplink, and as intended for 2C for both downlink and uplink.
As it became obvious from the recent Rel-12 standardization work, defining new bearer types comes with a significant specification impact due to for example the complexity for defining RRC procedures. 

We believe that for those reasons we should consider not to distinguish between 2C and 3C as different bearer type options, but rather specify only the split bearer 3C and enable 2C-like functionality by means of static routing decisions. This would not have an impact on UE-complexity, support for the additional required functionality for 3C (e.g. reordering) could be indicated by a capability bit, and for 2C the reordering timer would be assumed to be always set to 0.
Observation 3 Functionality of architecture option 2C can be achieved with option 3C and static routing decisions.
Observation 4 Defining new bearer types comes with significant specification impact.
As we agreed in RAN2#89bis, the work on UL transmission in WLAN is currently down-prioritized for aggregation and therefore we propose to also down-prioritize work on 2C, which requires UL support. 
Proposal 4 Focus on architecture option 3C and consider architecture option 2C only with second priority.
3 Conclusion
Based on the discussion in the previous sections we make the following observations and proposals:
Observation 1
PDCP PDUs can be distinguished from IP data with existing 802.11 functionalities.
Observation 2
There is no need to define an adaptation layer.
Observation 3
Functionality of architecture option 2C can be achieved with option 3C and static routing decisions.
Observation 4
Defining new bearer types comes with significant specification impact.


Proposal 1
Add a PDCP LWA header consisting of one octet to include the bearer ID to any existing PDCP Data PDU format.
Proposal 2
Use 4 bits in the PDCP LWA header for the bearer ID and reserve the remaining bits for future use.
Proposal 3
Use a new EtherType to identify PDCP LWA packets.
Proposal 4
Focus on architecture option 3C and consider architecture option 2C only with second priority.
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