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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply. 

ADR
Accumulated Delta-Range

A‑GNSS
Assisted‑GNSS

ARFCN
Absolute Radio Frequency Channel Number
BDS
BeiDou Navigation Satellite System 

BTS
Base Transceiver Station (GERAN)
CID
Cell-ID (positioning method)

CNAV
Civil Navigation

CRS
Cell-specific Reference Signals

ECEF
Earth-Centered, Earth-Fixed

ECGI
Evolved Cell Global Identifier

ECI
Earth-Centered-Inertial

E‑CID
Enhanced Cell-ID (positioning method)

EGNOS
European Geostationary Navigation Overlay Service

E-SMLC
Enhanced Serving Mobile Location Centre

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

EOP
Earth Orientation Parameters

EPDU
External Protocol Data Unit

FDMA
Frequency Division Multiple Access

FEC
Forward Error Correction

FTA
Fine Time Assistance

GAGAN
GPS Aided Geo Augmented Navigation

GLONASS
GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)

GNSS
Global Navigation Satellite System

GPS
Global Positioning System

ICD
Interface Control Document

IOD
Issue of Data

IS
Interface Specification

LPP
LTE Positioning Protocol

LPPa
LTE Positioning Protocol Annex

LSB
Least Significant Bit

MO-LR
Mobile Originated Location Request

MBS
Metropolitian Beacon System

MSAS
Multi-functional Satellite Augmentation System

MSB
Most Significant Bit

msd
mean solar day

MT-LR
Mobile Terminated Location Request

NAV
Navigation

NICT
National Institute of Information and Communications Technology

NI-LR
Network Induced Location Request
NTSC
National Time Service Center of Chinese Academy of Sciences

OTDOA
Observed Time Difference Of Arrival
PBS
PRS Beacon System
PRC
Pseudo‑Range Correction

PRS
Positioning Reference Signals

PDU
Protocol Data Unit

PZ-90
Parametry Zemli 1990 Goda – Parameters of the Earth Year 1990

QZS
Quasi Zenith Satellite

QZSS
Quasi-Zenith Satellite System

QZST
Quasi-Zenith System Time

RF
Radio Frequency

RRC
Range‑Rate Correction 


Radio Resource Control

RSRP
Reference Signal Received Power

RSRQ
Reference Signal Received Quality

RSTD
Reference Signal Time Difference

RU
Russia

SBAS
Space Based Augmentation System

SET
SUPL Enabled Terminal

SFN
System Frame Number

SLP
SUPL Location Platform

SUPL
Secure User Plane Location

SV
Space Vehicle

TBS
Terrestrial Beacon System

TLM
Telemetry

TOD
Time Of Day

TOW
Time Of Week

UDRE
User Differential Range Error

ULP
User Plane Location Protocol

USNO
US Naval Observatory

UT1
Universal Time No.1

UTC
Coordinated Universal Time

WAAS
Wide Area Augmentation System

WGS‑84
World Geodetic System 1984
WLAN
Wireless Local Area Network

WPAN
Wireless Personal Area Network
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4.1.3
LPP Position Methods
Internal LPP positioning methods and associated signalling content are defined in this specification.

This version of the specification defines OTDOA, A-GNSS, Barometric Pressure, TBS, WLAN/WPAN, and E-CID positioning methods.
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6.3
Message Body IEs

–
RequestCapabilities
The RequestCapabilities message body in a LPP message is used by the location server to request the target device capability information for LPP and the supported individual positioning methods. 

-- ASN1START

RequestCapabilities ::= SEQUENCE {


criticalExtensions

CHOICE {



c1





CHOICE {




requestCapabilities-r9

RequestCapabilities-r9-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture
SEQUENCE {}


}

}

RequestCapabilities-r9-IEs ::= SEQUENCE {


commonIEsRequestCapabilities

CommonIEsRequestCapabilities

OPTIONAL,
-- Need ON


a-gnss-RequestCapabilities


A-GNSS-RequestCapabilities


OPTIONAL,
-- Need ON


otdoa-RequestCapabilities


OTDOA-RequestCapabilities


OPTIONAL,
-- Need ON


ecid-RequestCapabilities


ECID-RequestCapabilities


OPTIONAL,
-- Need ON


epdu-RequestCapabilities


EPDU-Sequence





OPTIONAL,
-- Need ON


...,


sensor-RequestCapabilities


Sensor-RequestCapabilities


OPTIONAL,
-- Need ON

tbs-RequestCapabilities



TBS-RequestCapabilities



OPTIONAL,
-- Need ON

wlan-wpan-RequestCapabilities

WLAN-WPAN-RequestCapabilities

OPTIONAL
-- Need ON
}

-- ASN1STOP

	RequestCapabilities field descriptions

	commonIEsRequestCapabilities

This IE is provided for future extensibility and should not be included in this version of the protocol.


–
ProvideCapabilities
The ProvideCapabilities message body in a LPP message indicates the LPP capabilities of the target device to the location server. 

-- ASN1START

ProvideCapabilities ::= SEQUENCE {


criticalExtensions

CHOICE {



c1





CHOICE {




provideCapabilities-r9

ProvideCapabilities-r9-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture
SEQUENCE {}


}

}

ProvideCapabilities-r9-IEs ::= SEQUENCE {


commonIEsProvideCapabilities

CommonIEsProvideCapabilities

OPTIONAL,


a-gnss-ProvideCapabilities


A-GNSS-ProvideCapabilities


OPTIONAL,


otdoa-ProvideCapabilities


OTDOA-ProvideCapabilities


OPTIONAL,


ecid-ProvideCapabilities


ECID-ProvideCapabilities


OPTIONAL,


epdu-ProvideCapabilities


EPDU-Sequence





OPTIONAL,


...,

sensor-ProvideCapabilities 


Sensor-ProvideCapabilities 


OPTIONAL,

tbs-ProvideCapabilities



TBS-ProvideCapabilities



OPTIONAL,

wlan-wpan-ProvideCapabilities

WLAN-WPAN-ProvideCapabilities

OPTIONAL
}

-- ASN1STOP

	ProvideCapabilities field descriptions

	commonIEsProvideCapabilities

This IE is provided for future extensibility and should not be included in this version of the protocol.


–
RequestAssistanceData
The RequestAssistanceData message body in a LPP message is used by the target device to request assistance data from the location server. 

-- ASN1START

RequestAssistanceData ::= SEQUENCE {


criticalExtensions

CHOICE {



c1





CHOICE {




requestAssistanceData-r9
RequestAssistanceData-r9-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture
SEQUENCE {}


}

}

RequestAssistanceData-r9-IEs ::= SEQUENCE {


commonIEsRequestAssistanceData

CommonIEsRequestAssistanceData

OPTIONAL,


a-gnss-RequestAssistanceData

A-GNSS-RequestAssistanceData

OPTIONAL,


otdoa-RequestAssistanceData


OTDOA-RequestAssistanceData


OPTIONAL,


epdu-RequestAssistanceData


EPDU-Sequence





OPTIONAL,


...

}

-- ASN1STOP

–
ProvideAssistanceData
The ProvideAssistanceData message body in a LPP message is used by the location server to provide assistance data to the target device either in response to a request from the target device or in an unsolicited manner. 

-- ASN1START

ProvideAssistanceData ::= SEQUENCE {


criticalExtensions

CHOICE {



c1





CHOICE {




provideAssistanceData-r9
ProvideAssistanceData-r9-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture
SEQUENCE {}


}

}

ProvideAssistanceData-r9-IEs ::= SEQUENCE {


commonIEsProvideAssistanceData

CommonIEsProvideAssistanceData

OPTIONAL,
-- Need ON


a-gnss-ProvideAssistanceData

A-GNSS-ProvideAssistanceData

OPTIONAL,
-- Need ON


otdoa-ProvideAssistanceData


OTDOA-ProvideAssistanceData


OPTIONAL,
-- Need ON


epdu-Provide-Assistance-Data

EPDU-Sequence





OPTIONAL,
-- Need ON


...

}

-- ASN1STOP

	ProvideAssistanceData field descriptions

	commonIEsProvideAssistanceData

This IE is provided for future extensibility and should not be included in this version of the protocol.


–
RequestLocationInformation
The RequestLocationInformation message body in a LPP message is used by the location server to request positioning  measurements or a position estimate from the target device. 

-- ASN1START

RequestLocationInformation ::= SEQUENCE {


criticalExtensions

CHOICE {



c1





CHOICE {




requestLocationInformation-r9
RequestLocationInformation-r9-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture
SEQUENCE {}


}

}

RequestLocationInformation-r9-IEs ::= SEQUENCE {


commonIEsRequestLocationInformation










CommonIEsRequestLocationInformation

OPTIONAL,
-- Need ON


a-gnss-RequestLocationInformation
A-GNSS-RequestLocationInformation
OPTIONAL,
-- Need ON


otdoa-RequestLocationInformation
OTDOA-RequestLocationInformation
OPTIONAL,
-- Need ON


ecid-RequestLocationInformation

ECID-RequestLocationInformation

OPTIONAL,
-- Need ON


epdu-RequestLocationInformation

EPDU-Sequence





OPTIONAL,
-- Need ON


...,

sensor-RequestLocationInformation
Sensor-RequestLocationInformation
OPTIONAL,
-- Need ON


tbs-RequestLocationInformation

TBS-RequestLocationInformation

OPTIONAL,
-- Need ON

wlan-wpan-RequestLocationInformation
WLAN-WPAN-RequestLocationInformation
OPTIONAL
-- Need ON

}

-- ASN1STOP

	RequestLocationInformation field descriptions

	commonIEsRequestLocationInformation

This field specifies the location information type requested by the location server and optionally other configuration information associated with the requested location information. This field should always be included in this version of the protocol.


–
ProvideLocationInformation
The ProvideLocationInformation message body in a LPP message is used by the target device to provide positioning  measurements or position estimates to the location server. 

-- ASN1START

ProvideLocationInformation ::= SEQUENCE {


criticalExtensions

CHOICE {



c1





CHOICE {




provideLocationInformation-r9
ProvideLocationInformation-r9-IEs,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture
SEQUENCE {}


}

}

ProvideLocationInformation-r9-IEs ::= SEQUENCE {


commonIEsProvideLocationInformation










CommonIEsProvideLocationInformation

OPTIONAL,


a-gnss-ProvideLocationInformation
A-GNSS-ProvideLocationInformation
OPTIONAL,


otdoa-ProvideLocationInformation
OTDOA-ProvideLocationInformation
OPTIONAL,


ecid-ProvideLocationInformation

ECID-ProvideLocationInformation

OPTIONAL,


epdu-ProvideLocationInformation

EPDU-Sequence





OPTIONAL,


...,

sensor-ProvideLocationInformation
Sensor-ProvideLocationInformation
OPTIONAL,

tbs-ProvideLocationInformation

TBS-ProvideLocationInformation

OPTIONAL,

wlan-wpan-ProvideLocationInformation
WLAN-WPAN-ProvideLocationInformation
OPTIONAL
}

}

-- ASN1STOP
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6.5.4
Terrestrial Beacon System Positioning
This section defines support for positioning using measurements related to Terrestrial Beacon Systems (TBS).
6.5.4.1
TBS Location Information 

–
TBS-ProvideLocationInformation
The IE TBS-ProvideLocationInformation is used by the target device to provide TBS location measurements to the location server, together with time information.  It may also be used to provide TBS positioning specific error reason.

-- ASN1START

TBS-ProvideLocationInformation ::= SEQUENCE {

        measurementReferenceTime
TBS-MeasurementReferenceTime,

        tbs-MeasurementList


TBS-MeasurementList,


tbs-Error




TBS-Error,
        ...

}
-- ASN1STOP

6.5.4.2
TBS Location Information Elements
–
TBS-MeasurementReferenceTime  
The IE TBS-MeasurementReferenceTime is used to specify the time when the measurements provided in TBS-ProvideLocationInformation are valid.  It may also include TBS-network time association, in which case reported measurements shall be valid for the cellular frame boundary defined in the network time association.
-- ASN1START
TBS-MeasurementReferenceTime  ::= SEQUENCE (SIZE(1..8)) OF TBS-MeasurementRefTimeElement

TBS-MeasurementRefTimeElement  ::= SEQUENCE {

        tbs-TOD-msec        INTEGER (0..3599999),

        tbs-TOD-frac        INTEGER (0..3999)   OPTIONAL,

        tbs-TOD-unc         INTEGER (0..127)    OPTIONAL,

        tbs-TimeID          TBS-ID,


networkTime


CHOICE {



eUTRA
SEQUENCE {





physCellId


INTEGER (0..503),





cellGlobalId

CellGlobalIdEUTRA-AndUTRA

OPTIONAL,





systemFrameNumber
BIT STRING (SIZE (10)),





...





},



uTRA
SEQUENCE {





mode




CHOICE {











fdd


SEQUENCE {














primary-CPICH-Info
INTEGER (0..511),














...














},











tdd


SEQUENCE {














cellParameters

INTEGER (0..127),














...














}











},





cellGlobalId


CellGlobalIdEUTRA-AndUTRA

OPTIONAL,





referenceSystemFrameNumber











INTEGER (0..4095),





...





},



gSM

SEQUENCE {





bcchCarrier


INTEGER (0..1023),





bsic



INTEGER (0..63),





cellGlobalId

CellGlobalIdGERAN




OPTIONAL,





referenceFrame

SEQUENCE {










referenceFN 

INTEGER (0..65535),










referenceFNMSB 

INTEGER (0..63)

OPTIONAL,










...









},





deltaTBS-TOD 

INTEGER (0 .. 127)

OPTIONAL,





...





},



...



}

OPTIONAL,

...

}

-- ASN1STOP

	TBS-MeasurementReferenceTime field descriptions

	tbs-TOD-msec

This field specifies the TBS TOD for which the measurements and/or location estimate are valid. The 22 bits of TBS TOD are the least significant bits. The most significant bits shall be derived by the location server to unambiguously derive the TBS TOD.

The value for TBS TOD is derived from the TBS specific system time indicated in tbs-TimeID rounded down to the nearest millisecond unit.

Scale factor 1 millisecond.

	tbs-TOD-frac

This field specifies the fractional part of the TBS TOD in 250 ns resolution. The total TBS TOD is given by tbs-TOD-msec + tbs-TOD-frac.
Scale factor 250 nanoseconds.

	tbsTBS-TOD-unc

This field provides the accuracy of the relation TBS-network time when TBS-network time association is provided. When TBS-network time association is not provided, this element can be included to provide the accuracy of the reported tbs-TOD-msec. 
If TBS TOD is the given TBS time, then the true TBS time, corresponding to the provided network time if applicable, as observed at the target device location, lies in the interval [TBS TOD – tbs-TOD-unc, TBS TOD + tbs-TOD-unc].
The uncertainty r, expressed in microseconds, is mapped to a number K, with the following formula:













r = C*(((1+x)K)-1)

with C = 0.5 and x = 0.14. To encode any higher value of uncertainty than that corresponding in the above formula to K=127, the same value, K=127, shall also be used. The uncertainty is then coded on 7 bits, as the binary encoding of K. Examples of tbs-TOD-unc value are as in the table Value of K to Value of uncertainty relation below.

This field shall be included if the target device provides TBS-network time relationship.

	tbs-TimeID

This field specifies the TBS system time for which the tbs-TOD-msec (and tbs-TOD-frac if applicable) is provided.

	networkTime

These fields specify the network time event which the TBS TOD time stamps.

This field shall be included if the target device provides TBS-network time relationship.

	physCellId

This field identifies the reference cell, as defined in [12], that is used for the TBS-network time relation.

	cellGlobalId

This field specifies the globally unique cell identifier (Evolved Cell Global Identifier (ECGI) in E-UTRA, global UTRAN Cell Identifier in UTRA, or Cell Global Identification (CGI) in GERAN) of the reference cell, as defined in [12] for E-UTRA and [13] for UTRA, for which the TBS network time relation is provided. 

	systemFrameNumber

This field specifies the system frame number in E-UTRA which the TBS time time stamps, as defined in [12].

	mode

This field identifies the reference cell for the TBS-network time relation, as defined in [13].

	referenceSystemFrameNumber

This field specifies the system frame number in UTRA, as defined in [13], which is used for time stamping.

	bcchCarrier, bsic

This field identifies the reference cell for the TBS-network time relation in GERAN, as defined in [14].

	referenceFN, referenceFNMSB

These fields specify the frame number in GERAN which the TBS time time stamps, as defined in [14]. The time of the reference frame boundary is as observed by the target device, i.e. without Timing Advance compensation. The referenceFNMSB field indicates the most significant bits of the frame number of the reference BTS corresponding to the TBS-MeasurementList.  Starting from the complete GSM frame number denoted FN, the target device calculates Reference FN MSB as










Reference FN MSB = floor(FN/42432)

The complete GSM frame number FN can then be reconstructed in the location server  by combining the fields referenceFN with referenceFNMSB in the following way









FN = referenceFNMSB *42432 + referenceFN

	deltaTBS-TOD

This field specifies the difference in milliseconds between tbs-TOD-msec reported and the milli-second part of the SV time tsv_1 of the first SV in the list reported from the target device, as defined in [14]. The deltaTBS-TOD  is defined as 










deltaTBS-TOD  = tbs-TOD-msec  - fix(tsv_1)
where fix() denotes rounding to the nearest integer towards zero.


Value of K to Value of uncertainty relation

	Value of K
	Value of uncertainty

	0
	0 microseconds

	1
	0.07 microoseconds

	2
	0.1498 microseconds

	-
	-

	50
	349.62 microseconds

	-
	-

	127
	≥ 8430000 microseconds


-- ASN1START

TBS-MeasurementList  ::= SEQUENCE (SIZE(1..8)) OF TBS-MeasurementForOneTBS

TBS-MeasurementForOneTBS::= SEQUENCE {

        tbs-ID

TBS-ID,



pbs-SgnMeasList
PBS-SgnMeasList,  -- Cond TBS-ID-PBS

        mbs-SgnMeasList

MBS-BeaconMeasList,  -- Cond TBS-ID-MBS
        ...

}
TBS-ID ::= SEQUENCE {


tbs-id



ENUMERATED{ pbs, mbs, ... },

...

}

PBS-SgnMeasList ::= SEQUENCE {


pbsSignalMeasurementInformation
OTDOA-SignalMeasurementInformation
OPTIONAL,


pbs-Error






OTDOA-Error






OPTIONAL,


...

}

MBS-BeaconMeasList  ::= SEQUENCE (SIZE(1..64)) OF MBS-BeaconMeasElement

MBS-BeaconMeasElement ::= SEQUENCE {



beaconID INTEGER (1..32768) OPTIONAL,


codePhase INTEGER (0..2097151) OPTIONAL,



integerCodePhase INTEGER (0..127) OPTIONAL,



codePhaseRMSError INTEGER (0..63) OPTIONAL,
...

}

-- ASN1STOP

	TBS-MeasurementList field descriptions

	tbs-ID

This field identifies the TBS system on which the TBS signal measurements were measured. Measurement information for up to 8 TBSs can be included. PRS Beacon Systems (PBS) and Metropolitian Beacon Systems (MBS) [24] are defined.

	PBS-SgnMeasList 
This list provides PRS Beacon System signal measurement information, which is provided in the OTDOA signal measurement information.

	MBS-SgnMeasList 
This list provides MBS signal measurement information for up to 64 beacons.

	beaconID 
This field contains the beacon transmitter identifier.

	codePhase

This field contains the whole and fractional value of the code-phase measurement made by the target device for the particular beacon signal at the time of measurement in the units of ms. MBS specific code phase measurements (e.g. chips) are converted into unit of ms by dividing the measurements by the nominal values of the measured signal chipping rate.

Scale factor 2-21 milli‑seconds, in the range from 0 to (1-2-21) milli‑seconds.

	integerCodePhase

This field indicates the integer milli‑second part of the code phase.
The integerCodePhase is optional. If integerCodePhase is absent, the default value is 0 milli-second.

Scale factor 1 milli-second, in the range from 0 to 127 milli‑seconds.

	codePhaseRMSError

This field contains the pseudorange RMS error value. This parameter is specified according to a floating-point representation shown in the table below.


floating-point representation

	Index
	Mantissa
	Exponent
	Floating-Point value, xi
	Pseudorange value, P [m]

	0
	000
	000
	0.5
	P < 0.5

	1
	001
	000
	0.5625
	0.5 <= P < 0.5625

	I
	x
	y
	0.5 * (1 + x/8) * 2y
	xi-1 <= P < xi

	62
	110
	111
	112
	104 <= P < 112

	63
	111
	111
	--
	112 <= P


6.5.4.3
TBS Request Location Information 
The IE TBS-RequestLocationInformation is used to request location information for TBS-based methods.
-- ASN1START

TBS-RequestLocationInformation ::= SEQUENCE {


...

}

-- ASN1STOP

6.5.4.4
TBS Capability Information 

–
TBS-ProvideCapabilities
The IE TBS-ProvideCapabilities is used by the target device to indicate its capability to support TBS and to provide its TBS location capabilities to the location server. 

-- ASN1START

TBS-ProvideCapabilities::= SEQUENCE {


tbs-SupportList


TBS-SupportList



OPTIONAL,

...

}
TBS-SupportList ::= SEQUENCE (SIZE(1..8)) OF TBS-SupportElement

TBS-SupportElement ::= SEQUENCE {


  
tbs-id                       
TBS-ID,

      
tbs-Modes                   
PositioningModes,





...

}

-- ASN1STOP

	TBS-ProvideCapabilities field descriptions

	tbs-SupportList

This field specifies the list of TBS supported by the target device and the target device capabilities associated with each of the supported TBS.

	tbs-ID

This field specifies the TBS supported by the target device for which the capabilities in TBS-SupportElement are provided.

	tbs-Modes

This field specifies the TBS mode(s) supported by the target device for the TBS indicated by tbs-ID. This is represented by a bit string, with a one‑value at the bit position means the particular TBS mode is supported; a zero‑value means not supported.


6.5.4.5
TBS Capability Information Request

–
TBS-RequestCapabilities
The IE TBS-RequestCapabilities is used by the location server to request TBS positioning capabilities from a target device. 

-- ASN1START

TBS-RequestCapabilities ::= SEQUENCE {


...

}

-- ASN1STOP

6.5.4.6
TBS Error Elements

–
TBS-Error
The IE TBS-Error is used by the location server or target device to provide TBS error reasons to the target device or location server, respectively. 

-- ASN1START

TBS-Error ::= CHOICE {


locationServerErrorCauses

TBS-LocationServerErrorCauses,


targetDeviceErrorCauses


TBS-TargetDeviceErrorCauses,

...

}

TBS-TargetDeviceErrorCauses ::= SEQUENCE {


cause

ENUMERATED {
undefined,









notAllRequestedMeasurementsPossible, 









...








},


...

}

TBS-LocationServerErrorCauses ::= SEQUENCE {


cause

ENUMERATED
{







undefined,






...






},


...

}

-- ASN1STOP

	TBS-TargetDeviceErrorCauses and TBS-LocationServerErrorCauses field descriptions

	cause 

This field provides a TBS specific error cause. . If the cause value is ‘notAllRequestedMeasurementsPossible’, the target device was not able to provide all requested TBS measurements (but may be able to report a location estimate or location measurements).


6.5.5 Barometric Sensor PositioningThis section defines support for positioning using measurements related to barometric pressure sensors.
6.5.5.1 Sensor Request Capabilities

The Sensor-RequestCapabilities is used to request capabilities for sensor-based methods.
-- ASN1START

Sensor-RequestCapabilities ::= SEQUENCE {

    ...
}

-- ASN1STOP

6.5.5.2 Sensor Provide Capabilities

The Sensor-ProvideCapabilities is used to provide capabilities for sensor-based methods.
-- ASN1START

Sensor-ProvideCapabilities ::= SEQUENCE {

   sensor-Modes                   
PositioningModes,
    ...

}

-- ASN1STOP

	Sensor-ProvideCapabilities field descriptions

	sensor-Modes

This field specifies the sensor mode(s) supported by the target device. This is represented by a bit string, with a one‑value at the bit position means the particular sensor mode is supported; a zero‑value means not supported.


6.5.5.3 Sensor Request Location Information

The Sensor-RequestLocationInformation is used to request location information for sensor-based methods.
-- ASN1START
Sensor-RequestLocationInformation ::= SEQUENCE {


...

}

-- ASN1STOP

6.5.5.4 Sensor Provide Location Information

The Sensor-ProvideLocationInformation is used to provide location information for barometric sensor-based methods.
-- ASN1START
Sensor-ProvideLocationInformation ::= SEQUENCE {


atmosphericPressure 

AtmosphericPressure 

OPTIONAL, 
sensorError 



Sensor-Error 



OPTIONAL,

...
}

AtmosphericPressure ::= SEQUENCE {


pressureMeasurement 

PressureMeasurement,


pressureStats 



PressureStats 



OPTIONAL,


calibrationPoints 


CalibrationPoints 


OPTIONAL,


...

}

PressureStats ::= SEQUENCE {


sensorMeanPressure 

INTEGER (30000..115000),


sensorStddevPressure 

INTEGER (0..2000) 

OPTIONAL,


duration 




INTEGER (5..40),

    
...

}

CalibrationPoints ::= SEQUENCE (SIZE (1..10)) OF SEQUENCE {


pressure 




PressureMeasurement,


time 




UTCTime,


location 




EllipsoidPointWithAltitudeAndUncertaintyEllipsoid,


locationSource 


LocationSource OPTIONAL,


...

}

LocationSource ::= SEQUENCE {


agnss



NULL
OPTIONAL,


otdoa



NULL
OPTIONAL,


ecid



NULL
OPTIONAL,


sensors



NULL
OPTIONAL,


tbs




NULL
OPTIONAL,

...

}

PressureMeasurement ::= SEQUENCE {


sensorMeasurement INTEGER (30000..115000),


adjustment INTEGER (-5000..5000) OPTIONAL,


uncertainty SEQUENCE {



range INTEGER (0..1000),



confidence INTEGER (1..100)

    
} OPTIONAL,


temperature INTEGER (-100..150) OPTIONAL,


...

}

-- ASN1STOP

	AtmosphericPressure  field descriptions

	pressureMeasurement

This field provides an instantaneous current atmospheric pressure at the target.

	pressureStats

This field corresponds to the mean and (optional) standard deviation of the sensor(s) pressure measurement without any added or subtracted adjustment that prevailed for a time period (duration) immediately before the pressure measurement reported by the target was obtained. The scale factor for mean and standard deviation is 1 Pa. Time units are in seconds. 

For the pressureStats to be reported, the duration MUST be at least 5 seconds (maximum duration is 40 seconds).

This field enables a server to remove noise from the current pressure measurement through averaging and evaluate the stability of the current pressure measurement (e.g. whether increasing or decreasing). A target may obtain the statistics while performing any other measurements requested by the server. The current pressure measurement  (in pressureMeasurement) should be obtained exactly at the end of the duration for pressureStats.

	calibrationPoints

This parameter  provides a sequence of up to 10 calibration points for the target where both a 3D location and a pressure measurement were obtained by the target. Each calibration point includes the following mandatory and conditional fields.

pressure
the measured pressure in units of Pa (mandatory)

time
UTC time (mandatory)

location
location of the target which MUST have been obtained without use of either the pressure measurement or a terrain map (mandatory)

locationSource
the source(s) of the reported location (mandatory if available)

This parameter enables the server to calibrate the barometric sensor for the target and/or estimate its accuracy and stability. This parameter is compiled from historic pressure and location data stored in the target prior to reporting an atmospheric pressure measurement to the server. The parameter SHALL be included when calibration points are available. If possible, one calibration point should be reported for each of the last 10 days starting with the current day and should each correspond to the 3D location with minimum uncertainty volume obtained each day which may be approximated by the product of the X, Y and Z uncertainty values. A target that is unable to report 10 calibration points over a 10 day period should report up to 10 calibration points over a shorter or longer period in the same manner. If possible, a target that is environmentally aware (e.g. via use of other sensor data) should not report calibration points that appear to correspond to indoor or in vehicle locations when other calibration points are available that appear to correspond to outdoor locations.


	PressureMeasurement  field descriptions

	sensorMeasurement

This field specifies the measured atmospheric pressure in units of Pa (corresponding to a numerical altitude resolution of about 0.1m at sea level). This field SHALL be obtained from the measured atmospheric pressure output of one or more sensors on the target prior to any adjustment made externally to the sensor(s).

	adjustment

This field specifies any adjustment in units of Pa applied by a target to the output of the sensor(s) to produce a more accurate atmospheric pressure. The adjustment  may be enabled by previous calibration by the target of the sensor output using a known reference atmospheric pressure for a known location and altitude, by more accurate temperature related calibration data from the vendor of the sensor or by other means. The more accurate atmospheric pressure is obtained as follows and is not reported directly but only via the measurement and adjustment components:

    accurate atmospheric pressure  =  sensorMeasurement + adjustment

The adjustment SHALL be provided whenever applied. If there is no adjustment, a target may omit the adjustment field. When omitted, a server SHALL assume a value of zero for the adjustment.

	uncertainty

This field provides the expected range for the pressure measurement and the confidence as a percentage that the true pressure lies in a range of (measurement + adjustment – range) to (measurement + adjustment + range). This field is optional and SHALL be provided if available.

	temperature

This field provides the temperature in degrees Celsius associated with the sensor(s) used for the pressure measurement and SHALL be provided if available. Note that the sensor temperature is internal to the target and may differ from the temperature outside the target if a different sensor is used to measure outside temperature.


–
Sensor-Error
The Sensor-Error is used to provide Sensor Error Reasons to the server.

-- ASN1START

Sensor-Error ::= SEQUENCE {


atmosphericPressureError
ENUMERATED {pressureNotAvailable, pressureNotSupported,










...}

OPTIONAL
}

-- ASN1STOP

	Sensor-Error field descriptions

	atmosphericPressureError

This field is used to provide target error information to the server regarding barometric pressure sensor errors, e.g. pressureNotAvailable or pressureNotSupported. 


6.5.6
WLAN/WPAN-based Positioning
This section defines support for positioning using measurements related to WLAN/WPANs.

6.5.6.1
WLAN/WPAN Location Information

–
WLAN-WPAN-ProvideLocationInformation
The WLAN-WPAN-ProvideLocationInformation is used to provide measurements (UE-assisted) for one or more WLAN/WPANs and at both current and historic times.
-- ASN1START

WLAN-WPAN-ProvideLocationInformation ::= SEQUENCE {



wlan-wpan-CombinedLocationInformation
SEQUENCE (SIZE (1..maxWLANAPSize)) OF 













WLAN-WPAN-LocationInformationList
OPTIONAL,


wlan-wpan-Error





WLAN-WPAN-Error







OPTIONAL,


...

}

WLAN-WPAN-LocationInformationList ::= SEQUENCE {


wlan-wpan-LocationInformation


WLAN-WPAN-LocationInformation,


relativeTimeStamp




INTEGER (0..65535) 
OPTIONAL,


servingFlag  





BOOLEAN, 


...

}

maxWLANAPSize
INTEGER ::= 64

-- ASN1STOP
	WLAN-WPAN-ProvideLocationInformation field descriptions

	wlan-wpan-CombinedLocationInformation

This parameter provides measurements for one or more WLAN/WPANs at the current time and/or for historic times. 

	wlan-wpan-Error

This parameter provides error information when not all requested WLAN/WPAN measurements can be reported. This parameter should be included when some but not all requested measurements are reported and shall be included when no requested measurements are reported.

	relativeTimeStamp

This parameter shall be included for historic WLAN/WPAN measurements and provides the time of the historic measurements relative to current time in units of 0.01 seconds. If absent, current time is implied which is equivalent to a relativeTimeStamp of zero.  Current time refers to the time when the target sends WLAN/WPAN measurements to the server.

	servingFlag

This parameter indicates whether a set of WLAN/WPAN measurements were obtained for a serving WLAN/WPAN (TRUE) or a non-serving WLAN/WPAN (FALSE). A target device with multiple radio support may indicate more than one type of serving access for the same time instant.


6.5.6.2
WLAN/WPAN Location Information Elements

–
WLAN-WPAN-LocationInformation
The IE WLAN-WPAN-LocationInformation is used by the target device to provide measurements to the server for a serving or non-serving WLAN/WPAN. Measurements are based on those defined in [25][26].

-- ASN1START

WLAN-WPAN-LocationInformation ::= SEQUENCE { 


macAddress



BIT STRING ( SIZE (48) ),

ssid




OCTET STRING (SIZE (1..32))

OPTIONAL,

signaltoNoise


INTEGER(-127..128)



OPTIONAL,


deviceType



WLAN-WPAN-Type


OPTIONAL,

phyType




WLAN-WPAN-PHY-Type

OPTIONAL,

signalStrength


INTEGER(-127..128)



OPTIONAL,


channelFrequency

INTEGER(0..256)




OPTIONAL,


roundTripDelay


WLAN-WPAN-RTD



OPTIONAL,


transmitPower


INTEGER(-127..128)



OPTIONAL,


antennaGain



INTEGER (-127..128)



OPTIONAL,


reportedLocation

WLAN—WPAN-ReportedLocation
OPTIONAL,

ueTransmitPower


INTEGER (-127..128)
OPTIONAL,


ueAntennaGain



INTEGER (-127..128) OPTIONAL,


ueSignaltoNoise


INTEGER (-127..128) OPTIONAL,


ueSignalStrength

INTEGER (-127..128) OPTIONAL,


operatingClass


INTEGER (0..255) OPTIONAL
}
WLAN-WPAN-PHY-Type ::= ENUMERATED { 
unknown, any, fhss, dsss, irbaseband, ofdm, hrdsss, erp,












ht, ihv, ... }

WLAN-WPAN-RTD ::= SEQUENCE { 

 
rTDValue     INTEGER(0..16777215), 

 
rTDUnits     WLAN-RTDUnits,

 
rTDAccuracy  INTEGER(0..255)

OPTIONAL,

 
...

}

WLAN-WPAN-RTDUnits ::= ENUMERATED {

 
microseconds,


hundredsofnanoseconds,


tensofnanoseconds,


nanoseconds,


tenthsofnanoseconds,


...

}

WLAN-WPAN-ReportedLocation ::= SEQUENCE { 


locationDataLCI




WLAN-WPAN-LocationDataLCI


OPTIONAL,


...

}

WLAN-WPAN-LocationDataLCI ::= SEQUENCE {


latitudeResolution

BIT STRING (SIZE (6)),


latitude



BIT STRING (SIZE (34)),


longitudeResolution

BIT STRING (SIZE (6)),


longitude



BIT STRING (SIZE (34)),


altitudeType


BIT STRING (SIZE (4)),


altitudeResolution

BIT STRING (SIZE (6)),


altitude



BIT STRING (SIZE (30)),


datum




BIT STRING (SIZE (8)),

...

}

-- ASN1STOP

	WLAN-WPAN-LocationInformation field descriptions

	macAddress

This field provides the 48 bit MAC address of the reported WLAN/WPAN AP/node.

	ssid
This field provides the SSID of the wireless network served by the WLAN AP.

	signaltoNoise

This field provides the signal to noise ratio of a beacon, probe response or measurement pilot frame in dB as measured at the target. 

	deviceType

This field provides the device type – 802.11a, 802.11b, 802.11g, 802.11n, 802.11ac or 802.11ad. The device type refers to the device type being used for signalling as opposed to the capability of the AP/node (for instance an 802.11n capable AP in e.g., 802.11a signalling mode).

	phyType

This field provides the IEEE 802.11 PHY and media type. The enumerated values are as follows:

unknown

specifies an unknown or uninitialized PHY type.

any

specifies any PHY type.

fhss

specifies a frequency-hopping spread-spectrum (FHSS) PHY.

dsss

specifies a direct sequence spread spectrum (DSSS) PHY type.

irbaseband
specifies an infrared (IR) baseband PHY type.

ofdm

specifies an orthogonal frequency division multiplexing (OFDM) PHY type.
hrdsss

specifies a high-rate DSSS (HRDSSS) PHY type.
erp

specifies an extended rate PHY type (ERP).
ht

specifies the 802.11n PHY type.

ihv

specifies a PHY type that is developed by an independent hardware vendor (IHV).

	signalStrength

This field provides the AP/node signal strength (RSSI) of a beacon frame, probe response frame or measurement pilot frame measured at the target in dBm on the channel indicated by apChannelFrequency field.

	channelFrequency

This field provides the AP/node channel number identification of the reported WLAN/WPAN. 

	roundTripDelay

This field provides the measured round trip delay between the target and WLAN/WPAN and optionally the accuracy expressed as the standard deviation of the delay. Units for each of these are 1000ns, 100ns, 10ns, 1ns or 0.1ns.

	ueTransmitPower

This field provides the transmit power used by the target to access the WLAN/WPAN in dBm

	ueAntennaGain

This field provides the antenna gain of the target in dBi for transmission to the WLAN/WPAN

	reportedLocation

This field provides the location of the WLAN/WPAN, 

	locationDataLCI

This field provides the reported location of the WLAN/WPAN in form of the Location Configuration Information (LCI) defined in [26][27] and includes the following subfields:

latitudeResolution: 
6-bits indicating the number of valid bits in the fixed-point value of latitude. 


(This value is the number of high-order Latitude bits that should be considered


 valid. Any bits entered to the right of this limit should not be considered valid.


 Values above decimal 34 are undefined and reserved.)
latitude: 

A 34-bits fixed point value consisting of 9-bits of integer and 25-bits of fraction 


indicating the Latitude (+/- 90 degrees) of the WLAN/WPAN AP.

longitudeResolution: 
6-bits indicating the number of valid bits in the fixed-point value of longitude.

 
 (This value is the number of high-order Longitude bits that should be considered


 valid. Any bits entered to the right of this limit should not be considered valid.


 Values above decimal 34 are undefined and reserved.)
longitude: 

A 34-bits fixed point value consisting of 9-bits of integer and 25-bits of fraction 


indicating the Longitude (+/- 180 degrees) of the WLAN/WPAN AP.

altitudeType: 
Defines the altitude type. Codes defined are:


1: Meters of altitude.


2: Building floors of altitude. altitude value 0.0 represents the floor level


    associated with ground level.

altitudeResolution: 
6-bits indicating the number of valid bits in the altitude.

 
 (This value is the number of high-order Altitude bits that should be considered


 valid. Any bits entered to the right of this limit should not be considered valid.


 Values above decimal 30 are undefined and reserved.)
altitude: 

A 30-bit fixed point value consiting of 22-bits of  integer and 8-bits of fraction


indicating the Altitude of the AP/node in units defined by altitudeType.

datum: 

Defines the map datum used for the coordinates. Codes defined are:


1: World Geodetic System 1984 (WGS-84)


2: North American Datum 1983 (NAD-83) with North American Vertical Datum
 

    1988 (NAVD-88)


3: North American Datum 1983 (NAD-83) with Mean Lower Low Water (MLLW)


    vertical datum.

	transmitPower
This field provides the power the AP/node transmits on a beacon, probe response or measurement pilot frame in dBm.

	antennaGain
This field provides the antenna gain in dBi

	ueSignaltoNoise
This field provides the target’s signal to noise ratio measured at the AP/node in dB.

	ueSignalStrength
This field provides the target’s signal strength (RSSI) measured on the channel indicated by the ChannelFrequency field in dBm.

	operatingClass

This parameter defines the Operating Class as defined in [26].


–
WLAN-WPAN-Error
The IE WLAN-WPAN-Error is used by the location server or target device to provide error reasons for WLAN/WPAN positioning to the target device or location server, respectively.
-- ASN1START

WLAN-WPAN-Error ::= CHOICE {


locationServerErrorCauses

WLAN-WPAN-LocationServerErrorCauses,


targetDeviceErrorCauses


WLAN-WPAN-TargetDeviceErrorCauses,


...

}

-- ASN1STOP

–
WLAN-WPAN-LocationServerErrorCauses
The IE WLAN-WPAN-LocationServerErrorCauses is used by the location server to provide error reasons for WLAN/WPAN positioning to the target device.

-- ASN1START

WLAN-WPAN-LocationServerErrorCauses ::= SEQUENCE {


cause







ENUMERATED
{undefined,
...}
}

-- ASN1STOP

	WLAN-WPAN-LocationServerErrorCauses field descriptions

	cause

This field provides a WLAN/WPAN specific error cause for the server.


–
WLAN-WPAN-TargetDeviceErrorCauses
The IE WLAN-WPAN-TargetDeviceErrorCauses is used by the target device to provide error reasons for WLAN/WPAN positioning to the location server.

-- ASN1START

WLAN-WPAN-TargetDeviceErrorCauses ::= SEQUENCE {


cause








ENUMERATED {undefined,















requestedMeasurementsNotAvailable,















notAllrequestedMeasurementsPossible,















...















}
}

-- ASN1STOP

	WLAN-WPAN-TargetDeviceErrorCauses field descriptions

	cause

This field provides a WLAN/WPAN specific error cause. 


6.5.6.3
WLAN/WPAN Location Information Request

–
WLAN-WPAN-RequestLocationInformation
The IE WLAN-WPAN-RequestLocationInformation is used to request WLAN/WPAN measurements (UE-assisted).
-- ASN1START

WLAN-WPAN-RequestLocationInformation ::= SEQUENCE {


requestedMeasurements
BIT STRING {












ssid

(0),











sn


(1),












devType

(2),











phyType

(3),











rssi

(4),












chanFreq
(5),












rtd


(6),












ueTP

(7),












ueAG

(8),












repLoc

(9),












non-serving
(10),












historic
(11),












tp


(12),












ag


(13),












ueSN

(14),












ueRSSI

(15)} (SIZE(1..16)),

additionalRequestedMeasurements
BIT STRING {












oc


(0)} (SIZE(1..16)) OPTIONAL
}

-- ASN1STOP

	WLAN-WPAN-RequestLocationInformation field descriptions

	requestedMeasurements 

This field specifies the WLAN/WPAN measurements requested. This is represented by a bit string, with a one‑value at the bit position means the particular measurement is requested; a zero‑value means not requested. The following measurement requests can be included.

ssid: SSID of the WLAN

sn: AP/node S/N received at the target

devType: AP/node Device type

phyType: AP/node PHY type

rssi: AP/node signal strength at the target

chanFreq: AP/node channel/frequency of Tx/Rx

rtd: Round Trip Delay between target and AP/node
tp: target transmit power

ueAG: target antenna gain

repLoc:  AP/node Location as reported by AP/node
non-serving: measurements for non-serving WLAN/WPANs (in addition to a serving WLAN/WPAN)

historic: historic WLAN/WPAN measurements (in addition to current measurements) 
tp: AP/node transmit power

ag: AP/node antenna gain

ueSN: UE S/N received at the AP/node
ueRSSI: target signal strength at the AP/node


	additionalRequestedMeasurements 

This field specifies additional WLAN/WPAN measurements that are requested. This is represented by a bit string, with a one‑value at the bit position means the particular measurement is requested; a zero‑value means not requested. The following measurement requests can be included.

oc: operating class


6.5.6.4
WLAN/WPAN Capability Information

–
WLAN-WPAN-ProvideCapabilities
The IE WLAN-WPAN-ProvideCapabilites is used by the target to provide its capabilities for WLAN/WPAN positioning to the server.
-- ASN1START

WLAN-WPAN-ProvideCapabilities ::= SEQUENCE {


wlan-wpan-TypesSupported
BIT STRING
{












ieee802-11a (0),












ieee802-11b (1),












ieee802-11g (2),












ieee802-11n (3),












ieee802-11ac (4),












ieee802-11ad (5),











ieee802-151 (6),
(SIZE(1..16)),


wlan-wpan-MeasSupported
BIT STRING
{












ssid

(0),











sn


(1),












devType

(2),











phyType

(3),











rssi

(4),












chanFreq
(5),












rtd


(6),












ueTP

(7),












ueAG

(8),












apRepLoc
(9),












non-serving
(10),












historic
(11),












apTP

(12),












apAG

(13),












ueSN

(14),












ueRSSI

(15)}
(SIZE(1..16)),



additional-wlan-wpan-MeasSupported
BIT STRING {












oc


(0)} (SIZE(1..16)) OPTIONAL
}

-- ASN1STOP

	WLAN-WPAN-ProvideCapabilities field descriptions

	wlan-wpan-types-Supported

This field provides the WLAN/WPAN AP/node types supported by the target device when functioning as a WLAN/WPAN station. This is represented by a bit string, with a one‑value at the bit position means the particular WLAN type is supported; a zero‑value means not supported. This field shall be provided if the supported WLAN/WPAN AP/node types are available.

	wlan-wpan-MeasSupported

This field specifies the E‑CID measurements supported by the target device when accessing a WLAN/WPAN. This is represented by a bit string, with a one‑value at the bit position means the particular measurement is supported; a zero‑value means not supported. A zero-value in all bit positions in the bit string means only the basic WLAN/WPAN positioning method is supported by the target device which is reporting of the WLAN/WPAN identity. The following bits are assigned for the indicated measurements.

ssid: SSID of the WLAN

sn: AP/node S/N received at the target

devType: AP/node Device type

phyType: AP/node PHY type

rssi: AP/node signal strength at the target

chanFreq: AP/node channel/frequency of Tx/Rx

rtd: Round Trip Delay between target and AP/node
ueTP: target transmit power

ueAG: target antenna gain

repLoc: AP/node Location as reported by AP/node
non-serving: measurements for a non-serving WLAN/WPAN (in addition to a serving WLAN/WPAN)

historic: historic WLAN/WPAN measurements 
tp: AP/node transmit power

ag: AP/node antenna gain

ueSN: UE S/N received at the AP/node
ueRSSI: target signal strength at the AP/node


	additional-wlan-wpan-MeasSupported
This field specifies the additional measurements supported by the target device when accessing a WLAN AP. This is represented by a bit string, with a one‑value at the bit position means the particular measurement is supported; a zero‑value means not supported. A zero-value in all bit positions in the bit string means only the basic WLAN positioning method is supported by the target device which is reporting of the WLAN AP/node identity. The following bits are assigned for the indicated measurements.

oc: operating class


6.5.6.5
WLAN/WPAN Capability Information Request

–
WLAN-WPAN-RequestCapabilities
The IE WLAN-WPAN-RequestCapabilities is used to request WLAN/WPAN positioning capabilities information from the target.
-- ASN1START

WLAN-WPAN-RequestCapabilities ::= SEQUENCE {


...

}

-- ASN1STOP

