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In this document, we discuss how to specify RRC procedures related to connection control for NB-IOT, apart from paging.
Discussion
RAN#69 approved new WI on NB-IOT in [1]. One of the principles in [1] is that MAC, RLC, PDCP and RRC procedures based on existing LTE procedures and protocols and relevant optimisations to support the selected physical layer.
Among several RRC procedures in 36.331, the RRC Connection Establishment procedure is very basic. If we keep the concept of ‘RRC Connection’, we think that NB-IOT should be also based on the current RRC Connection Establishment procedure.
The RRC Connection Establishment towards E-UTRAN consists of three RRC messages:
· RRC Connection Request
· RRC Connection Setup
· RRC Connection Setup Complete
We propose to reuse the existing RRC Connection Establishment procedure for NB-IOT. Namely, the RRC Connection Establishment procedure for NB-IOT consists of RRC Connection Request, RRC Connection Setup and RRC Connection Setup Complete messages.
Proposal 1: The RRC Connection Establishment procedure for NB-IOT consists of RRC Connection Request, RRC Connection Setup, and RRC Connection Setup Complete messages.
For small data transmission optimization in NB-IOT, SA2 is discussing C-Plane solutions and U-Plane solutions over S1 architecture. We think that the common goal in most of the solutions is to receive/transmit small data either in RRC connection establishment procedure or immediately after completion of the RRC connection establishment. In this way, UE can save battery power in small data transmissions. The small data will be carried either via SRB or DRB depending on SA2 discussion.
Proposal 2: UE served by NB-IOT network should be able to receive/transmit data (over SRB or DRB) in RRC connection establishment procedure and/or immediately after completion of the RRC connection establishment. Details need to be discussed based on SA2 discussion.
It seems common understanding that UEs served by NB-IOT network would be typically in RRC_IDLE. In order to receive or transmit small data, those UEs will be in RRC_CONNECTED only for a short duration. Thus, it seems likely that those UE would receive RRC Connection Release message within a short duration after completion of RRC Connection Establishment. 
We think that explicit connection release based on RRC Connection Release message can be replaced by implicit connection release based on a timer. For instance, if UE intends to make a connection for small data transmission e.g. for only one packet, UE could release the RRC connection upon timer expiry after completing small data transmission. Such implicit release would avoid downlink transmission of RRC Connection Release messages and uplink ACK to the message. Hence, NB-IOT networks can reduce signalling overhead caused by RRC connection release messages while UEs can save battery power by avoiding uplink ACK transmissions.
Proposal 3: UE in NB-IOT should support implicit RRC connection release based on a timer.
Nevertheless, we think that explicit RRC connection release should be also supported in NB-IOT e.g. considering support of other types of user traffic and some NAS procedures. Namely, NB-IOT networks would be allowed to keep some UEs in RRC_CONNECTED and use RRC Connection Release messages to release connections with those UEs.
Proposal 4: UE in NB-IOT should support explicit RRC connection release based on the RRC Connection Release message.
In 36.331, eNB can use the RRC Connection Reject message to reject a request of RRC connection establishment e.g. in congestion. We think that NB-IOT also needs to provide congestion control and the RRC connection reject will be useful for NB-IOT.
Proposal 5: The RRC Connection Reject message is supported in NB-IOT.
In E-UTRAN, eNB may use Establishment Cause in the RRC Connection Request message to determine whether or not to reject a request of RRC connection establishment. Considering the WID in [1], we may need to start from 36.331 which supports emergency access, high priority access, MO-signalling, MO-data, and delay tolerant access as Establishment Cause.
In our view, NB-IOT will be optimized for small data transmissions. Thus, most of uplink transmissions may come with delay tolerant access. We wonder how MO-data and delay tolerant access are really differentiated in NB-IOT. Hence, all mobile originating calls could come with ‘MO-data’, i.e. delay tolerant access is not needed. Moreover, we wonder if emergency access and/or high priority access will be supported in NB-IOT. Especially, support of emergency access is not essential for NB-IOT.
Proposal 6: MO-data and MO-signalling are supported as the Establishment Cause of the RRC Connection Request message while emergency access and delay tolerant access are not supported. RAN2 should further investigate whether or not to support high priority access.
There are several access control mechanisms in 36.331 e.g. ACB, SSAC, EAB and ACB skip. We wonder if all of those mechanisms should be copied to NB-IOT. For instance, use cases of SSAC and ACB skip are MMTEL voice, video and SMS. MMTEL voice and video seem not what we will focus in NB-IOT. And we wonder if we really need to differently handle SMS services in NB-IOT. 
Regarding EAB, the benefit of EAB comes from fast update of EAB barring information. However, we do not know how system information will be updated in NB-IOT. Moreover, support of EAB seems not essential in NB-IOT.
We think that ACB needs to be supported in NB-IOT as baseline. We do not see any big benefit of using other mechanisms than ACB in the initial release of NB-IOT. Hence, we propose that RAN2 work for support of ACB in NB-IOT. 
On top of that, it should be noted that RAN2 previously worked on access control mechanism based on SA1 requirements. We think that SA1 needs to confirm whether all SA1 requirements on ACB can be applied to NB-IOT.
Proposal 7: RAN2 works for support of ACB in NB-IOT. RAN2 should send LS to SA1 in order to confirm whether all SA1 requirements on ACB can be applied to NB-IOT.
We assume that NB-IOT would not fully support handover considering typical IOT use cases e.g. stationary devices and infrequent small data. For simplicity, we propose not to support handover in NB-IOT. Namely, if UE moves across cells in NB-IOT, UE needs to go to RRC_IDLE. If necessary, UE may try to make a RRC connection again e.g. based on NAS signalling recovery.
Proposal 8: Handover i.e. mobility in RRC_CONNECTED is not supported in NB-IOT. Namely, if UE in RRC_CONNECTED moves from a cell to another cell, UE goes to RRC_IDLE. If necessary, UE may try to make a RRC connection again e.g. based on NAS signalling recovery.
Considering IOT applications, we do not need to support RRC connection re-establishment procedures in NB-IOT. Thus, we propose that if any failure occurs, UE directly goes to RRC_IDLE. If necessary, UE may try to make a RRC connection again e.g. based on NAS signalling recovery.
Proposal 9: The RRC Connection Re-establishment procedure is not supported in NB-IOT. Namely, if UE detects any failure e.g. RLF, UE goes to RRC_IDLE. If necessary, UE may try to make a RRC connection again e.g. based on NAS signalling recovery.
Conclusion
We propose that RAN2 agree the followings:
Proposal 1: The RRC Connection Establishment procedure for NB-IOT consists of RRC Connection Request, RRC Connection Setup, and RRC Connection Setup Complete messages.
Proposal 2: UE served by NB-IOT network should be able to receive/transmit data (over SRB or DRB) in RRC connection establishment procedure and/or immediately after completion of the RRC connection establishment. Details need to be discussed based on SA2 discussion.
Proposal 3: UE in NB-IOT should support implicit RRC connection release based on a timer.
Proposal 4: UE in NB-IOT should support explicit RRC connection release based on the RRC Connection Release message.
Proposal 5: The RRC Connection Reject message is supported in NB-IOT.
Proposal 6: MO-data and MO-signalling are supported as the Establishment Cause of the RRC Connection Request message while emergency access and delay tolerant access are not supported. RAN2 should further investigate whether or not to support high priority access.
Proposal 7: RAN2 works for support of ACB in NB-IOT. RAN2 should send LS to SA1 in order to confirm whether all SA1 requirements on ACB can be applied to NB-IOT.
Proposal 8: Handover i.e. mobility in RRC_CONNECTED is not supported in NB-IOT. Namely, if UE in RRC_CONNECTED moves from a cell to another cell, UE goes to RRC_IDLE. If necessary, UE may try to make a RRC connection again e.g. based on NAS signalling recovery.
Proposal 9: The RRC Connection Re-establishment procedure is not supported in NB-IOT. Namely, if UE detects any failure e.g. RLF, UE goes to RRC_IDLE. If necessary, UE may try to make a RRC connection again e.g. based on NAS signalling recovery.
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