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In this document, we discuss the following remaining issues on ACDC.
· The type of LTE SIB which is used to broadcast ACDC control information including ACDC barring info
· Whether to use EAB (bitmap) or ACB (probability/time) scheme in ACDC barring info
· Unmatched ACDC category
· Whether the AS layer will indicate to NAS the access barring is because of ACDC (Reply to CT1 LS).
· Coexistence with SSAC and EAB
Type of ACDC SIB in LTE
There are two options for broadcast of ACDC barring information: SIB2 vs. new SIB. 
SA1 introduced ACDC function to override ACB. Thus, UE configured for ACDC replaces ACB in RRC Connection Establishment. It seems likely that broadcast of ACDC barring parameters and broadcast of ACB barring parameters have the same SI periodicity. We do not think that EAB-like SI update is applied to ACDC considering that both ACDC and ACB aim to control access attempts from similar applications (Note that EAB aims to focus on more or less specific application and use case, i.e. MTC).
Moreover, introducing new SIB will unnecessarily increase signaling overhead and standard complexity in 36.331. Considering that SI provides ACDC barring parameters individually for each of PLMNs, like ACB/SSAC/SCM barring parameters, it would be beneficial to put ACDC barring parameters under AC-BarringPerPLMN in SIB2.
AC-BarringPerPLMN-r12 ::=			SEQUENCE {
	plmn-IdentityIndex-r12					INTEGER (1..maxPLMN-r11),
	ac-BarringInfo-r12						SEQUENCE {
		ac-BarringForEmergency-r12			BOOLEAN,
		ac-BarringForMO-Signalling-r12		AC-BarringConfig	OPTIONAL,	-- Need OP
		ac-BarringForMO-Data-r12			AC-BarringConfig	OPTIONAL	-- Need OP
	}															OPTIONAL,	-- Need OP
	ac-BarringSkipForMMTELVoice-r12		ENUMERATED {true}		OPTIONAL,	-- Need OP
	ac-BarringSkipForMMTELVideo-r12		ENUMERATED {true}		OPTIONAL,	-- Need OP
	ac-BarringSkipForSMS-r12			ENUMERATED {true}		OPTIONAL,	-- Need OP
	ac-BarringForCSFB-r12				AC-BarringConfig		OPTIONAL,	-- Need OP
	ssac-BarringForMMTEL-Voice-r12		AC-BarringConfig		OPTIONAL,	-- Need OP
	ssac-BarringForMMTEL-Video-r12		AC-BarringConfig		OPTIONAL,	-- Need OP
	...,
	[[	acdc-BarringPerCategoryList-r13			ACDC-BarringPerCategoryList-r13	OPTIONAL,	-- Need OP
	]]
}

Table 1: SIB2 vs. New SIB
	
	SIB2
	New SIB

	Required bits
	Less than new SIB 
	More than SIB2 

	Spec complexity
	Low 
(many possibilities of reusing the existing sections(see [1])
	High 
(specification of new SIB leads to new sections)

	Implementation complexity
	Normal complexity for support of new feature 
	More complexity for support of new feature with new SIB 

	SI periodicity
	ACB and ACDC barring info have the same periodicity
	ACB and ACDC may have different SI periodicities.

	SI update
	ACB and ACDC barring info have the same SI update
	Unclear (Same or new SI update) 



Accordingly, we propose to use SIB2 for broadcast of ACDC barring information.
Proposal 1: SIB2 is used to broadcast ACDC barring information (obviously with normal SIB update)..
As we mentioned above, considering that SI provides ACDC barring parameters individually for each of PLMNs, we propose to put ACDC barring information under AC-BarringPerPLMN in SIB2, like ACB/SSAC/SCM barring parameters (see ASN.1 coding above).
Proposal 2: ACDC barring information per PLMN are added under AC-BarringPerPLMN in SIB2
ACDC barring info
There are two options for ACDC barring info: EAB (bitmap) or ACB (probability/time) scheme
As shown below, eab-BarringBitmap indicates extended access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on. The size of bitmap is 10 bits.
EAB-Config-r11 ::=					SEQUENCE {
	eab-Category-r11					ENUMERATED {a, b, c},
	eab-BarringBitmap-r11				BIT STRING (SIZE (10))

On the other hand, AC-BarringConfig which is used for ACB indicates ac-BarringFactor and ac-BarringTime. The sizes of the parameters are 4 bits and 3 bits respectively. The total size is 7 bits. (Note that ACDC is not applied to special AC so that ac-BarringForSpecialAC is not applicable for ACDC.)
AC-BarringConfig ::=				SEQUENCE {
	ac-BarringFactor					ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	ac-BarringTime						ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	ac-BarringForSpecialAC				BIT STRING (SIZE(5))
}

ACDC barring information should be provided per ACDC category. The maximum number of ACDC category is 16. Thus, if 16 categories are fully used (even though this case seems very special), EAB bitmap requires 160 bits while ACB scheme requires 112 bits. Thus, the gap is 48 bits for each PLMN.
Table 2: EAB scheme vs. ACB scheme
	Scheme
	EAB based scheme
	ACB based scheme
	Gap

	Minimum number of bits
for 16 ACDC categories
	160 bits
	112 bits
	48 bits



Moreover, if ACB scheme is used, we can utilize 36.331 section 5.3.3.11 ‘access barring check’ (see [1]). But, if EAB bitmap is used, we should introduce new section on ACDC barring check in 36.331. Specification of EAB bitmap will be more complicated.
Accordingly, we propose to use ACB scheme for ACDC barring info per ACDC category.
Proposal 3: ac-BarringFactor and ac-BarringTime are included in ACDC barring info per ACDC category.
Considering that ACDC barring info is provided per PLMN per ACDC category, optimization of ACDC signalling could be considered. In our view, ACDC barring info seems broadcast only when congestion occurs. eNB would likely broadcast no ACDC barring info at non-congested cells. Moreover, we wonder if a congested cell will always bar all ACDC categories. It likely happens that only a few low ACDC categories are barred while higher ACDC categories are not barred. 
Thus, we propose that ac-BarringFactor and ac-BarringTime are optional parameters for ACDC, so that eNB can avoid broadcasting ac-BarringFactor and ac-BarringTime for a particular category of which access attempts are not to be barred.
In details, we propose the following in ASN.1:
ACDC-BarringPerCategory-r13 ::=	SEQUENCE {
	ac-BarringFactor-r13			ENUMERATED {
										p00, p05, p10, p15, p20, p25, p30, p40,
										p50, p60, p70, p75, p80, p85, p90, p95}, 	OPTIONAL,
	ac-BarringTime-r13			ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}, 	OPTIONAL,
} 	

Proposal 4: ac-BarringFactor and ac-BarringTime are optional parameters, so that eNB can avoid broadcasting ac-BarringFactor and ac-BarringTime for a particular category of which access attempts are not to be barred.
In addition, aggressive signalling optimization is possible for broadcast of ACDC category. For example, some ACDC categories could have the same value of the ACDC parameters such as:
	Cat1 = {Not present, Not present} = Never barred,
Cat2 = {p40, s32},
Cat3 = {p00, s512}
Cat4 = {p00, s512} which is equal to Cat4 at a cell



In the example above, Cat3 and Cat4 have the same values of the ACDC barring parameters at a cell. Since different categories have the same value of parameters, Cat4 can refer to Cat3 so that ACDC parameters of Cat4 could be omitted. Namely, the following signalling optimization is possible:
	Cat1 = {Not present, Not present} = Never barred,
Cat2 = {p40, s32},
Cat3 = {p00, s512}
Cat4 = {Not present, Not present} which is equal to Cat4 at a cell



Proposal 5: For signalling optimization, ac-BarringFactor and ac-BarringTime for ACDC category N can be omitted, which means that ac-BarringFactor and ac-BarringTime for ACDC category N is same as ac-BarringFactor and ac-BarringTime for ACDC category N-1. In addition, absence of ac-BarringFactor and ac-BarringTime for ACDC category 1 (the highest category) means ‘not barred’.
Answer to the question in CT1 LS
CT1 sent a LS in [2] to RAN2 with one question: whether the AS layer will indicate to NAS the access barring is because of ACDC. 
To begin with, let us explain two scenarios associated with this question:
· Scenario 1: New access attempt subject to ACDC occurs while ACB barring is applicable.
	· Step 1: NAS requests a RRC connection establishment not subject to ACDC to RRC.
· Step 2: RRC performs ACB which results in access barring, and so inform NAS that access barring is applicable while starting a timer e.g. T303, T305.
· Step 3: while the timer is running in RRC, new access attempt subject to ACDC is triggered by NAS.



According to SA1 requirement, ACDC shall override ACB. In Scenario 1, while access barring due to ACB is being applicable, UE initiates new access attempt subject to ACDC. Considering the SA1 requirement, ACB barring status should not prevent new access attempt subject to ACDC from proceeding to ACDC process. It is because access was previously barred due to ACB but new access comes from ACDC application.
Observation 1: when new access attempt subject ACDC occurs while access barring due to ACB is being applicable, new access attempt can proceed to ACDC barring check regardless of ACB barring status.

· Scenario 2: New access attempt subject to ACB occurs while ACDC barring is applicable.
	· Step 1: NAS requests a RRC connection establishment subject to ACDC to RRC.
· Step 2: RRC performs ACDC which results in access barring, and so inform NAS that access barring is applicable while starting a timer e.g. T303, T305.
· Step 3: while the timer is running in RRC, new access attempt subject to ACB is triggered by NAS.



In Scenario 2, while access barring due to ACDC is being applicable, UE initiates new access attempt subject to ACB. Since SA1 requirements do not say that ACB shall override ACDC, it is likely that new access attempt subject to ACB cannot go further while ACDC barring is being applicable.
Observation 2: when new access attempt subject ACB occurs while access barring due to ACDC is being applicable, new access attempt cannot proceed due to ACDC barring status.

Then, the question is how to design UE behaviour so that new access attempt subject to ACDC proceeds to ACDC barring check regardless of ACB barring status and also new access attempt subject ACB stops while ACDC barring is applicable. 
There are two solutions for design of UE behaviour:

Solution 1: NAS based solution
	1. Whenever access barring is applicable, RRC informs NAS whether the access barring is applicable due to ACDC or not. So, NAS knows whether the access is barred due to ACB or ACDC.
2. When new access attempt subject to ACDC is triggered, NAS determines whether or not to request connection establishment to RRC based on ACDC barring status. 
· In case of any access barring NAS does not request connection establishment subject to ACB (legacy behaviour). 
· In case of ACB access barring NAS requests connection establishment subject to ACDC while in case of ACDC access barring NAS does not request connection establishment subject to ACDC.
3. Upon request of connection establishment subject to ACDC, RRC performs ACDC barring check regardless of barring status.



In NAS based solution, potential RRC impact on ACDC is indicated in green below:
Table 3: RRC impact in NAS based solution (see highlight in green)
	36.331 section 5.3.3.2

	1>	if upper layers indicate that the RRC connection is subject to ACDC (see TS 24.301 [35]):
…
3>	else if the UE is establishing the RRC connection for mobile originating calls:
…
4>	if access to the cell is barred:
5>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls is applicable due to ACDC, upon which the procedure ends;
3>	else if the UE is establishing the RRC connection for mobile originating signalling:
…
4>	if access to the cell is barred:
5>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating signalling is applicable due to ACDC, upon which the procedure ends;



It is observed that NAS based solution has minor impact on RRC which is similar to the EAB behaviour where RRC informs NAS that EAB barring is applicable when access is barred due to EAB.

Solution 2: RRC based solution
	1. Whenever access barring is applicable, RRC informs NAS whether the access barring is applicable. But, NAS does not know whether the access is barred due to ACB or ACDC.
2. When new access attempt subject to ACDC is triggered, NAS requests connection establishment to RRC regardless of barring status. 
· In case of any access barring, NAS does not request connection establishment subject to ACB (legacy behaviour).
3. Upon request of connection establishment subject to ACDC, RRC determines whether or not to perform ACDC barring check based on ACDC barring status. 
· If access barring due to ACDC is applicable, RRC informs NAS that access barring is applicable (Note that indication of access barring applicability to NAS will be duplicated, then). Otherwise, RRC performs ACDC barring check for this request.



In RRC based solution, potential RRC impact on ACDC is indicated in green below:
Table 4: RRC impact in RRC based solution (see highlight in green)
	36.331 section 5.3.3.2

	1>	if upper layers indicate that the RRC connection is subject to ACDC (see TS 24.301 [35]):
…
3>	if timer T303 is running as a result of ACDC barring check:
4>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls is applicable, upon which the procedure ends;
3>	else if timer T305 is running as a result of ACDC barring check:
4>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating signalling is applicable, upon which the procedure ends;
3>	else if the UE is establishing the RRC connection for mobile originating calls:
…
4>	if access to the cell is barred:
5>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls is applicable, upon which the procedure ends;
3>	else if the UE is establishing the RRC connection for mobile originating signalling:
…
4>	if access to the cell is barred:
5>	inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating signalling is applicable, upon which the procedure ends;



It is observed that RRC based solution has more impact on RRC than NAS based solution. As we can see above, RRC based solution requires that RRC remembers whether the existing barring timers (T303 and T305) are running due to ACDC or ACB. Alternatively, RRC based solution could introduce new ACDC barring timers which will also have some impact on RRC.
Furthermore, we should point out that if access barring is applicable due to ACDC in Step 3 of RRC based solution above, RRC informs NAS that access barring is applicable, so that new access barring applicability to NAS in Step 3 will be duplicated with the previous access barring status i.e. in Step 1. Since NAS cannot distinguish both access barring applicability indications to NAS (i.e. one in Step 1 and one in Step 3), it is observed that RRC based solution will have complexity in NAS.
In our view, from RRC perspective, NAS based solution is much simpler than RRC based solution. And RRC based solution as well as NAS based solution will have some impact on NAS layer. 
Table 5: NAS based solution vs. RRC based solution
	
	NAS based solution
	RRC based solution

	Impact on RRC layer
	Indication of access barring 
due to ACDC 
(similar to EAB barring case)
	New handling of barring timers 
(more impact than NAS solution)

	Impact on NAS layer
	Handling of ACDC access barring applicability 
(Independent ACDC barring/alleviation behaviour)
	Handling of duplicated access barring applicability 
(indications of barring/alleviation will be duplicated and mixed up between ACB and ACDC)



Accordingly, we propose to agree that RRC informs NAS whether the access barring is applicable due to ACDC or not, i.e. NAS based solution. 
Proposal 6: RAN2 informs CT1 that RAN2 agreed that whenever access to the cell is barred due to ACDC, RRC informs NAS that the access barring is applicable due to ACDC.
Coexistence with SSAC and EAB
RAN2 previously sent a LS in [3] to SA1 about coexistence of ACDC and SSAC, EAB with the following texts.
· RAN2 assumes that CSFB case will be handled by legacy rule and not by ACDC. 
· If a UE is configured for both EAB and ACDC, and the serving network simultaneously broadcasts EAB and ACDC configuration, should the UE be subject to both access control mechanisms or only apply one of them?
· Is it possible that IMS based applications (voice, video and other types) could be associated to an ACDC category? 

Considering that the next SA1 meeting will be held on November 2015, for progress of ACDC we propose that RAN2 considers the followings as RAN2 working assumptions to draft a CR for the time being:
Working Assumption 1: UE can simultaneously apply both EAB and ACDC in RRC Connection Establishment. The same relationship between EAB and ACB is applied to ACDC. Namely, RRC performs EAB barring check, if configured, and then ACDC barring check.
Working Assumption 2: IMS based applications subject to SSAC are not associated to an ACDC category.
Unmatched ACDC category
SA1 requirement says:
“	If the serving network broadcasts barring information for fewer ACDC categories than the UE's configuration, the UE shall use barring information for the matching ACDC category and shall bar other applications using the barring information for the lowest category broadcast by the serving network.
NOTE:	A matching ACDC category is an ACDC category for which barring information is broadcast by the serving network and that has the same rank as the rank of a configured ACDC category in the UE. An unmatched ACDC category is either an ACDC category for which barring information is broadcast by the serving network but with no corresponding ACDC category configured in the UE, or an ACDC category configured in the UE but with no corresponding barring information broadcast by the serving network.”
We propose that RAN2 confirms the SA1 requirement and agree on the following proposal:
Proposal 7: For the ACDC category configured in the UE but with no corresponding ACDC barring information broadcast at a cell (i.e. unmatched ACDC category), UE RRC performs the ACDC barring check by using ACDC barring parameters corresponding to the lowest ACDC category in system information.
Conclusion
In conclusion, we propose that RAN2 agree the following proposals, observations and working assumptions and inform SA1/CT1 about our conclusion for completion of ACDC by December 2015:
Proposal 1: SIB2 is used to broadcast ACDC barring information (obviously with normal SIB update).
Proposal 2: ACDC barring information per PLMN are added under AC-BarringPerPLMN in SIB2
Proposal 3: ac-BarringFactor and ac-BarringTime are included in ACDC barring info per ACDC category.
Proposal 4: ac-BarringFactor and ac-BarringTime are optional parameters, so that eNB can avoid broadcasting ac-BarringFactor and ac-BarringTime for a particular category of which access attempts are not to be barred.
Proposal 5: For signalling optimization, ac-BarringFactor and ac-BarringTime for ACDC category N can be omitted, which means that ac-BarringFactor and ac-BarringTime for ACDC category N is same as ac-BarringFactor and ac-BarringTime for ACDC category N-1. In addition, absence of ac-BarringFactor and ac-BarringTime for ACDC category 1 (the highest category) means ‘not barred’.
Observation 1: when new access attempt subject ACDC occurs while access barring due to ACB is being applicable, new access attempt can proceed to ACDC barring check regardless of ACB barring status.
Observation 2: when new access attempt subject ACB occurs while access barring due to ACDC is being applicable, new access attempt cannot proceed due to ACDC barring status.
Proposal 6: RAN2 informs CT1 that RAN2 agreed that whenever access to the cell is barred due to ACDC, RRC informs NAS that the access barring is applicable due to ACDC.
Working Assumption 1: UE can simultaneously apply both EAB and ACDC in RRC Connection Establishment. The same relationship between EAB and ACB is applied to ACDC. Namely, RRC performs EAB barring check, if configured, and then ACDC barring check.
Working Assumption 2: IMS based applications subject to SSAC are not associated to an ACDC category.
Proposal 7: For the ACDC category configured in the UE but with no corresponding ACDC barring information broadcast at a cell (i.e. unmatched ACDC category), UE RRC performs the ACDC barring check by using ACDC barring parameters corresponding to the lowest ACDC category in system information.
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