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1
Introduction

The Work Item ACDC was approved at RAN#67 [1] and discussed in RAN2#90 and RAN2#91. The RAN2 has made progress on the impact analysis.

This paper discusses the UTRAN SIB implementation for the support of ACDC. 
2
Discussion
The agreements reached in RAN2 at the last meeting R2#91:
· ACDC feature impacts RRC Connection Establishment, i.e., ACDC is applicable to UEs in idle mode only that are not a member of one or more of Access Classes 11 to 15
· UE shall acquire the ACDC control information in SIB when UE has configuration of ACDC categories on NAS level.
· System information lists ACDC barring information per ACDC category from the highest ACDC category to the lowest ACDC category.
·  The maximum number of ACDC categories broadcast via system information is 16.
· In RRC connection establishment, if NAS layer indicates ACDC category (including “ACDC uncategorized”) information and if ACDC barring information is broadcast at a cell, UE RRC applies ACDC barring check. Otherwise, UE RRC applies legacy ACB behaviour.
· UE RRC performs the ACDC barring check
· For access attempt of an uncategorized application, UE RRC performs the ACDC barring check by using ACDC barring parameters corresponding to the lowest ACDC category in system information.
· FFS: Coexistence of ACDC and SSAC, EAB

Further the agreements reached in RAN2 UMTS session at the last meeting:
· No special behaviour from UE when both ACDC barring information and PPAC are included in SIB.  The UE applies the mechanisms independently for different purposes.
·  The ACDC information will be provided in a new SIB for UMTS .
2.1
Coexistence among ACDC and ACB, EAB
It is stated that “if ACDC barring information is broadcast at a cell, UE RRC applies ACDC barring check. Otherwise, UE RRC applies legacy ACB behaviour.”
Should we understand the above as “the UE would be able to access the network if it is allowed by ACDC but blocked by ACB”?

Or should we understand the above as “the UE would first perform ACDC check. If the access is not barred by ACDC, then the UE performs ACB check.” So the UE would not be able to access the network if it is allowed by ACDC but blocked by ACB.

In our opinion, the ACDC access control should be first checked, and if the access is not barred by ACDC, then the UE performs ACB check.
When EAB was introduced, it is designed so that the UE first performs EAB check. If the access is not barred by EAB, then the UE performs ACB check.

It is specified already in TS 25.331 that “If System information block type 21 is broadcast in a cell, the EAB capable UE shall first apply the extended access barring information in System information block type 21. If as a result access to the cell is not barred, then apply the access class barring information in System information block type 3.”
The best way to handle the coexistence of ACDC and EAB is to minimize the impact to the legacy, thus it would be the best to let the UE first check on ACDC, and then EAB.
Proposal 1: RAN2 agrees that if System information block type for ACDC is broadcast in a cell, the ACDC capable UE shall first apply the ACDC barring information. If as a result access to the cell is not barred, then apply the legacy access control as in EAB and ACB.
2.3
System Information Broadcast implementation in UTRAN
At RAN2#91 in the UMTS session, it is decided that a new SIB will be used for ACDC access barring. RAN2 (UMTS) has further discussed to use an existing Access Barring type mechanism for the implementation of ACDC.
The existing mechanisms are:
· UTRAN ACB or EAB example, the barred/not barred flag is defined, and the SIB uses the “value tag”. The below is the implementation of UTRAN ACB:
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	Access Class Barred list
	CV-SIB3-MD
	maxAC
	
	Default is no access class barred is applied.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	

	>Access Class Barred
	MP
	
	Enumerated (barred, not barred) 
	
	


In this option, each ACDC category is barred/not barred individually, and the UE reading of the SIB is controlled by the Value Tag. This leads to increased SIB update notifications and SIB reading:

· with impact on the legacy UEs, that all UEs (including UEs not supporting ACDC) must wake up and read Paging + MIB/SB every time the barring for any of the ACDC categories is changed in the new SIB;
· the frequent updates of the new SIB (more than 8 times per 6 hour period) will cause MIB value tag wrap around. This could result in missed system information updates for legacy UEs. Note that it is possible to extend the MIB value tag from 8 to 16 in Rel-12, but only Rel-12 UEs can make use of the extended value range.
·   UTRAN Access Groups based access control example, the barred/not barred flag is defined, and the SIB uses the “Expiration Timer”. The below is the implementation of UTRAN AG Based ACB:

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	DTCH transmission blocking
	OP
	
	Bit string(maxNumAccessGroups)


	Bit 0 is the first/leftmost bit of the bit string. 
Bit n corresponds to the n-th defined Access Group. 
Value '1' for a bit means the DTCH transmissions for UEs in that Access Group are blocked when UE is in CELL_FACH state and CELL_PCH state with seamless transition to CELL_FACH state.
	REL-12

	Expiration Time Factor 2
	MD
	
	Expiration Time Factor 2

10.3.3.12b
	Default is 1.
	REL-12


In this option, each ACDC category is barred/not barred individually and the UE reading of the SIB is controlled by the Expiration Time Factor. There is no need for SIB notification for the change of the barring information.
A bit string is defined so that each bit corresponding to a defined group and the value “0” or “1” is defined as Barred/not barred.
· If we use this for ACDC access control, there will be less impact on the legacy UEs as there is no need for SIB notifications for the change of ACDC barring information. 
· If the ACDC category barring information is not changed often, the supporting UEs may have to read the SIB at the expiration of the timer and this may bring negative impact on power saving for UEs in idle mode. However the negative impact can be limited e.g. if UE does not need to setup the RRC connection, it shall not re-acquire system information.
· If the situation to use ACDC access barring is obsolete, the new System Information Block is not scheduled on the broadcast channel thus there would be no impact on the UE.
Which mechanism to choose depends very much on how often the ACDC categories will be updated? If it is not updated often, the value tag approach and the ExpirationTimer approach are probably fine either way. But if it is updated often, it would have negative impact on all legacy UEs and we should try to avoid it. Thus it would be preferable to use the Expiration Timer approach. The implementation of both mechanisms is attached in ref [2] and ref [3].
Proposal 2: RAN2 to discuss the pros and cons of the different mechanisms and make a decision.
3
Conclusion
Proposal 1 RAN2 agrees that if System information block type for ACDC is broadcast in a cell, the ACDC capable UE shall first apply the ACDC barring information. If as a result access to the cell is not barred, then apply the legacy access control as in EAB and ACB.
Proposal 2 RAN2 to discuss the pros and cons of the different mechanisms and make a decision.
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