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1. Introduction
In RAN#68 meeting, SI [1] on Feasibility Study on LTE-based V2X Services was approved. In last meeting RAN1 made working assumption on the periodic physical layer message size (i.e. one 300-byte message followed by four 190-byte messages) for V2V traffic model, and send an LS [2] to RAN2 to provide the feedback on it. In addition, RAN1 also notices that small overhead is better from the physical layer performance perspective. 
Since the RAN1 assumption on message size is only based on the V2V model in application layer [3], but not considered message overhead in EUTRAN, this contribution gives our analysis on the overhead issue. 
2. Discussion
The potential overhead of V2V message in EUTRAN includes two parts, one is related to the potential AS security information, and the other is related to L2 header.  And the following analysis is given from the two aspects. 
2.1. AS security overhead
If there is AS security for V2V, there would be some security overhead considered into the V2V message size for RAN1 evaluation.  But the first question we need to discussion is whether AS security is needed for V2V. 
About the requirement of AS security for V2V, it can be considered from the aspects as below:

1) V2V specific security mechanism in application layer has been specified, and widely and mandatory used.
In IEEE, wireless access in vehicular environments (WAVE) has been specified in IEEE 802.11P. And its corresponding security related parts have been specified in IEEE 1609.2 [4]. And most organizations which specify the V2V standard have used the security mechanism specified in IEEE 1609.2 [4]. 
2) Current AS security mechanism for D2D is not applicable for V2V. 
First, the security requirement for V2V is different from that for D2D. For D2D, it is mainly for public safety and security is very important. But for V2V, since most messages are warning messages and necessary for most vehicles nearby to learn, the integrity is more important than confidentiality. Hence, the security mechamism in application layer is sufficient. 
Second, AS security mechanism for D2D is group level (based on the group key and UE L2_ID in the group), but due to V2V characteristic, e.g. vehicles with different destinations and different speeds need to say or listen to a certain V2V message from others unpredictably, it is difficult to reuse the D2D like group concept for V2V. Hence, current AS security mechanism for D2D is not applicable. 
3) There is no requirement for new AS security for V2V.

We cannot find the requirement on the AS security for V2V study in SA1 now. 
In summary, there has been a mandatory security mechanism for V2V in application layer, which has been meet the security requirement for V2V; and there is no requirement for AS security design in 3GPP, and current AS security mechanism for D2D cannot be easily reused for V2V. Hence, there is no need to consider the AS security for V2V, and no need to consider the overhead brought by it. 
Proposal 1: There is no need to consider the AS security related overhead for V2V message size. 

2.2. L2 overhead 
L2 overhead is related to the Layer 2 protocol stack. Due to the message size used for PC5 V2V transmission evaluation, for RAN2 L2 overhead, we gives the analysis on the L2 overhead based on the current D2D protocol stack. 
For D2D discovery model, there is no additional L2 overhead.
For D2D communication model, L2 overhead for each sub-layer is given in Table 1. 

Table 1
 L2 overhead of D2D communication
	L2 sub-layer
	The length of header 
	IE in header

	PDCP
	5
	SDU Type, PGK ID, PTK ID, PCP SN

	RLC
	1 (at least)
	SN, LI (variable)

	MAC
	8/9
	LCID, L, SRC, DST

	total
	 14 (at least)
	


As the security information (i.e. PGK ID and PTK ID) is included in PDCP header, which is unnecessary for V2V, 2 bytes can be removed from the total L2 overhead, L2 overhead for V2V message size can be assumed as 12 bytes.
Proposal 2: L2 overhead for V2V message size can be assumed as 0 byte (in D2D discovery) or 12 bytes (in D2D communication).
Based on the analysis above, we propose:
Proposal 3: Send a reply LS to inform RAN1 that based on their working assumption on V2V message size, additional L2 overhead (0 byte or 12 bytes) should be considered.
Another issue related to RAN1 LS should be noticed about the relationship between the period and the traffic pattern, i.e. “one 300-byte message followed by four 190-byte messages” and “the message generation periods of 100 ms and 500 ms”. 
· For 100ms period, the message transmission pattern is aligned with the description in IEEE 1609.2 [4], certificate digest (about 9 bytes) is transmitted with every BSM every 100ms except those instances where full certification (about 133 bytes) is transmitted every 500ms. 
· For 500ms period, according to [4], only 300-byte message can be transmitted, and RAN1 working assumption is not aligned with it and should be corrected. 

Proposal 4: Send a reply LS to inform RAN1 that for 500ms message generation period only 300-bytes message can be used. 

3. Proposals
According to the analysis in section 2, we propose:
Proposal 1: There is no need to consider the AS security related overhead for V2V message size. 

Proposal 2: L2 overhead for V2V message size can be assumed as 0 byte (in D2D discovery) or 12 bytes (in D2D communication).

Proposal 3: Send a reply LS to inform RAN1 that based on their working assumption on V2V message size, additional L2 overhead (0 byte or 12 bytes) should be considered.
Proposal 4: Send a reply LS to inform RAN1 that for 500ms message generation period only 300-bytes message can be used. 

If these proposals can be agreed, corresponding reply LS can be found in [5].
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5. Annex
1) Length of PDCP header
The SLRB PDCP Data PDU format is as shown in Figure-1. The PDCP header Length is  5byte.
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Figure-1: PDCP Data PDU format for SLRB
2) Length of RLC header
For D2D communication, RLC UM is used and the SN is 5bit. The corresponding RLC UM PDU format is shown in the following Figure-2 to Figure-4. The minum size of   RLC header is 1byte and the maximum size of RLC header has relation with the SN size and the number of LIs.
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Figure-2: UMD PDU with 5 bit SN (No LI)
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Figure-3: UMD PDU with 5 bit SN (Odd number of LIs, i.e. K = 1, 3, 5, …)
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Figure-4: UMD PDU with 5 bit SN (Even number of LIs, i.e. K = 2, 4, 6, …)

3) Length of MAC header
The MAC subheader is as in Figure-5 and Figure-6. If only the data of one logical channel is contained in one MAC PDU, the MAC header length is 8 or 9 bytes.
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Figure-5: R/R/E/LCID/F/L MAC subheader
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Figure-6: SL-SCH MAC subheader
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