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Introduction
During SA2#109 meeting, the following agreement [1] was reached and captured in TR 23.713: the conflicts between destination Layer-2 ID for unicast and one-to-many communication will be resolved by RAN2 WG. In this contribution, we summarize the SA2 process about the layer 2 ID firstly. And then, we analyze the scenario of the layer-2 ID conflict issue and present our considerations on this issue.
Discussion 
SA2 process
During SA2#109 meeting, the following agreements about the layer-2 ID conflict issue were reached and captured in the TR 23.713 [2]:
Each UE has a Layer-2 ID for unicast communication that is included in the Source Layer-2 ID field of every frame that it sends on the layer-2 link and in the Destination Layer-2 ID of every frame that it receives on the layer-2 link.
NOTE:  Conflicts between Destination Layer-2 ID for unicast and one-to-many communication will be resolved by RAN2 WG.
The UE needs to ensure that the Layer-2 ID for unicast communication is at least locally unique. So the UE should be prepared to handle Layer-2 ID conflicts with adjacent UEs using unspecified mechanisms (e.g. self-assign a new Layer-2 ID for unicast communication when a conflict is detected).
During SA2#110 meeting, the following agreements about the layer-2 ID for unicast communication were reached [3]:
It was agreed that for Layer 2 ID:
Layer-2 ID for unicast communication is provided to the UE during provisioning time according to the provisioning options:
a. Configuration in the UICC. 
b.  Provisioning in the ME from the Direct Provisioning Function (DPF). 
c. Provisioning in the ME from a 3rd party public safety provider application server (e.g. GCS AS as in TS 23.468). 
The Layer-2 ID can also be self-assigned by the UE (e.g. to avoid Layer-2 ID conflict with adjacent UEs, or for ProSe UE-to-Network Relay operation). 
The Layer-2 ID used as the Source Layer-2 ID in one-to-one ProSe Direct Communication frames sent from UE-1 to UE-2 is used as the Destination Layer-2 ID in the frames sent from UE-2 to UE-1. 
An LS is sent to SA3(S2-152693) to check whether SA3 see problem with these three options. In Bearer level security mechanism L2 ID is assigned from ProSe Key Management Function.
According to the SA2 agreements listed above, the length of the layer-2 ID for unicast communication is 24 bits, which is the same as the length of the layer-2 Group ID for ProSe group communication. In bearer level security mechanism, L2 ID for one to one communication is assigned from ProSe Key Management Function. The L2 ID for one to one communication could also be provided to the UE during provisioning time or could be self-assigned by the UE. Only local uniqueness should be ensured for the layer-2 ID for unicast communication. As for layer-2 Group ID, it is a link layer identifier that identifies the ProSe communication group in the context of one-to-many ProSe Direct Communication. It should be provisioned by the ProSe function before enabling one-to-many ProSe Direct Communication. Moreover, there is no assumption that the range of the layer-2 ID for unicast communication doesn’t overlap with the range of the layer-2 Group ID for group communication. As a result, the layer-2 ID for unicast communication of a ProSe UE may conflict with the layer-2 Group ID for group communication of a ProSe group. Once the conflict is detected, the UE shall assign a new layer-2 ID for unicast communication by itself. However, the scenario and detailed solution for detection of the layer-2 ID conflict are not analyzed by SA2 and should be resolved by RAN2. 
In the perspective of SA2, the ProSe communication between remote UE and relay UE uses one to one (unicast) communication in the UE-to-Network Relay scenario. As a result, the layer-2 ID conflict issue should be discussed in RAN2 during Release 13.
Scenarios 
Scenario 1. Conflict between the layer-2 ID of relay UE/remote UE for ProSe relay communication and layer-2 group ID for ProSe group communication.
Since only the UE-to-network relay case is considered for ProSe one-to-one communication in RAN2, scenario 1 is divided into two scenarios (scenario 1-1 and scenario 1-2) which are depicted in Figure 1 and Figure 2 respectively. As illustrated in Figure 1 and 2, ProSe UE2, ProSe UE3 and ProSe UE4 belong to the ProSe communication group G1. ProSe UE1 is a remote UE or a relay UE and ProSe UE1 doesn’t belong to this ProSe communication group. However ProSe UE1 could perform ProSe relay communication with UE2/UE3/UE4 individually. In Figure 1, ProSe UE1 is a remote UE and ProSe UE2 is a relay UE. The remote UE’s layer-2 ID for relay communication conflicts with the layer-2 group ID of ProSe communication group G1 consisting of the relay UE (ProSe UE2), ProSe UE3 and ProSe UE4. In Figure 2, ProSe UE1 is a relay UE and ProSe UE2 is a remote UE. The relay UE’s layer-2 ID for relay communication conflicts with the layer-2 group ID of the ProSe communication group G1 consist of the remote UE (ProSe UE2), ProSe UE3 and ProSe UE4.
In the described scenario, i.e. ProSe UE1’s layer-2 ID for relay communication conflicts with the layer-2 group ID for the ProSe communication group G1, ProSe UE1 would receive the data packets destined to G1 and deliver them to higher layer, which is power consuming and unnecessary. On the other hand, the group members (e.g. ProSe UE2, ProSe UE3 and ProSe UE4) would unnecessarily receive the relay communication data packet destined to ProSe UE1. 


Figure 1. Scenario 1-1 Remote UE’s ProSe UE ID conflicts with the ProSe Group ID



Figure 2 scenario 1-2 Relay UE’s ProSe UE ID conflicts with the ProSe Group ID
Observation 1: Considering that the UE-to-Network Relay communication is essentially the one to one communication, the conflict between the layer-2 ID for one to one communication and layer-2 group ID for group communication should be resolved by RAN2 in R13. 
Scenario 2. Conflict between the layer-2 IDs for one to one communication of two remote UEs which connect to the same relay UE. 
In scenario 2, a remote UE’s layer-2 ID for relay communication conflicts with another remote UE’s layer-2 ID for relay communication and the two remote UEs connect to the same relay UE. As illustrated in Figure 3, remote UE1 establishes a layer 2 link with the relay UE and could perform one to one communication with the relay UE. And then, remote UE2 discovers the relay UE and tries to establish a layer 2 link with the relay UE. 
Assuming that remote UE1’s layer-2 ID for unicast communication conflicts with remote UE2’s layer-2 ID for relay communication, remote UE1/remote UE2 would wrongly receive the one to one communication data packets whose destination is remote UE2/remote UE1. On the other hand, the relay UE may regard it as an error when receiving the PC5 link establishment request message from the remote UE2. Even though the PC5 link is established successfully between the relay UE and remote UE2, the relay UE may be confused and can’t differentiate the two remote UEs. 


Figure 3 Conflict between the layer-2 IDs of two remote UEs which connect to the same relay UE.
Observation 2: The conflict issue between the layer-2 IDs for relay communication of two remote UEs which connect to the same relay UE should also be studied in RAN2. 
Solution  
As summarized in section 2.1, layer-2 ID for one to one communication is assigned from ProSe Key Management Function in bearer level security mechanism, and it could also be provided to the UE during provisioning time or could be self-assigned by the UE. As we know, only the UE-to-network relay case is considered for ProSe one-to-one communication in RAN2. The remote UE shall establish a PC5 layer-2 link with the relay UE and obtain the IP address from the relay UE before the remote UE could perform one to one communication with the relay UE. It seems reasonable that the relay UE allocates the layer-2 ID for the connected remote UE during the PC5 layer-2 link establishment procedure. And the layer-2 ID of the remote UE could be unique in the scope of the connected relay UE. In this situation, the layer-2 ID conflict issue between remote UEs which connect to the same relay UE and the conflict issue between a relay UE and connected remote UEs could be avoided. However, the conflict issue between the layer 2 ID of the remote UE and the layer 2 Group ID of ProSe communication group is still inevitable if the connected relay UE is not a member of the ProSe communication group. 
Proposal 1: In order to avoid the layer 2 ID conflict issue between remote UEs which connect to the same relay UE and the conflict issue between relay UE and connected remote UEs, it could be considered that relay UE assigns the layer 2 ID for the connected remote UEs.
No matter the relay UE assigns the layer 2 ID for the connected remote UEs or not, in order to solve the layer-2 ID conflict, the primary issue is the layer-2 ID conflict detection. There are mainly two options:  
Option 1) The remote UE/relay UE detects the conflict by itself 
For example, the remote UE/relay UE determines that its layer 2 ID conflicts with other ProSe UE or ProSe communication group when the destination IP address of the received data packet isn’t its own IP address. And then the ProSe UE shall assign a new layer-2 ID for relay communication by itself. Using this solution, the layer-2 ID conflict issue could be detected during the data transmission in the ProSe communication stage.
Option 2) the layer-2 ID conflict is detected by a remote UE/relay UE in the vicinity
Considering scenario 1-1 (see Figure 1) as an example, ProSe UE2 (i.e. the relay UE) could receive the relay discovery request message from ProSe UE1 (i.e. the remote UE) if Model B relay discovery is used. And then the relay UE could obtain the layer-2 ID of the remote UE for relay communication through the relay discovery request message. Meanwhile the relay UE is a member of ProSe communication group G1, then the relay UE could detect that the layer-2 ID of the remote UE for relay communication is the same as the layer-2 group ID of the ProSe communication group G1, i.e. layer-2 ID conflict occurs. Alternatively, the relay UE could obtain the layer-2 ID of the remote UE during the PC5 link establishment procedure. Comparing with option 1), the remote UE/relay UE could detect the layer-2 ID conflict earlier using option 2), i.e. during ProSe relay discovery or PC5 link establishment procedure.
Proposal 2: The layer-2 ID conflict issue could be detected by remote UE/relay UE itself or remote UE/relay UE in the vicinity.
If option 2) is adopted, another issue which needs to be solved is how the ProSe UE who detects the layer-2 ID conflict issue could inform the ProSe UE with conflicted layer-2 ID. For example, in the scenario illustrated in Figure 1, the relay UE could obtain the layer-2 ID of the remote UE via relay solicitation or PC5 layer-2 link establishment procedure. And then, the relay UE could detect that layer-2 ID conflict occurs between the remote UE and the ProSe communication group G1 since the layer-2 ID of the remote UE for relay communication is the same as the layer-2 group ID of the ProSe communication group G1. In this situation, the relay UE could inform the remote UE of the layer-2 ID conflict issue through newly designed ProSe communication MAC CE or PC5 signalling. 
Proposal 3: If the layer-2 ID conflict issue is detected by ProSe UE in the vicinity of the ProSe UE with conflicted layer-2 ID, the ProSe UE who detects the conflict shall inform the ProSe UE with conflicted layer-2 ID of the conflict issue, e.g. via newly designed ProSe communication MAC CE or PC5 signalling.
After the remote UE/relay UE detects the layer-2 ID conflict by itself or the remote UE/relay UE is informed of the layer-2 ID conflict issue, the remote UE/relay UE shall obtain a new layer-2 ID. However, the remote UE/relay UE may be already involved in the one to one communication with the connected relay UE/remote UEs. In this situation, the following issue should be further studied: whether the remote UE/relay UE should release the layer 2 link or the remote UE/relay UE could inform the updated layer-2 ID to connected relay UE/remote UEs while maintaining the layer 2 link. 
Proposal 4: It should be determined that whether the remote UE/relay UE should release the layer 2 link or the remote UE/relay UE could inform the updated layer-2 ID to connected relay UE/remote UEs while maintaining the layer 2 link after the remote UE/relay UE obtains a new layer-2 ID due to the ID conflict issue.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Conclusion
In this paper, the SA2 progress on layer 2 ID was summarized. We then analyzed the scenario of the layer-2 ID conflict issue and presented our considerations on this issue. The following observations and proposals were derived:
Observation 1: The conflict between the layer-2 ID for unicast communication and layer-2 group ID for group communication should be resolved by RAN2. 
Observation 2: The conflict between the layer-2 IDs for unicast communication of two remote UEs which connect to the same relay UE should also be studied in RAN2. 
Proposal 1: In order to avoid the layer 2 ID conflict issue between remote UEs which connect to the same relay UE and the conflict issue between relay UE and connected remote UEs, it could be considered that relay UE assigns the layer 2 ID for the connected remote UEs.
Proposal 2: The layer-2 ID conflict issue could be detected by remote UE/relay UE itself or remote UE/relay UE in the vicinity.
Proposal 3: If the layer-2 ID conflict issue is detected by ProSe UE in the vicinity of the ProSe UE with conflicted layer-2 ID, the ProSe UE who detects the conflict shall inform the ProSe UE with conflicted layer-2 ID of the conflict issue, e.g. via newly designed ProSe communication MAC CE or PC5 signalling.
Proposal 4: It should be determined that whether the remote UE/relay UE should release the layer 2 link or the remote UE/relay UE could inform the updated layer-2 ID to connected relay UE/remote UEs while maintaining the layer 2 link after the remote UE/relay UE obtains a new layer-2 ID due to the ID conflict issue.
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