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1 Introduction
This contribution highlights the possible requirements and technical issues of LTE/WLAN aggregation (LWA) User Plane (UP) architecture and functionality by analyzing the LWA UP approaches.

2 Discussion   
During RAN2#89bis and RAN2#90 meetings, many solutions for the UP architecture and functionalities for LTE/WLAN aggregation (LWA) were proposed and discussed, and RAN2 has reached the agreements: 
	Agreements
1
We define a DC-like UP interface (GTP-U) between the eNB and the WT 

2
LTE-WLAN aggregation, flow control runs between WT and eNB. 




Many proposals in RAN2#89bis and RAN2#90 investigated the pros and cons of different solutions from different angles. The following issues are suggested to be considered:  
The expected benefits of each solution include: 

1) support multiple split bearers of LWA, and 

2) flow control for LWA; 

The cost to achieve the expected benefits include:
1) complexity: additional functions and possible modifications on existing elements;

2) overhead: the signaling overhead over each interface;

3) uncertainty: need inputs from other WGs.

Considering the technical approaches of how the PDCP PDUs are sent to UEs, solutions could be classified into two types of alternatives:
· L2-based alternatives: PDCP PDUs generated by eNB PDCP entities are directed transferred to UEs over WTN. 

· IP-based alternatives: PDCP PDUs sent over WLAN to UEs are encapsulated in IP packets. The encapsulation of IP packets can be performed by eNB or by WTN alternatively.
Observation 1: UP architecture for LWA can be classified into L2-based alternatives and IP-based alternatives.

Based on the two solution alternatives, the benefits and the costs of different approaches are analyzed. In order to re-use the architecture of Rel-12 Dual Connectivity, a bearer specific granularity is assumed for LWA UP alternatives.
2.1 
L2-based Alternatives
For L2-based alternatives, bare PDCP PDUs are transmitted over WLAN to UEs. 

In this type of alternatives, UE MAC address shall be used as the routing information to indicate the destination UE for routing PDCP PDUs over WLAN. The mapping of UE MAC address and the GTP-U tunnel is configured during the establishment of GTP-U tunnel over Xw interface. 
A new Ethertype is suggested for the differentiation of PDCP PDUs and other packets in the receiving UE side. Therefore, either eNB or WTN shall add Ethertype field to the packets that are to be transmitted. 

(1) Alt. 1: eNB adds Ethertype to the packets.
WTN may need to support the Ethertype. 
(2) Alt. 2: WTN adds Ethertype to the packets.

WTN add Ethertype to each packet received from GTP-U tunnel and sent to UEs.

The procedures of transmitting PDCP PDUs over WLAN include: 
· GTP-U tunnel is established over Xw interface on a per-bearer basis, WTN maintains the mapping of GTP-U tunnel and the destination UE MAC address; 
· Packets carries PDCP PDUs are sent from eNB to WTN ;

· WTN sends the packets received from GTP-U tunnels to UEs with proper Ethertype and destination MAC address;
· UE utilizes Ethertype to distinguish PDCP PDUs from other WLAN packets.
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Figure 1: L2-based LWA User Plane alternative
In the case of L2-based solutions, a reserved Ethertype is suggested to indicate PDCP PDU to be differentiated from other WLAN packets.
· Support multiple bearers

WTN doesn’t possess the feature of bearer, therefore, WTN wouldn’t distinguish packets for different bearers. In order to supporting multiple bearers in LWA, the eNB shall configure the UE about which bearer to be split in LWA, and add explicitly a bearer ID (e.g., LCID, or an ID which can be mapped to a UE PDCP entity without ambiguity) to each LWA packet sent from the eNB. Accordingly the receiving UE could perform PDCP reordering for the LWA bearer.

WTN is ignorant of the mapping of PDCP PDUs transmitted over WLAN and the PDCP entities of a UE.

· Support flow control/feedback
For L2-based alternatives, PDCP PDUs are transmitted via GTP-U tunnels over Xw interface. WTN may perform per GTP-U tunnel flow control/feedback based on the sequence number of PDCP PDUs or other number associated with the PDCP sequence number.
· Security Issues
Exposing a routable eNB IP address to WTN for GTP-U tunnelling may require additional security mechanism.

2.2 IP-based Alternatives

For IP-based alternatives, PDCP PDUs are encapsulated in IP packets and transmitted over WLAN to UEs.

The UE needs to distinguish LWA IP packets, for example, by the source IP address or the protocol ID of the IP packet, or by Ethertype.

In this type of alternatives, information fields in IP header are used for packet routing and even for the UEs to distinguish LWA packets. The encapsulation of IP packets can be performed either by eNB or by WTN. 

(1) Alt. 1: eNB encapsulates IP packets: 

eNB need to obtain UE WLAN IP address via RRC signaling. The encapsulated IP packets are sent to WTN over Xw interface, and the WTN may simply forward the IP packets from Xw interface to UEs.
The receiving UE differentiate LWA packets by the information in IP header (or by Ethertype).

(2) Alt. 2: WTN encapsulates IP packets: 
WTN is capable of indicating the destination UE WLAN IP address by maintaining the mapping of GTP-U tunnel and the associated UE WLAN IP address. Accordingly, eNB need to obtain UE WLAN IP address via RRC signaling, in addition the eNB needs to configure the mapping of GTP-U tunnel and the associated UE MAC address during the establishment of the GTP-U tunnel. 
The receiving UE differentiate LWA packets by the information in IP header (or by Ethertype). 

The procedures that PDCP PDUs are carried in IP packets to be transmitted over WLAN include: 

· GTP-U tunnel is established over Xw interface on a per-bearer basis; 

· PDCP PDUs are sent from eNB to WTN with/without being encapsulated as IP packets;

· WTN sends the packets received from GTP-U tunnels to UEs in the format of IP packets;

· UE utilizes the IP header field (e.g., source IP address, protocol ID) to distinguish PDCP PDUs from other WLAN packets.
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Figure 2: IP-based LWA User Plane alternative, eNB encapsulates IP packets
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Figure 3: IP-based LWA User Plane alternative, WtN encapsulates IP packets

In IP-based alternatives, if the receiving UE recognizing LWA packets by recognizing the source IP address of the received IP packets, the exposure of routable eNB IP address would require input from SA3. 

· Support multiple bearers

WTN doesn’t possess the feature of bearer, therefore, WTN wouldn’t distinguish packets for different bearers. In order to supporting multiple bearers in LWA, the eNB shall configure the UE about which bearer to be split in LWA, and add explicitly a bearer ID (e.g., LCID, or an ID which can be mapped to a UE PDCP entity without ambiguity) to each LWA packet sent from the eNB. Accordingly the receiving UE could perform PDCP reordering for the LWA bearer.

WTN is ignorant of the mapping of PDCP PDUs transmitted over WLAN and the PDCP entities of a UE.

· Support flow control/feedback
For IP-based alternatives, PDCP PDUs are encapsulated in IP packets that the WTN is not expected to inspect. Therefore, additional information (e.g., to indicate the sequence number of the transmitted packet) and a corresponding mechanism is required.
· Security Issues
Exposing a routable eNB IP address to WTN for GTP-U tunnelling may require additional security mechanism. In addition, when the solution requires exposing a routable eNB IP address to UE, then inputs from SA3 would be expected. 
2.3 
Comparison
A comparison of L2-based and IP-based alternatives is given in the following table. Where the “Additional functions” of each element highlights the complexity of each alternative, the “Configuration” field over different interface refer to the signalling overhead, and the impacts to other WGs may reflect the uncertainty of an alternative.
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Table 1

From the table, the common requirement of the alternatives listed above is adding bearer ID explicitly in the LWA packets to support multiple carriers. Accordingly, it is proposed RAN2 to consider adding bearer ID (e.g., LCID, or an ID which can be mapped to a UE PDCP entity without ambiguity) to each LWA packet to support multiple bearers. 
Observation 2: Bearer ID shall be explicitly contained in each LWA User Plane packet.

Proposal 1: Bearer ID shall be explicitly contained in each LWA User Plane packet.

It is proposed RAN2 to take the complexity, the signalling overhead, and the uncertainty of each alternative into account. 
Proposal 2: RAN2 to take the complexity, the signaling overhead, and the uncertainty of each alternative into consideration.
3 Conclusion   
Observation 1: UP architecture for LWA can be classified into L2-based and IP-based solutions.
Observation 2: Bearer ID shall be explicitly contained in each LWA User Plane packet.

Proposal 1: Bearer ID shall be explicitly contained in each LWA User Plane packet.

Proposal 2: RAN2 to take the complexity, the signaling overhead, and the uncertainty  of each alternative (as shown in Table 1) into consideration.
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