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1
Introduction
RAN2#90 made initial agreements for the RAN aspects of Application specific Congestion control for Data Communication (ACDC) Work Item [1]. Corresponding work is ongoing in CT1 defining the higher layer principles for the application specific access control [2]. To establish RAN support for ACDC functionality further guidelines from CT1 are needed [7], but elaboration on certain aspects needs to be continued within RAN2 to settle optimal impact of the new mechanism to existing access control mechanisms. This paper discusses possible RRC impacts from ACDC based on currently available information.
2
ACDC categories
2.1 Determining ACDC category

ACDC stage-1 requirements discussed in CT1[2] consider three alternatives to determine ACDC category :

· Based on Application Id 
· Based on APN

· Based on IP packet filters

A selected method will be used to identify ACDC categories to be further restricted/prioritized by ACDC access control mechanism. Any solution will only work in Idle UE mode. The association between the ACDC categories and the particular, operator-identified applications is transparent on AS level. NAS determines the ACDC category to be included in the service request sent to AS layer i.e. to RRC. RAN shall broadcast the ACDC control information, i.e. what categories have restricted access, in the system information and the UE shall use the information to check whether to initiate access procedure over the radio interface. Therefore in our understanding, regardless of selected alternative impacts to RAN remain the same, i.e. ACDC categories needs to be sent out in System Information.

Observation 1: ACDC category provisioning is outside the scope of RAN2.

2.2 Maximum number of ACDC categories

As per [6], TS 22.011 reads:

The home network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated.
It implies a range of ACDC categories that can be configured by the home network to a UE can be four, but it does not mandate configuring four categories any time ACDC signalling is provided. It seems that in scenario when home network suffers from one dominating application, operator should be allowed to restrict the most overloading application (i.e. one), with no obligation to provide network signalling for numerous possible ACDC categories just for the sake of complete signalling of all combinations ACDC related parameters. Alternatively, if operators wants prioritize specific service it could handle this likewise: by allowing access to one: the most privileged service, while any other unassigned application will be restricted by the rule for uncategorized ACDC categories:


Applications whose use is expected to be restricted the most shall either be assigned the lowest ACDC category, or not be categorised at all.

Proposal 1: ACDC control mechanism allows signalling less than four ACDC categories by the network. 

However, the requirement that there may be more that one ACDC category addressed (up to at least four categories) implies that both: the UE and NW implementations needs to support at least four ACDC categories. Thus, we understand the encoding of RRC protocol needs to be such that at least four categories are supported.

The maximum number or ACDC categories will have an impact on System Information. Given that each ACDC category might be handled by additional ACDC barring parameters (e.g.: barringFactor and barringTime), the more categories the more parameter set combinations, thus increased impact to signalling and overhead. Even though, there might be common settings per PLMN, there might be a finer granularity needed for ACDC barring parameters to distinguish number of ACDC categories (i.e. each ACDC category will require separate set of barring information). Since, already now there is uncountable number of applications we understand there is no possibility to design very accurate ACDC control mechanism, but provide means for appropriate treatment of few applications to be restricted/prioritized. Stage-1 requirements already specified principles for numerous uncategorized ACDC categories, thus we propose to ensure RRC signalling supports four ACDC categories. The categories should be introduced in an extensible way (e.g. with spares) in case future releases recognize shortcomings with this value.

Proposal 2: ACDC related access control information is supported for 4 ACDC categories in RRC signalling. 

3
ACDC relation to other control mechanisms
RAN2#90 initiated discussion on ACDC relation to other control mechanisms. Since the new mechanism needs to be build on top of a few existing access control methods, RAN2 has asked CT1 for possible relation among different services prioritization [7]. Any progress within this context can be made after CT1 decisions, but to understand possible implications and best concept for RRC procedural ACDC definition, we list some principles of the existing methods and observations that may have a matter of importance in addition to CT1 guidelines.
2.1 Access Class Barring

Access Class Barring is fundamental method for traffic control and supported by any UE. For regular users with AC 0 – 9, their access is controlled by ac-BarringFactor and ac-BarringTime. For users initiating emergency calls (AC 10) their access is controlled by ac-BarringForEmergency – boolean value: barring or not. In the light of SA1agreement[6]:

-
The serving network shall be able to simultaneously indicate ACDC with other forms of access control.

-
When both ACDC and ACB controls are indicated, ACDC shall override ACB.

ACDC should clearly override ACB. 

Observation 2: Prioritizing ACDC may impact emergency calls success rate.

2.2 SSAC
Service Specific Access Control (SSAC) is used to apply independent access control for telephony services (MMTEL) for mobile originating sessions. SSAC is controlled by its own barring factor and time. However SSAC access control is performed at IMS layer, thus ACDC should be independent of SSAC. Even though, conclusion and progress can be made after CT1 answer is received.  

2.3 CSFB

Access control for CSFB is to prohibit UEs to access E-UTRAN to perform mass CSFB. It minimizes service availability degradation caused by excessive simultaneous mobile originating requests for CSFB. This mechanism has been designed for a specific case to avoid extreme overloads, thus should be available independently from ACDC. ACDC should not suppress this method. 
2.4 EAB

Enhanced Access Barring is enhanced method for Access Classes barring (0..9) requiring different System Information acquisition procedure (SIB14 for EAB capable UEs). It does not control access by barring factor and time, but a bitmap for ACs indicating whether the access is barred or not. EAB check is performed independent and before ACB.

2.5 ACB skip

ACB skip is to prioritize service call types: MMTEL voice, MMTEL video and SMS. For these call type network indicates ACB skip flag and overrides ACB. ACDC should work independently, but in case IMS service appears to be also a subject to ACDC categorization, an overlap in handling the case by two access control mechanisms exists. Related concern has been asked CT1. Procedural handling will depend on the received reply.  

Observation 3: From the existing access control methods, EAB and ACB skip have a common goal with ACDC: override ACB. Both depart from access provisioning check based on barring factor and barring time, instead use flag indication whether cell is barred or not. 

4
RRC impacts
4.1
System information
The current requirement in [6] states:

The serving network shall be able to broadcast, in one or more areas of the RAN, control information, indicating barring information per each ACDC category, and whether a roaming UE shall be subject to ACDC control.
ACDC signalling options have been initially discussed. A common understanding is that required changes to the RRC specification will be implementing the additional parameters to the System Information (SIB2 or SIB14), providing the ACDC configuration parameters. However, in order to design the changes consistently with legacy access control signalling, RAN2 needs to await  for CT1 opinion if ACDC categories can be subjected to twofold decision on barred access or should be controlled in a more flexible manner (i.e. by barring factor/rate).

Observation 4: ACDC category will be subject to twofold decision (barred or not barred) or should be manageable by barring factor. 
4.2
UE procedures
Before initiating the access procedure the UE in idle mode maintains up-to-date system information from the serving cell by acquiring SIBs and monitoring the SIB modifications. System Information acquisition for ACDC will be dependent on placing ACDC configuration parameters. If they are placed together with majority access control parameters (SIB2), there should be no change with System Information acquisition. If a separate SIB is selected for ACDC, there might be need to adapt Paging message reception (like in EAB solution) or ensure SIB14 is also applicable for ACDC. 

UE procedures for System Information acquisition will have to ensure ACDC configuration parameters are maintained.    With this the UE will be aware of ACDC configuration in addition to other access control configurations. 

With the service request NAS will provide AS information about the ACDC category of the application that initiated the service request. Following this request, UE will initiate RRC Connection Request message. The UE shall check the access control parameters for corresponding ACDC category received in the system information and determine whether to proceed with the access procedure. If the access is barred, upper layers shall be informed about the failure to establish the connection.

Required changes for ACDC UE procedures will be implementing ACDC parameters acquisition and (access) check; affecting:

·   initiation of the connection establishment in 5.3.3.2 of  TS 36.331
· (conditionally, if EAB-like solution is selected): 

· System Information acquisition by the UE in 5.2.2.4

· Actions upon reception of SystemInformationBlockType14 in 5.2.2.21


Observation 5: Impacts on System Information and UE procedures depend on which SIB will be selected for ACDC parameters placing and maintenance. 
4.3
UE capabilities
ACDC feature is to be optional [6]. Since the UE capability might be tailored to and dependant of the existing control mechanisms, it might be worth considering relation of a new capability to the UE capabilities with other access control mechanisms   SSAC, CSFB Access Class Barring and Extended Access Barring are Conditionally Mandatory features (Table 1 based on TS 36.306). 

Table 1: UE capabilities for Access control features
	Feature
	Support Condition 

	ACB
	Manadatory

	SSAC


	Mandatory for UEs which are IMS voice capable UEs

	CSFB AB
	 Mandatory for UEs supporting CSFB to UTRA or GERAN

	EAB
	 Mandatory for UEs which are supporting access subject to EAB


A dependency would be needed in case CT1 establish a condition clearly restricting ACDC support towards some existing feature(s). According to currently agreed requirements, we tentatively conclude the feature will be optional and supported by UEs in idle state, thus no need for UE capability bit is needed.

Proposal 3: ACDC does not require capability bit.

5
Conclusion
In this paper we have discussed several aspects of the required ACDC support in RAN. Numerous open points depend on CT1/SA1 decisions. However, the following main observations should be taken into account in further RAN2 work:
Observation 1: ACDC category provisioning is outside the scope of RAN2.

Observation 2: Prioritizing ACDC may impact emergency calls success rate.

Observation 3: From the existing access control methods, EAB and ACB skip have a common goal with ACDC: override ACB. Both depart from access provisioning check based on barring factor and barring time, instead use flag indication whether cell is barred or not. 

Observation 4: ACDC category will be subject to twofold decision (barred or not barred) or should be manageable by barring factor. 

Observation 5: Impacts on System Information and UE procedures depend on which SIB will be selected for ACDC parameters placing and maintenance. 

Furthermore, based on the discussion and analysis of the possible RAN2 changes for ACDC solution support, we propose:

Proposal 1: ACDC control mechanism allows signalling less than four ACDC categories by the network. 

Proposal 2: ACDC related access control information is supported for 4 ACDC categories in RRC signalling. 
Proposal 3: ACDC does not require capability bit.
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