3GPP TSG-RAN WG2 Meeting #91
R2-153139
Beijing, China, 24 - 28 August 2015
Agenda item:
7.6.2.2
Source:
Nokia Networks
Title:
Functions and termination of adaptation layer in LTE-WLAN aggregation
WID/SID:
LTE_WLAN_radio-Core - Release 13
Document for:
Discussion and Decision

1
Introduction
The meeting RAN2#89bis agreed the following:
9
LTE/WLAN Aggregation should support multiple bearer transmission per UE via WLAN. A mechanism without WLAN MAC specification impact will be used in order for the receiver to differentiate PDCP PDUs which belong to different bearers.

Since the PDCP-protocol header does not identify the radio bearer, some UE-terminated adaptation layer between PDCP and WLAN MAC will need to do that. In this contribution, we discuss the functions and proper network-side termination point of this adaptation layer.
2
Functions of the adaptation layer
Apart from the identification of the radio bearer, some other possible functions are discussed below.
2.1
Indication of QoS Information

RAN2#90 agreed on the following:

1
We define a DC-like UP interface (GTP-U) between the eNB and the WT

Accordingly, the WT can identify the radio bearer based on the Tunnel Endpoint Identifier of the GTP-U protocol. Assuming that the QoS parameter of the bearer, such as the WLAN Access Class, is indicated as part of the C-plane signalling between eNB and WT in preparation for splitting the bearer over LTE and WLAN, there seems to be no need to indicate QoS information in the U-plane header of each packet – as is not done in the legacy LTE U-plane headers, either. 

Observation 1:
There’s no need to indicate LTE QoS information in the adaptation layer header.
2.2
Indication of PDCP ciphering key
In LTE, when the PDCP ciphering key changes, the underlying RLC/MAC layers are re-established/reset respectively, and all data transmission is suspended by the eNB scheduler until the UE indicates that it has taken the new ciphering key into use. Thus, there is no risk of using the wrong ciphering key at PDCP before and after the key change.
While LTE-WLAN aggregation is in place, probably the simplest example of when the PDCP ciphering key will change is an intra-eNB handover. With transmission of PDCP PDUs over WLAN, it seems unclear whether similar arrangements can be put in place, i.e. whether all the WLAN-specified protocols below PDCP can, at request, clear all LTE-related PDUs from their buffers and abort any ongoing LTE-related transmissions.  
Instead, it may be preferable to mirror the change in ciphering key with a change in an adaptation-layer header-field value. In this manner, RAN3 has introduced the following passage for LTE dual-connectivity operation in Rel-12 TS 36.300:

For E-RABs configured with the split bearer option for which no bearer type change is performed during the SCG Change procedure the MeNB provides a new UL GTP TEID to the SeNB. The SeNB shall continue sending UL PDCP PDUs to the MeNB with the previous UL GTP TEID until it re-establishes the RLC and use the new UL GTP TEID after RLC re-establishment.
Similarly as the TEID in the above passage, the value of the adaptation-layer header field identifying the radio bearer could change along with the ciphering key, with the new value indicated by the eNB to the UE. Alternatively, a separate key-indicator header field could be used, as identified as an option in S3-070475 [1].

Proposal 1:
The header fields of a UE-terminated adaptation layer between PDCP and WLAN MAC identify both the radio bearer and the PDCP ciphering key used. Whether a single header field is used to identify both (similarly to GTP TEID between MeNB and SeNB) is FFS.
3
Network-side termination of the adaptation layer
It seems equally possible technically to terminate the adaptation layer at the WT and at the eNB. Figures 1 and 2 show the architecture differences in both of the cases. 


[image: image1.emf]eNB

PDCP

RLC WT

PDCP

S1

RLC

MAC

LWA Adaptation

MCG 

bearer

Split 

bearer

WLAN

PDCP

Switched 

bearer

Xw


Figure 1. LWA adaptation layer at eNB


[image: image2.emf]eNB

PDCP

RLC

WT

PDCP

S1

Xw

RLC

MAC

LWA Adaptation

MCG 

bearer

Split 

bearer

WLAN

PDCP

Switched 

bearer

Xw


Figure 2. LWA adaptation layer at WT

Assuming that the PDCP Sequence number of every PDU is indicated in the existing purpose-specific GTP-U extension header as in LTE dual connectivity, termination at the eNB should not pose problems to the provisioning of sufficient flow-control feedback by the WT. Termination at the eNB would have at least the advantage that the WT would not need to map GTP TEID into the adaptation-layer bearer-identifier field for downlink PDCP PDUs that it relays. In addition, if the adaptation layer is also used to identify the PDCP ciphering key in line with Proposal 1, termination at eNB would allow the WT to remain ignorant of such a PDCP matter, which does not concern it anyway.
Proposal 2:
The UE-terminated adaptation layer between PDCP and WLAN MAC that identifies the radio bearer terminates at the eNB on the network side.

In addition, as discussed in R2-153140 [2], there is a need to have a new EtherType for identifying at WLAN side which packets belong to the LWA operation. However, it is not clear where the EtherType would be added: At eNB or WT? From UE side, there is no difference, as the UE only sees the EtherType located after the adaptation layer, as shown in Figure 3.
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Figure 3. Protocol stack for split bearer at UE side

However, from eNB side it has to be decided where the EtherType is added to avoid inter-operability issues with different vendors’ equipment: If eNB assumes WT adds the EtherType and WT assumes eNB adds it, the resulting LWA payload will not be recognised by the UE. Further, the 802.3 encapsulation requires that both the source and target MAC addresses are input: In case the eNB would add the source MAC address, it might not be routable via WLAN, which makes adding the 802.3 at WT more attractive. 
Proposal 3: The 802.3 encapsulation (i.e. the new EtherType for LWA) is done at WT, i.e. WT inputs the Ethernet header containing EtherType for LWA, the  source MAC address and the destination MAC addresses into the user data coming from eNB.
4
Conclusion
We have discussed the specifics of the adaptation layer and observed the following:

Observation 1:
There’s no need to indicate LTE QoS information in the adaptation layer header.

We have also proposed the following:

Proposal 1:
The header fields of a UE-terminated adaptation layer between PDCP and WLAN MAC identify both the radio bearer and the PDCP ciphering key used. Whether a single header field is used to identify both (similarly to GTP TEID between MeNB and SeNB) is FFS.

Proposal 2:
The UE-terminated adaptation layer between PDCP and WLAN MAC that identifies the radio bearer terminates at the eNB on the network side.
Proposal 3: The 802.3 encapsulation (i.e. the new EtherType for LWA) is done at WT, i.e. WT inputs the Ethernet header containing EtherType for LWA, the  source MAC address and the destination MAC addresses into the user data coming from eNB.
References

[1] S3-070475, LS on Key change in LTE active mode, SA3
[2] R2-153140, Flow control for LTE-WLAN Aggregation, Nokia Networks



_1500904935.vsd
WLAN radio



_1501070069.vsd

eNB



_1500816589.vsd

eNB



