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Introduction
At RAN2#89bis meeting, the following agreements were achieved [1]:
	Agreements

1	We define a DC-like UP interface (GTP-U) between the eNB and the WT 

2	LTE-WLAN aggregation, flow control runs between WT and eNB. 

4	For 3C-mode LTE-WLAN aggregation, the Rel-12 PDCP reordering behaviour is adopted









However, several key issues for UP architecture are still open, like the interface between eNB and WT, support of multiple bearer, data path and procedures etc. In the following sections, we’ll discuss about the key issues for LTE/WLAN aggregation UP, and propose candidate solutions for UP architecture with basic analysis.
Discussion
Support of Multiple Bearer and Adaptation Layer
WLAN MAC does not have a field for the LCID or bearer ID information like 3GPP MAC. Once the PDCP PDU is transferred over WLAN, it is important that the LCID or bearer ID information is carried on together; otherwise the UE’s 3GPP chip would not be able to decide to which entity the PDCP packet belongs.
One natural solution to this is to insert an “LCID” field for bearer identification in front of PDCP PDU, to form a new payload structure shown in figure 1. Accordingly, an adaptation layer of PWAL (PDCP-WLAN Adaptation Layer) is proposed to make format adaptation for PDCP PDU to be transferred over WLAN. The new payload format is named and referred as “PWAL PDU” for PDCP packets delivered in WLAN domain in the following parts


Figure 1 PWAL PDU – a new payload formats for PDCP PDU over WLAN
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Proposal 1: It is proposed to adopt a new adaptation layer of “PWAL (PDCP WLAN Adaptation Layer)” to make format adaptation for PDCP PDU transferred over WLAN.
Proposal 2: It is proposed to define a new payload type as “PWAL PDU” for PDCP PDU transmitted over WLAN, which composes an LCID field for bearer identification and a corresponding PDCP PDU.
Regarding which entity the PWAL layer can be located at, there could be two options: option 1 is to include the “LCID” at eNB, while option 2 relies on WT to include the “LCID” field at WT side, and requires the WT to maintain a mapping of TEID with the UE’s “LCID” field. Option 2 has no impact to current eNB protocol stack, and is similar with current X2-U procedure for bearer handling, thus option 2 is recommended.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]Proposal 3: The new adaptation layer of PWAL is located at WT and UE. For downlink PWAL PDUs, LCID field is included at WT, and WT should keep a mapping of TEID with the corresponding UE’s bearer identification.
Identification & Routing of PDCP PDU over WLAN
The PWAL PDUs need to be distinguished with normal IP packets when delivered over WLAN, and also a proper “routing” mechanism is needed. Based on the detailed UP solutions, the metrics used for identifications of PWAL PDU are different. For layer 2 based UP solutions (“Ethertype”),  layer 2 header field (“Ethertype”) is used for identification; while for IP based solution, the IP tunnel itself or other IP header field (“IP Address”, “IP Protocol”) is used to distinguish the packet type. 
Routing information is needed for PWAL PDUs delivered in WLAN. For layer 2 based UP solutions, UE MAC address is used, and for IP based solution UE WLAN IP address is needed. Option 1 is to carry on the “routing information” together in each PWAL PDU (i.e. as a specific header field). Option 2 relies on WT to keep the mapping of TEID with the routing information. As the efficiency of option 1 is low, and option 2 is similar to existing GTP-U mechanism, option 2 is recommended.
Proposal 4: For routing of PWAL PDU over WLAN, WT keeps a mapping of TEID with relative UE’s routing information (UE MAC address or IP address).
Detailed UP Solutions
In the following sub-sections we’ll discuss about the possible solutions of data path for PDCP PDU from WT to UE. Due to the complexity of detailed WLAN deployments and different application scenarios, different solutions may apply. And we also noticed strong wish of operators to preserve and re-use the large number of legacy APs. Thus the following 2 solutions are proposed, and in both solutions, eNB is connected with WT via the standard Xw interface, the solutions are illustrated based on 3C structure, architecture in 2C structure could be adapted with minor modifications
Solution 1 - Layer 2 based Solution 
 Each WLAN MAC SDU is extended with an LLC/SNAP header and the “Ethertype” field is used to indicate the type of WLAN MAC SDU: like IP, ARP etc. This field can be utilized to indicate the PWAL PDU packets offloaded from 3GPP. We could either apply a new “Ethertype” value from IEEE, or just re-use existing “Ethertype” value.
Scenarios: In this solution, AP needs to support the identification and processing of LLC/MAC PDU with new “Ethertype” value, so the Xw interface should be terminated at AP. For scenario where WT is deployed on AC and AP is connected with AC via IEEE 802.3 layer 2 link, AC could send/receive the LLC/MAC frames via L2 tunnel (like CAPWAP tunnel) to AP and utilize the “Ethertype” field in 802.3 LLC header as identification. AP needs to be able to process the new “Ethertype” and copy it to the 802.11 LLC header. Thus solution 1 is applicable to the following scenarios: 
· WT on AP (AP needs to upgraded)
· WT on AC connected with AP via IEEE 802.3 layer 2 link
Identification & Routing of PDCP: In this solution “Ethertype” field of LLC/SNAP header is used to differentiate PWAL PDU with other IP packets at UE and WLAN AP. As the transfer is at layer 2, UE’s WLAN MAC address is used for routing at WLAN layer 2. At WT side, it enforces PWAL PDU to be sent to the dedicated UE MAC address by looking up its local mapping table with TEID.
 Architecture & Protocol Stack: The system architecture based on DC 3C structure is illustrated in figure 2 and the protocol stack is illustrated in figure 3. 


Figure 2 System Architecture for Solution 1 based on DC 3C.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]A new adaptation layer PWAL (PDCP-WLAN Adaptation Layer) is included in both UE and WT. At UE side, its main function is packet format adaptation between UE’s PDCP and LLC layer and delivering to the corresponding PDCP entity. At WT side, its main function is packet format adaptation between WT’s GTP and LLC layer, maintain mapping of TEID with UE’s WLAN MAC address and bearer identification. The LLC layer at WT and UE need to be modified to support the identification and process of the “new” MAC SDU type.

 
Figure 3 UP Protocol Stack for Solution 1
UP Solution 2 – IP based Encapsulation
If AC is used, UP solution 1 requires AC to be connected with AP via layer 2 link (i.e. no routers between AC and AP), however, it may not be the only WLAN deployment scenario. In UP solution 2, WT encapsulates PWAL PDU in IP packet and delivers it to UE. An IP tunnel may be setup from WT to UE or WT could use specific fields in IP header (like IP address, IP Protocol field) as the indications of PWAL PDU. 
Scenarios: As the IP packets are transparent to AP, thus legacy AP could be supported under this solution and software only upgrade is needed on WT. The applicable scenarios cover all cases, and AC is not required to be connected with AP via layer 2 links only:
· WT on AC
· WT on AP
· Standalone WT
Identification & Routing of PDCP:  Based on the parameters used for indication, UP solution 2 can be further divided into:
-  Solution 2A: Identification based on direct IP tunnel between WT and UE 
-  Solution 2B: Identification based on “Protocol” field, new applied value from IETF or “reused” existing value
-  Solution 2C: Identification based on “IP address” field
In solution 2A, the IP tunnel itself is used for differentiation. In solution 2B, the “Protocol” field in IP header (used to describe packet type of IP payload, like TCP or UDP etc) is used as identification. While in solution 2C, WT setups the source IP address to be the WT’s IP address at WLAN side, and UE will assume all IP packets from WT to be encapsulated PWAL PDU(Normally WT should not have IP communication directly with UE). More details for the UP solutions could be found in our previous contribution [2].
For routing, UE’s IP address at WLAN side is needed. WT needs to maintain a mapping between TEID and the UE WLAN IP address to decide the routing.
Architecture & Protocol Stack: The system architecture based on DC 3C structure is illustrated in figure 4 and the protocol stack is illustrated in figure 5. A new layer PWAL (PDCP-WLAN Adaptation Layer) is included in UE and WT. At UE side, its main function is packet format adaptation between UE’s PDCP and IP layer and delivering to the corresponding PDCP entity. At WT side, its main function is packet format adaptation between WT’s GTP and IP layer, maintain mapping of TEID with UE’s WLAN IP address and bearer identification. To be noted, the “IP Filter” logic entity here is just for illustration purpose, for different solutions (2A/2B/2C), its detailed functions and implementations may vary a little.


Figure 4 System Architecture for Solution 2 based on DC 3C.


Figure 5 UP Protocol Stack for Solution 2
UP Solutions Summary & Proposals:
The detailed solutions summary and comparison is listed in table 1. Even though solution 2 may be less efficient in packet transferring, but considering the abundant bandwidth of backhaul and WLAN, efficiency should be not a big issue. UP solution 2 supports all WLAN deployment scenarios. And more important, it is transparent to legacy AP and can satisfy operators’ strong need to preserve their legacy properties, if WT is located on AC. For implementations, only software upgrade of WT is needed. It also avoids security issue and NAT problems to setup direct IPSec tunnel from eNB to UE. And solution 2A or 2C are more flexible and easy to implement which do not need approval from other standards body at all. For solution 1, even for the cases where WT is located on AC and connected via 802.3 layer 2 link with AP, we can’t assure the behavior of AP on handling the unknown “Ethertype” packets, and thus whether it could preserve legacy APs are uncertain. Solution 2 requires protocol stack iteration, this does not increase the chipset/terminal implementation complexity at all, as these cases are common, like the CAPWAP protocol widely used on AC/AP which also puts lower layer packets in IP.
Finally, considering the operator’s strong wish to maximum reuse existing infrastructure, and also broader usage of LWA in future, UP solution 2 is recommended.
Proposal 5: At WT, PWAL PDU is encapsulated in IP packets and delivered to UE.
Proposal 6: It is proposed RAN2 to discuss and adopt the system architecture and protocol stack of UP solution 2 as baseline for LWA UP (The detailed form of solution 2 is FFS).






Table 1 Comparisons between two solutions 
	Solutions
	Solution 1-Layer 2 based
	Solution 2-IP based

	Scenarios
	WT on AP (AP needs to upgraded)
WT on AC, connected with AP via IEEE 802.3 layer 2 link
	All cases:  WT on AC
WT on AP
Standalone WT

	PDCP Identification
	Ethertype Field
	Based on IP Tunnel or IP Address 
or IP Protocol Field

	PDCP Routing
	Based on UE WLAN MAC Address
Mapping at WT
	Based on UE WLAN IP Address
 Mapping at WT

	Impacts to non-3GPP standards
	Impacts to LLC/SNAP, 
Need IEEE approval
	No (for solution 2A, 2C)

	UE Impacts
	Impacts to UE WLAN  LLC/SNAP
	Impacts to UE OS level only

	AP Impacts
	Impacts to AP  LLC/SNAP
	No1

	Efficiency
	High
	Low

	Pros
	High Efficiency
	Transparent to Legacy AP1

	Cons
	Need IEEE approval for new value
Limited WLAN deployment scenarios
Need AP upgrade
	Overhead issue


	Note 1: WT on AC or standalone


Conclusion
It is proposed to discuss the following proposals at RAN2 and capture the agreeable: 
Proposal 1: It is proposed to adopt a new adaptation layer of “PWAL (PDCP WLAN Adaptation Layer)” to make format adaptation for PDCP PDU transferred over WLAN.
Proposal 2: It is proposed to define a new payload type as “PWAL PDU” for PDCP PDU transmitted over WLAN, which composes an LCID field for bearer identification and a corresponding PDCP PDU.
Proposal 3: The new adaptation layer of PWAL is located at WT and UE. For downlink PWAL PDUs, LCID field is included at WT, and WT should keep a mapping of TEID with the corresponding UE’s bearer identification.
Proposal 4: For routing of PWAL PDU over WLAN, WT keeps a mapping of TEID with relative UE’s routing information (UE MAC address or IP address).
Proposal 5: At WT, PWAL PDU is encapsulated in IP packets and delivered to UE.
Proposal 6: It is proposed RAN2 to discuss and adopt the system architecture and protocol stack of UP solution 2 as baseline for LWA UP (The detailed form of solution 2 is FFS).
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