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1
Introduction 
   RAN2#90 agrees that UE mobility within a group of APs is transparent to eNB as the following.

· The eNB provides the UE with a group of APs (e.g. by SSID, HESSID or BSSID) among which WLAN mobility mechanisms apply while still supporting aggregation, i.e., the UE may perform mobility transparent to the eNB.
Based on the agreement, it is reasonable to assume that eNB does not control UE mobility when UE selects an AP whithin the same group of APs. However, the UE behaviour for AP selection needs further clarification. Besides, even if UE mobility is transparent to the eNB, should eNB know which AP UE selects? In this contribution, we will give our views on AP selection.
2 Discussion
One basic question is how UE selects a candidate AP in the group of APs given by eNB. It may be a UE implementation issue since UE mobility is transparent to eNB based on the RAN2#90 agreement. However, a eNB may be responsible for managing the balance of traffic load and shall avoid the packets transmitted from eNB via WTN lost during the fly, we can consider the concept of RAN rules in R12 interworking for R13 aggregation and interworking AP selection. RAN2 may define new rules for AP selection when UE selects AP. This can be also applied to the case of mobility acrossing groups of APs.
Proposal 1: RAN2 should discuss whether or not to introduce rules for AP selection for R13 aggregation and interworking.
When a group of APs is provided to UE, which may be based on measurement report, the decision of WLAN selection and re-selection will be made in UE and the eNB may be ignorant of the selection or change of WLAN AP if the selected WLAN is within the group of AP. Therefore, even the group of APs are a list of nearby WLAN nodes deployed  with overlapping to form a comprehensive WLAN coverage in the local area, however, if network only provides WLAN identifications as R12 interworking, UEs would not have sufficient information for WLAN detection, and selection/re-selection. UEs need to consume battery power in monitoring a variety of frequencies for detecting/scanning WLAN. What the foreseeable UE behavior is that UE spends time and power [1] finding a WLAN node and waits for authentication [2]. If the RAN can provide additional information to UEs together with the group of APs, UEs can reduce the effort for WLAN detecting/scanning and selection. 

In order to expedite the detection of suitable WLAN node, the additional information can include operating frequency information of WLAN nodes; to reduce the latency of authentication, an indicator of S2a supporting [3], or an indicator of trusted/untrusted WLAN [4] could be useful. Operating frequency information of WLANs, i.e., frequency/channel, can assist UEs in reducing the battery consumption and shortening the scanning time in WLAN scanning. UE could only scan specific WLAN channels given in operating frequency information [5]. The indicators of trusted/untrusted WLAN and S2a supporting can assist UEs in select a WLAN node with the shorter authentication processing time [2]. Such kind of special behavior for WLAN identifications used for access through S2a over trusted WLAN can improve the user experience and prolong the UE battery life  [4]. Therefore, UE can select a WLAN node by further considering the indicator of trusted/untrusted WLAN or the indicator of S2a supporting, not just totally depending on the UE implementation, e.g., the received WLAN signal strength. Therefore, The conext of the group of APs can further include WLAN identifications, operating frequency information of WLANs, an indicator of S2a supporting, and an indicator of trusted/untrusted WLAN with the benefits of lower battery consumption and shorten authentication/waiting time.
Proposal 2: RAN2 should introduce operating frequency information of WLANs and an indicator of trusted/untrusted WLAN in addition to a WLAN identification in the group of APs.

Although RAN2 has agreed that UE mobility within a group of APs is transparent to the eNB [6], we still need to clarify whether or not eNB should know the AP which UE associates with.

One of the FFS for interworking: “whether the UE confirms whether the offloading was accomplished (un)successfully.” For WLAN interworking the offloaded traffic doesn’t go through eNB. eNB is not required to know the AP which UE associates with. UE behavior in R12 interworking can be also expected for that in R13 interworking. UE may not need to confirm whether or not the offloading is accompanished to eNB. It seems no further problem. 

Observation 1: For interworking, UE does not need to confirm whether or not the offloading is accomplished (un)successfully to eNB if UE mobility is within a group of APs.

But for aggregation, eNB needs to know where to terminate data flow, eve though eNB has no control for AP selection. If WTN is capable of handling the traffic routing when UE moving across APs of the same AP group, then the WTN is the only node that eNB shall forward LWA traffic to. If WTN is not capable of the control of traffic routing, additional mechanism is required to achieve the transparency to eNB of UE mobility between APs of the same AP group. 
If the WTN is not capable of traffic routing when a UEs moving between WLAN APs, to avoid forwarding data to all potential APs, eNB should be aware of the new AP which the UE selects especially for data forwarding. Service continuity may be guaranteed and service interruption may be avoided. 
Proposal 3: RAN2 shall clarify the expected functionality of WTN.

Considering the general deployment that the WTN may or may not be capable of controlling the routing of traffic between WLAN APs, either AP selection is performed by UE or by eNB, eNB shall be aware of the AP which the UE selects. Threfore, in order to match UE to the connected AP, two simple alternatives can be considered:

Alt. 1) UE feedbacks eNB about the selected AP (e.g., BSSID).

Alt. 2) AP feedbacks eNB about the connected UE (e.g., UE ID/MAC address).
Consequently, eNB can split traffic to a specific AP. Data forwarding to all potential APs is not necessary. With this step, the procedure for aggregation would be much clear. Both the above alternatives are feasible and simple. 
Proposal 4: RAN should take two alternatives into consideration for completing the procedure of LTE+WLAN aggregation:

Alt. 1) UE feedbacks eNB about the selected AP (e.g., BSSID).

Alt. 2) AP feedbacks eNB about the connected UE (e.g., UE ID/MAC address).
However, RAN2 should clarify whether or not the above behavior is transparent to eNB.
Proposal 5: RAN2 should clarify whether or not “the UE may perform mobility transparent to the eNB” includes the AP selection in UE, the confirmation of AP selection, and others.
3
Conclusions
In this contribution, we discuss the completion of AP selection. Also, some details in AP selection are discussed. We conclude with the following proposals and observations:
Proposal 1: RAN2 should discuss whether or not to introduce rules for AP selection for R13 aggregation and interworking. 
Proposal 2: RAN2 should introduce operating frequency information of WLANs and an indicator of trusted/untrusted WLAN in addition to a WLAN identification in the group of APs. 
Observation 1: For interworking, UE does not need to confirm whether or not the offloading is accomplished (un)successfully to eNB if UE mobility is within a group of APs.

Proposal 3: RAN2 shall clarify the expected functionality of WTN.

Proposal 4: RAN should take two alternatives into consideration for completing the procedure of LTE+WLAN aggregation:

Alt. 1) UE feedbacks eNB about the selected AP (e.g., BSSID).

Alt. 2) AP feedbacks eNB about the connected UE (e.g., UE ID/MAC address).
Proposal 5: RAN2 should clarify whether or not “the UE may perform mobility transparent to the eNB” includes the AP selection in UE, the confirmation of AP selection, and others.
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