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1 Introduction

At RAN2 #89bis, several initial agreements were made related to UE-to-Network relays.  Specifically, the following agreements were made in relation to relay selection:

· The remote UE can take radio level measurements of the PC5 radio link quality.

· For out-of-coverage, the radio level measurements can be used by the remote UE together other higher layer criteria to perform relay selection

· The eNB at the radio level can control whether the UE can act as a relay.

· It was also discussed (but not decided) whether the above mentioned measurements are sent to the eNB for the in-coverage case.  

 However, agreements related to connection establishment were not made due to some open questions about the involvement of the eNB in the connection establishment process.  We give our views on these open questions in this contribution.
2 Discussion
2.1 Need for eNB Authorization
In the use case for UE-to-Network relays identified by SA2 [1], relay establishment consists of an initial relay discovery phase, followed by a connection establishment step and IP address assignment for the remote UE.  In each of these steps, as well as in the operation of the relay, the eNB does not need to know the exact identity of the remote UE.  In particular, the relay operation is by definition an L3 relay and so transmission of IP data to the remote UE is done via the relay UE in a manner transparent to the eNB.  Several proposals have been made in SA2 where the relay authorization is done by the HSS and/or MME.  However, in none of those solutions the eNB needs to be involved or needs to maintain the remote’s UE context.  For this reason, it can be assumed that the eNB does not need the full context of the remote UE.  
Proposal 1 RAN2 to assume that the eNB does not need the context of the remote UE.
The connection establishment step involves setting up a secure L2 link over PC5 between the two UEs.  There are here two levels of authentication which could be considered for setting up this link.  The first level of authentication is a mutual authentication between the remote UE and relay UE, as described in [1].  This authentication can be done at the higher layers and may involve the EPC (e.g. HSS, and/or MME).  This authentication is used to confirm that the ProSe layer at the remote UE has the credentials to connect to a public safety relay UE, and to retrieve the necessary security information needed to establish the secure link.  Being a higher-layer authentication which can be achieved using the relay UEs EPC connectivity, the eNB does not need to be aware of or involved in this authentication.   

A second level of authentication at the RAN-level may also be envisioned, however, since the eNB is responsible for allocating D2D resources to the relay, eNB control from the point of view of resource management and admission would be necessary.  Specifically, a relay UE may be configured by the eNB to act as a relay, but that relay UE may only have the capabilities to support a certain number of remote UEs or certain services from the remote UE.  Effectively, whether the remote UE can connect to a relay UE from a PC5/Uu resource management point of view should be an eNB decision, as the eNB controls both the resources used for D2D communication by the relay UE, as well as the relative resources the relay UE uses to communicate over the Uu interface.  As a result, RAN-level authorization of the remote UE with the eNB would be necessary.
Proposal 2 The eNB should be involved in authorizing the remote UE during connection establishment with the relay UE for the purposes of resource management and admission control.

Authorization of the remote UE by the eNB during establishment of a secure L2 link may occur either before or after the higher-layer authorization.   The type of relay connection required by a remote UE (for example, whether the remote UE is requesting the L2 link to obtain a list of TMGIs, or whether L3 relaying is required for video traffic) which could affect the eNB authorization decision will be known to the remote UE prior to requesting the one-to-one link with the relay UE.  In addition, if the eNB authorization occurs prior to any higher-level authorization and if the eNB chooses not to admit the remote UE to use the relay, this would avoid any unnecessary signalling with the network that may be required during higher-layer authorization.
Proposal 3 Authorization of the remote UE by the eNB should take place before the attempt to establish a higher layer connection for one-to-one communication.
2.2 Information Sent to the eNB During Connection Establishment
As discussed in section 2.1, eNB authorization may be required for resource management purposes at the eNB.  The eNB may need to be able to estimate the expected resource usage of the remote UE and use this as part of the authorization process.  For example, the type of service being used by the remote UE would have an impact on the actual resources used by the remote UE, as well as the corresponding amount of D2D traffic created at the relay UE.  
For instance, a remote UE may set up a one-to-one communication link with the relay UE to obtain a valid TMGI from the group communication application (after which the link is released while the UE listens to broadcast content).  Following this, a relay UE can use the same D2D resources for transmitting broadcast traffic associated with a single TMGI to multiple UEs.  On the other hand, a remote UE may set up a one-to-one communication link with the relay UE for relaying of video traffic, which would require additional D2D resources for this UE.  As a result, the service-level information, such as the type of relay connection being requested or the type of traffic expected would influence the eNB authorization decision, and should therefore be sent to the eNB from the relay during connection establishment.
Proposal 4 RAN2 to discuss what service-related information from the remote UE should be sent to the eNB.

During the time in which a UE acts as a relay, a remote UE may disconnect from the relay, or change the requested service  Such changes in service usage by the remote UE may change the D2D resource requirements.  For instance, a relay UE may first be configured with sufficient resources to support D2D communications, taking into account voice communications by a particular remote UE.  If that remote UE then initiates a video service, such resource configuration by the eNB may no longer be sufficient.

Proposal 5 RAN2 to discuss whether the eNB should be informedwhen the overall service-related information from remote UEs change or the UE disconnects from the relay UE.
In RAN2#89bis it was agreed that the UE takes PC5 measurements and based on these measurements and higher layer criteria the remote UE performs relay selection.  Even though the remote UE performs the relay selection, for the case of connection establishment specifically in the out-of-coverage case, it may be beneficial to send measurements (taken by the remote UE for relay selection) to the eNB even after relay selection occurs.  Specifically, the measurements would allow the eNB to be aware of all relays in the proximity of a remote UE and could therefore be used in the relay control decision (i.e. whether to enable/disable a specific UE as a relay, and to control the number of remote UEs in an area).  In addition, information about the available relays from the perspective of a remote UE may also help in the connection establishment to a more suitable relay (from the eNB perspective) in the case the eNB does not authorize the remote UE for a specific relay.

Proposal 6 The remote UE may send measurements of suitable relays to the eNB after relay selection.  
2.3 Secure Link Establishment 
The establishment of a one-to-one communication link between the remote UE and the relay UE requires a mechanism that enables each entity (the remote UE and the relay UE) to address only one specific UE.  In Rel12, D2D transmissions are addressed to a group ID which is configured in the UE by higher layers.  A specific UE can belong to several groups, and therefore, receive from/transmit to multiple distinct UEs.

The L2 group ID concept can be re-used for one-to-one communications, by higher layers configuring a group ID that correspond to a unicast address.  The configuration of these addresses can take place at the higher layers, and does not require additional support at the access stratum.    
Observation 1 L2 addressing for one-to-one communication (i.e. unicast addressing) can be provided by the higher layers.

In addition to addressing, secure L2 link establishment requires signalling of control information to allow the upper layers to distinguish between control packets (e.g. link request, tear-down, etc) from normal IP packets which are relayed without any control significance.  In release 12 D2D communication, an SDU type was added to the PDCP packets with possible values of “IP“, “ARP“, and “reserved”.  The “reserved” type can be re-defined to identify PC5 control information that can be distinguished from regular IP data which is passed directly to the application.  With the use of the SDU type, all PC5 control messages can be encapsulated so as to re-use the D2D communication transport, without any further impact to the access stratum.

Observation 2 All messages related to link establishment are higher-layer control messages that can be carried on PC5 signalling protocol and are transparent to the Access Stratum.

Finally, since a link (with potentially all required control functionality) is being established at the PC5 layer, there should not be any additional RRC/link establishment procedure at the access stratum layer.  Having an additional link establishment at the access stratum layer would cause redundancy, increase complexity, and require unnecessary synchronization between the two links.  As a result, the secure L2 link would remain as a connectionless D2D transmission, while the actual link (and associated control procedures) would take place at PC5.

Observation 3 Having two links (one at the PC5 layer, and one at the AS) would result in unnecessary redundancy.

Proposal 7 No additional RAN-level functionality is required for secure link establishment.
2.4 Connection Establishment for the Cases of Mobility
Based on agreements in RAN2#89bis, the main cases for relay discovery (and hence mobility) to take into account are:

1) Moving from in-network to out-of-network coverage.

2) Moving from out-of-network to in-network coverage

In addition to these, we show also in [2] that the case for moving from one relay to another relay may also need to be taken into account.
In order to minimize service interruption when moving from in-coverage to out-of-coverage,  the UE can initiate the relay establishment process prior to the complete loss of the Uu connection (for case 1) or pC5 connection (for case 2) when the UE has moved to out-of-coverage of the eNB or serving relay as appropriate (in a make-before-break fashion).  It is noted that from a UE capability point of view, as of Rel-12 the UE can perform D2D communication while simultaneously having a Uu link and additionally, it can receive data from multiple D2D sources.  
Proposal 8 For the case of moving from in-network to out-of-network coverage, or for moving from one relay to another relay, the UE should initiate connection to the relay before breaking the previous connection (PC5 or Uu)
Proposal 9 For moving from out-of-coverage to in-coverage, the UE should complete the RRC connection before breaking the relay connection.

For the case of moving from in-coverage to out-of-coverage, once the connection between the relay UE and remote UE has been established, the core network will be informed and packets destined to the remote UE will be sent over the relay connection.  In addition, the bearer(s) that were being used to carry the public safety traffic over the E-UTRAN are no longer needed and can be released. 

The RRC connection between the UE which is now utilizing the relay and the eNB may also be released, either through explicit means (by the eNB releasing the RRC connection), or by the remote UE naturally losing the RRC connection as it moves out of coverage.  For an explicit release of the RRC connection, this can be initiated by the core network once the connection to the relay is established.

Alternatively, the RRC connection (and non-public safety radio bearers) may be maintained over the Uu interface even after the remote UE establishes a connection to the relay for public safety traffic.  One immediate advantage of this would be in the scenario where a single eNB is providing both public safety and non-public safety services to a specific UE.  The eNB may then move the public safety services to a relay UE when it predicts the out-of-coverage scenario, while the non-public safety services can be maintained with the existing RRC connection (with potentially reduced quality).  It would be up to the eNB to determine the conditions on which the public safety services were to be moved to the relay, and the non-public safety services that would remain over the Uu link would be subject to potential interruption based on whether the UE moves completely out-of-coverage, or remains in-coverage after all.  The UE would then perform the existing procedures related to RRC that it does today for the E-UTRAN.  
Proposal 10 RAN2 should discuss the merits versus the complexity of maintaining the Uu connection after establishing the relay connection.

3 Conclusion

Based on the discussion in section 2 we propose the following: 
Proposal 11 RAN2 to assume that the eNB does not need the context of the remote UE.

Proposal 12 The eNB should be involved in authorizing the remote UE during connection establishment with the relay UE for the purposes of resource management and admission control.

Proposal 13 Authorization of the remote UE by the eNB should take place before the attempt to establish a higher layer connection for one-to-one communication.
Proposal 14 RAN2 to discuss what service-related information from the remote UE should be sent to the eNB.

Proposal 15 RAN2 to discuss whether the eNB should be informedwhen the overall service-related information from remote UEs change or the UE disconnects from the relay UE.
Proposal 16 The remote UE may send measurements of suitable relays to the eNB after relay selection.  
Observation 4 L2 addressing for one-to-one communication (i.e. unicast addressing) can be provided by the higher layers.

Observation 5 All messages related to link establishment are higher-layer control messages that can be carried on PC5 signalling protocol and are transparent to the Access Stratum.

Observation 6 Having two links (one at the PC5 layer, and one at the AS) would result in unnecessary redundancy.

Proposal 17 No additional RAN-level functionality is required for secure link establishment.

Proposal 18 For the case of moving from in-network to out-of-network coverage, or for moving from one relay to another relay, the UE should initiate connection to the relay before breaking the previous connection (PC5 or Uu)

Proposal 19 For moving from out-of-coverage to in-coverage, the UE should complete the RRC connection before breaking the relay connection.

Proposal 20 RAN2 should discuss the merits versus the complexity of maintaining the Uu connection after establishing the relay connection.
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