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1 Introduction

In the last RAN 2 meeting, the following is agreed that:
· In LTE/WLAN aggregation downlink, PDCP PDUs are generated by the eNB PDCP entity and transferred to the UE PDCP entity via LTE RLC/MAC and/or the WLAN (adaptation layer, tunnelling and interface between eNB, WLAN function and UE is FFS).

Also in [2], it proposed the use of tunnelling between the eNB and the UE via the WLAN to transfer PDCP PDU to the UE. With the tunnelling approach, it allows legacy WLAN to be used for LTE-WiFi aggregation 
Several technical points were raised online and offline during the meeting related to the tunnelling approach and this contribution attempts to provide more insight to the tunnelling approach and to address these points accordingly.
2 Discussion
2.1 Recap on possible user plane architecture
One approach is to use the direct PDCP over WLAN. In this approach, the PDCP PDU is sent over the air between the WiFi AP and the UE. In order to differentiate from other WiFi packet, a reserved Ethertype has to be used to indicate that it is a PDCP PDU. Upon receiving PDCP PDU, the UE will direct it to the LTE module rather than to other application. In addition, for the non-collocated case, the interface between the eNB and AP will need to be specified by RAN 3.  This interface should support data transport and control plane signalling required for setting up such data transport for carrying the PDCP PDU between the eNB and WiFi AP.

As mentioned in [2], such approach is efficient over the radio since no further overhead (IP and/or UDP/TCP header) is required over the PDCP PDU. Also it does not required separate authentication like in existing WiFi association and thus less signalling overhead. Hence, the approach could be considered if a WLAN can be upgraded to include a standardised interface between eNB and WLN.  
On the other hand, there are many legacy WLANs being deployed by mobile operator and ISP and it may not possible for the operators to upgrade the legacy WLAN to support direct PDCP via WLAN.  To allow for the widest application of LTE-WiFi aggregation to such deployment, it will also be beneficial that legacy WLAN can be used in LTE-WiFi.  
To support legacy WLAN deployment, a tunnelling approach may be one way to make it possible and the tunnel has to be originated from the UE to the eNB in order for the different private networks to learn how to route the data path for a UE from the eNB. Below is an example diagram (Figure 1) of the tunnelling approach:
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Figure 1

With the tunneling approach, the PDCP PDU is sent over the tunnel between the UE and the eNB transparent to the WiFi AP. For such tunneling, the UE needs to know the routable eNB IP address and this has to be provided to the UE by the eNB possibly over RRC. The UE then setup an IP tunnel (e.g. GRE tunnel, IPsec tunnel etc) to the eNB via the WiFi AP. Due to the tunnelling, the UE knows that the traffic is for the LTE module rather than to other application upon receiving the traffic containing the PDCP PDU. Depending on the deployment scenario, the routable eNB IP address provided may be private or public IP address.  
From the UE perspective, the UE associates with the WiFi AP/WLAN and authenticate itself in the same way as before. If the eNB wants to perform LTE-WiFi aggregation on the WiFi AP/WLAN that the UE has selected/associated, it signals the UE to perform tunnelling procedure via the RRC message with the eNB routable IP address and other information required by the IP tunnelling procedure. Once the tunnel is setup, the eNB can start transferring PDCP PDU packet via the IP tunnel.
Proposal#1: If WLAN can be upgraded to support LTE-WiFi aggregation, the direct PDCP over WLAN approach is more efficient for LTE-WiFi aggregation.
Proposal#2: If legacy WLAN also needs to be supported for LTE-WiFi aggregation, a complement solution such as the tunnelling approach needs to be considered.

If Proposal#2 is agreed, it is needed to discuss Section 2,2 on the technical points raised in the last meeting related to the tunnelling approach. 

2.2 Technical points for the tunnelling approach
During online/offline discussion in the last RAN 2 meeting, the following technical points are raised:
· What kind of tunnel?

· Security aspect due to revealing the eNB routable IP address to UE 

· WLAN mobility whether there is a need to re-establish the tunnel 
· Solutions for aggregation should build upon Release-12 LTE dual connectivity architecture 
· Logistic of pushing for the tunnelling approach
In the following, we look at each one in turn:
What kind of tunnel?
In the meeting, it seems like the assumption is that IPsec tunnel is to be used as it has been used in the case of UE setup an IPsec tunnel with the ePDG and it is straightforward to just reuse the same IPsec tunnel for this case to support non-trusted WLAN deployment. In our view, PDCP layer already provides encryption to the PDCP PDU packets transmitted over the WLAN to the UE, it is not essential to perform IPsec tunnelling.  Normal tunnelling can be used (e.g. GRE tunnelling). Also, we should leave the decision on what kind of tunnelling is appropriate for the 2 deployment scenarios stated in Section 2.1 to SA2/SA3. In RAN 2, we should just assume that the UE has to set up a tunnel by the UE.
Security aspect due to revealing the eNB routable IP address to UE

In the real deployment, the eNB establishes an outer IP tunnel with a secure network element (e.g. an intermediate router providing NAT functionality). It is this outer IP address of the eNB that is provided to the UE. Hence the (inner) IP address of the eNB is not revealed to the UE. The secure network element is like the ePDG. ePDG uses the IKEv2 to defend denial of service attack. The same mechanism can be used by the secure network element. The exact mechanism can again be left to SA2/SA3 to decide.
WLAN mobility whether there is a need to re-establish the tunnel

It is mentioned that a UE capable of WiFi may move from one WiFi coverage to another WiFi coverage in an enterprise deployment.  This might result in the UE re-establishing the tunnel and as a consequence generate signalling overhead over the WiFi as well as overhead over the WiFi backhaul to the eNB. The tunnel might need to be re-established whenever the UE moves from 1 Wi-Fi AP to another. Such tunnel re-establishment does not lead to service interruption from an end-user point of view. The end-user data session is LTE anchored guaranteeing IP session continuity. Also, there are also solutions to avoid such tunnel re-establishment in a mobile IP scenario, hence the signalling overhead can be reduced. 
Solutions for aggregation should build upon Release-12 LTE dual connectivity architecture 

It is mentioned that the solutions for aggregation has to be based on Rel-12 LTE dual connectivity solutions 2C and 3C. This to us just means that the aggregation is done below PDCP with or without bearer split. The actual transfer of data and control plane signaling over WiFi is in both cases different to DC.   The tunnelling and L2 approaches allows solutions 2C and 3C (i.e. bearer split and no bearer split) to be realized. 
Logistic of specifying the tunnelling approach

The question here is which WG should work on the tunnelling approach. In our view, it can be done as part of the SA2/SA3 work. One approach is to send a LS to SA2 and SA3 to suggest what tunnelling protocol to use. Alternatively, if SA2 needs to work on the coexistence issue between the Rel-13 WI and the existing interworking solutions, a new WI can be formulated to include this as part of the work to SA2.
From RAN perspective, the additional work for the tunnelling approach is minimal compared to the direct PDCP approach. The only RAN 2 impact is the RRC signalling for providing the eNB routable IP address and other parameters required by the tunnelling (if any). There is no RAN 3 impact since a standardised interface between the eNB and WLN is not needed.

Observation: The tunnelling approach is a possible solution for LTE-WiFi aggregation if legacy WLAN needs to be supported.
3 Conclusion

It is recommended that RAN 2 discusses the following observation and proposal:
Proposal#1: If WLAN can be upgraded to support LTE-WiFi aggregation, the direct PDCP over WLAN approach is more efficient for LTE-WiFi aggregation.

Proposal#2: If legacy WLAN also needs to be supported for LTE-WiFi aggregation, a complement solution such as the tunnelling approach needs to be considered.

Observation: The tunnelling approach is a possible solution for LTE-WiFi aggregation if legacy WLAN needs to be supported.
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