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1   Introduction
At RAN#66 meeting, a new SI named “Enhanced LTE Device to Device Proximity Services” was agreed. One of the objectives is to enhance the D2D communication to support the extension of network coverage, as follows [1]. 

	1) Define enhancements to D2D communication to enable the following features:

a) Support the extension of network coverage using L3-based UE-to-Network Relays, including service continuity (if needed), based on Release 12 D2D communication, considering applicability to voice, video. [RAN2, RAN1, RAN3]. (RAN3 involvement pending on progress in the other groups)


In this paper, progress in SA working groups for ProSe UE-to-Network relay is summarized. The potential impacts on RAN2 and problems to be studied are identified and preliminary analysis is also provided.
2   Background
SA1 and SA2 have already started the standardization of UE-to-Network Relay features. According to TR 23.713[2], the architecture for ProSe UE-to-Network relay is presented in Figure 1. ProSe UE-to-Network Relay is located within the network coverage, whereas the remote UE is out of network coverage but within the ProSe communication range of Relay. In this case, the Relay forwards the data traffic between the remote UE and the network. 
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Figure 1. General architecture for UE-to-Network Relay

Some use cases and necessary functions for the UE-to-network relay were identified in [2]:
· Relay discovery: 

· Discovery model: support for both Model A and Model B. In Model A, ProSe UE-to-Network Relay announces the Relay discovery message periodically. Model B includes the Relay solicitation message from remote UE and the response message from Relay UE.

· Message content: may contain the message type, discovery type, ProSe Relay UE ID, PLMN ID, connectivity info, status/ maintenance flags and group info.
· Relay communication: 
· eMBMS relay: relay of eMBMS to Remote UEs served by the UE-to-Network Relay. The ProSe UE may request the relay to monitor a specific TMGI availability and the Relay broadcasts this TMGI to remote UE when detected on the MCCH of the serving cell. Then Relay forwards the eMBMS traffic to remote UEs through group-cast. 
· IP multi-cast relay: Upon receiving an IP packet containing an IP multi-cast address, the UE-to-Network relay checks whether it has any remote UEs for that group, and if it has one or more, the Relay UE then forwards the packet to remote UEs using a ProSe layer-2 group ID that corresponds to the 24 LSB of the IP multi-cast address.
· Unicast relay: The UE-to-Network relay provides support for the Layer-3 relay of unicast traffic (UL and DL) between Remote UEs that are not served by E-UTRAN and the network. The PGW does not know the presence of the Remote UE and does not allocate an IP address to the remote UE. Instead, the Relay UE acts as DHCP server or IPv6 default router for all Remote UEs that connect to it over a secure layer-2 link over PC5.
· Other feature: 
· Cell ID announcement: Some applications require serving cell ECGI reporting by a remote UE even when it is behind a relay. In this case, the remote UE may request the UE-to-Network Relay to announce the ECGI info of its serving cell. Then the Relay broadcasts the ECGI announcement periodically until there are no UE requests.
3   Design considerations for UE-to-Network Relay
In this section, we first present a general procedure for the UE-to-Network Relay. Then the architecture design considerations for the UE-to-Network Relay, such as the presence of remote UEs and the Relay UE, are discussed. Finally, the potential impacts on RAN2 and the problems to be studied are identified. Some preliminary analysis is also presented. 
General procedure for the UE-to-Network Relay
Based on the UE-to-Network relay progress in SA2, Figure 2 presents a general procedure for the unicast UE-to-Network Relay. It can be divided into three phases: Relay discovery and selection, establishment of secure layer-2 link and the data forwarding. Before the data traffic from the remote UE can be forwarded by the Relay UE, the remote UE should first discover nearby Relay UEs. In R12, it is assumed that the ProSe communication for public safety does not require an explicit ProSe discovery event in advance. However, for the unicast UE-to-Network Relay, the Remote UE should first make sure that suitable Relay UEs are nearby before initiating ProSe communication with the Relay UE. The Relay discovery procedure could be based on the Mode A or Mode B [2]. Supposing that multiple relays are discovered, the remote UE should decide which relay to select. In addition, the remote UE may move around and the previously selected Relay may be no longer suitable; it is then necessary for the remote UE to re-select a Relay.
After the remote UE selects one suitable Relay, the remote UE initiates the establishment of a secure layer-2 link with the Relay UE. During this phase, the remote UE sends a direct communication request message to the Relay UE and then the Relay UE performs the authentication and establishes a secure association with the remote UE [2]. Only if the secure layer-2 link is successfully established, the Relay UE may initiate forwarding the data traffic between the remote UE and the network. Until now, in [2] it is not clarified whether the establishment of a secure layer-2 link is realized through AS or NAS layer. In our opinion, the establishment of a secure layer-2 link is similar to the connection setup in WAN and it is better to be realized through AS signalling. 
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Figure 2. General procedure for the unicast UE-to-Network Relay
Observation 1: The general procedure for the unicast UE-to-Network Relay includes three phases: Relay discovery and selection, establishment of secure layer-2 link and the data forwarding. 
Proposal 1: The establishment of a secure layer-2 link is suggested to be realized through AS signalling rather than NAS signalling. 
Architecture design for the UE-to-Network Relay
Knowledge about remote UEs
For the UE-to-network Relay, the first architectural issue worth noting is the knowledge about remote UEs. In fact, it is one of the pending issues in SA2: it is FFS whether and how the EPC is aware of the remote UE's presence (e.g. for the purpose of authorisation, QoS, LI, etc.) in absence of direct NAS signalling connection between the Remote UE and the MME [2]. Generally speaking, there are two major options: the remote UE is only known by the Relay UE and the ProSe function (Option 1-1), or the MME/eNB also know the presence of the remote UE (Option 1-2). In this section, we analyze these two options and discuss their feasibility.
· Option 1-1: Remote UE is only known by the Relay UE and the ProSe function
In this option, the remote UE is only known by the Relay UE and the ProSe function. The remote UE may establish the connection and PC5 bearers with the Relay UE. All these connection and PC5 bearers are hidden behind the Relay UE. According to the agreements of SA2, PGW and SGW are not aware of the remote UE and the remote UE’s IP address is assigned by the Relay UE instead of PGW. Hence, PGW/SGW/MME/eNB do not establish and maintain the EPS bearers of remote UEs. 
The ProSe function is responsible for the authentication of the remote UE. Upon receiving the connection request from the remote UE, the Relay UE may find the ProSe function of the remote UE and initiate the authentication with the ProSe function. Alternatively, the remote UE may initiate the authentication with the ProSe function by itself once it connects to the Relay UE, as shown in Figure 3. With regards to security, the security information may be pre-provisioned to the remote UE and Relay UE for ProSe direct communication or the Relay UE and remote UE may obtain the security configuration from the ProSe function. Note that the detailed design for authentication depends on the decisions in SA2 and SA3. 
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Figure 3. Illustration of the UE-to-Network Relay architecture for Option 1-1
A key point is the reachability issue of remote UEs. As shown in Figure 3, supposing that the remote UE wants to communicate to the network, it sends the data packet with IPv4 address (we use IPv4 as an example) assigned by the Relay UE through ProSe direct communication. The Relay UE supports NAT functionality so that when it receives the data packet from the remote UE, it may replace the source IP address and the source port number with its own IP address and specifically assigned port number. Meanwhile, the Relay UE records the IP address and port number mapping relations. When the eNB/SGW/PGW receive this data packet, they route it to the destination, e.g. a Public Safety Application Server. If the Public safety AS wants to return a response, it assembles the data packet with destination IP address and destination port number of the Relay UE and the specific port number. Then this packet is delivered to PGW/SGW/eNB/Relay UE. From the perspective of PGW/SGW/MME/eNB, it is definitely a data packet for the Relay UE coming from the network. However, when it reaches the Relay UE, the Relay UE verifies that the destination IP address and destination port number are not for itself but for the remote UE (by using the stored mapping table). The relay UE then replaces the destination IP address and the destination port number with the one originally assigned or used by the remote UE, and then delivers it to the remote UE. In this way, both data to and from the remote UE can be successfully routed. Also if the Relay UE is in RRC idle when the data packet for the remote UE needs to be transferred, the MME may page the Relay UE first and then SGW/eNB/Relay can forward the data packet to remote the UE. 
Also the case of a MT call, when the network wants to initiate a voice call with the remote UE, can be supported.  Assuming that the Public Safety AS supports a SIP based VoIP system; if the remote UE wants to receive the call from other users in the network the UE should first registers on the SIP registration server. The SIP registration server records the location information of the remote UE. Since the NAT and NAT traversal mechanism on the Relay UE modify the source IP and source port for all the packets that the remote UE transmits, the location of the remote UE recorded on the SIP registration server are actually the IP address of the Relay UE and the specific port number assigned by Relay UE. In this way, VoIP packets for the remote UE are sent with the destination IP of the Relay UE. These data packets are routed by PGW/SGW/eNB and reach the Relay UE which detects that the packets are for the remote UE and then forwards them to the Remote UE. It should be noted if the remote UE re-selects to another Relay UE and its location change, it needs to update its locations on the registration servers through user plane signalling. In this way, the remote UE is always reachable through the Relay UE without MME/PGW/SGW awareness.
Based on the above analysis, Option 1-1 seems a feasible architecture for UE-to-Network Relay. It is easy to implement simple since MME/eNB/PGW/SGW do not need to be updated to support the UE-to-Network Relay feature. Modifications are only needed for the remote UE, the Relay UE and the ProSe function.
· Option 1-2: MME and eNB know the presence of the remote UE
In this option, the remote UE is known by the Relay UE, MME and the eNB. The remote UE establishes the connection and PC5 bearers with the Relay UE. The Relay UE may notify the eNB about the connection request from the remote UE. Then the eNB checks with MME about the authorization status of the remote UE and provides feedback to the Remote UE. What is more, the eNB may control the resource allocation for the remote UE. That is, the eNB may assign dedicated ProSe resources to the remote UE according to the ProSe BSR forwarded by the Relay UE.
However, in our opinion the dedicated resource allocation of remote UEs by the eNB is very complicated and is not recommended to be supported. As to the authentication and security handling, they are within the study scope of SA2 and SA3. Whether the MME/eNB should be involved depends on their design. From RAN2 perspective, Option 1-1 is probably easier to implement and it is then our preference that the MME and eNB do not know the presence of remote UEs. Nevertheless, RAN2 is invited to send a LS to SA2 to notify them of the RAN2 preference and to ask them to keep RAN2 informed of their final decision on this issue.
Observation 2: Whether the MME or eNB know the presence of remote UEs is one of the pending issues in SA2.
Proposal 2: Endorse Option 1-1 (remote UE is only known by the Relay UE and ProSe function) in RAN2 (for the sake of simplicity).
Proposal 3: Send a LS to SA2 to notify them of RAN2 preference and to ask them to keep RAN2 informed of their final decision on this issue.
Knowledge about Relay UE
In addition to the knowledge about remote UEs, the knowledge about a Relay UE also needs attention. Two candidate options are listed as follows:
· Option 2-1: eNB and MME are aware of UE’s Relay status 
In this option, it is possible for an eNB to control which UE-to-Network Relay capable UE shall act as the Relay UE. Similar to the ProSe discovery and communication design in Rel-12, the eNB may validate whether the UE is authorized for UE-to-Network Relay using the UE context received from the MME. Supposing the UE is authorized for UE-to-Network Relay, the eNB may send the Relay configuration to the UE. 

· Option 2-2: eNB and MME are not aware of UE’s Relay status
The UE-to-Network Relay capable UE may be pre-provisioned with the UE-to-Network Relay authorization information. Instead of being configured by the eNB, a UE-to-Network Relay capable UE shall autonomously configure itself as a Relay UE and then broadcast the relay discovery message as well as listen to the messages from remote UEs. 
Since the Relay UE is supposed to work within network coverage, it is recommended that the network performs more control on Relay configuration, just as the design for ProSe discovery and communication in Rel-12.
Proposal 4: Endorse Option 2-1 (eNB and MME are aware of UE’s Relay status) to keep aligned with the design of ProSe discovery and communication.
Other aspects for study in RAN2
Relay selection/configuration
UE-to-Network Relay capable UEs may act as Relay UEs. An autonomous configuration as a UE-to-Network Relay in some cases may lead to improper Relay distribution. For example, some areas may have no relay whereas some other areas may have more relays than expected. 
In order to solve this problem, it is recommended that the eNB may control the relay selection/configuration. As shown in Figure 4, a UE-to-Network relay capable UE may report its relay interest to the eNB. The eNB then selects the appropriate UE and sends the UE-to-Network Relay configuration information to the selected UE. Upon receiving the Relay configuration, the UE begins to perform the Relay function. In this way, the Relay selection can be coordinated by eNB.
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Figure 4. eNB controlled UE-to-Network Relay selection/configuration
Proposal 5: Both the autonomous and eNB controlled UE-to-Network Relay selection/configuration should be considered.
Access control
For the UE-to-Network Relay UE, all the traffic to and from Remote UE requires Relay UE’s forwarding, which consumes the radio resources allocated by the eNB. Furthermore, the Relay UE has its own QoS constraints, such as AMBR and MBR for non-GBR bearer and GBR bearers respectively. The number of remote UEs that can be handled by a Relay UE is then limited. 
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Figure 5. PC5 connection setup procedure
Therefore, it is natural to assume and access control and admission control mechanism for the Relay UE. For example, during the secure layer-2 link establishment phase, the Relay UE may control the number of admitted UEs. As shown in Figure 5, upon receiving the PC5 connection setup request from a remote UE, the Relay UE may send a connection setup response with rejection if the number of admitted remote UEs has reached an upper limit. The Relay UE may also broadcast a barring indication through the Relay discovery message to prohibit further connection setup requests from remote UEs.
Proposal 6: UE-to-Network Relays should support access control.
Resource configuration

According to the agreements in Rel-12, it is assumed that there is only one ProSe carrier for public safety ProSe communication. The resources used by a ProSe UE for ProSe transmission could be configured by a cell on the ProSe carrier, or the ProSe UE may use pre-configured resources when out of coverage. 
When it comes to the UE-to-Network Relay, the Relay UE and the remote UE may use the same carrier for ProSe communication and for WAN UL communication (i.e. it can be an In-band UE-to-Network Relay). Alternatively the Relay UE may use different carriers for ProSe communication and WAN UL communication (i.e. it can be an Out-of-band UE-to-Network Relay). 
As shown in Fig. 6(a), for the in-band UE-to-Network Relay, the Relay UE could not simultaneously transmit on Uu and on PC5. Furthermore, when the Relay UE transmits on Uu or PC5, it could not receive the remote UE’s transmission on the PC5. An out of coverage remote UE uses the pre-configured resource pool for ProSe communication, whereas the Relay UE uses the dedicated ProSe resources or the Prose resource pool configured by eNB. The resource pools used by the Relay UE and remote UE may be different. Since the eNB may not be aware of the pre-configured resource pool used by the remote UE, it is very likely that the UL resource scheduled by the eNB for the Relay UE’s WAN transmission collide with the remote UE’s PC5 transmission. Moreover, if multiple remote UEs connect to the same Relay UE and initiate the transmission, the traffic on both PC5 and Uu may be quite high, leading to a high probability of collision. Based on this analysis, it is suggested that the eNB should be aware of the pre-configured ProSe resource for out of coverage UEs, so as to avoid the potential collisions. In addition, the eNB may configure a subset of ProSe resources that could be used by the Relay UE and the connected remote UEs. Both the Relay UE and the connected Remote UE should use the eNB configured restricted ProSe resource pool for their ProSe transmission. 
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Figure 6. Illustration of the potential collision for UE-to-Network Relay

For the out of band UE-to-Network Relay as shown in Fig. 6(b), the only constraint is that the Relay UE could not transmit and receive simultaneously on the PC5 carrier. Since the Relay UE is a public safety UE, it is assumed to support dual Tx/Rx chains. Hence, the Relay UE could simultaneously transmit and receive on PC5 and Uu which are on different carriers. The collision issue mentioned for the in-band UE-to-Network Relay scenario does not apply for out of band UE-to-Network Relay.
Proposal 7: For the inband UE-to-Network Relays, ProSe resource configuration by the eNB should be considered to avoid the transmission and reception collision between UL and PC5 interface.
Mapping between PC5 and EPS bearer
As agreed in Rel-12 [4], a UE may establish multiple logical channels for sidelink communication. Source Layer-2 ID, destination Layer-2 ID and the LCID could uniquely identify a logical channel within the scope of one UE. If the remote UE establishes multiple logical channels towards the Relay UE as shown in Figure 7, it should be considered which EPS bearer should be mapped to deliver the data packets from PC5 logical channels (Relay UL mapping). Similarly, when the Remote UE’s data packets delivered through EPS bearer arrive, it is necessary for the Relay UE to check which PC5 logical channels should be used to forward these packets (Relay DL mapping). 
Since there is no QoS differentiation between PC5 logical channels, for the sake of simplicity, it is suggested that the Relay UE maps all the PC5 Rx logical channels to the default EPS bearer or one dedicated EPS bearer for Relay UL mapping. For example, as shown in Figure 7, the PC5 LC1 and LC2 from Remote UE1, as well as the PC5 LC5 and LC6 from remote UE2 are mapped to the default EPS bearer, such as EPS bearer1. When it comes to the Relay DL mapping, the Relay UE may setup one PC5 Tx logical channel with the remote UE specifically used for the forwarding of data packets from the network. As shown in Figure 7, the Relay UE forwards the traffic for remote UE1 and remote UE2 through PC5 LC3 and PC5 LC4 respectively. 
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Figure 7. UE-to-Network Relay Bearer mapping
Proposal 8: For the UE-to-Network Relay, it should be considered how the EPS bearers and PC5 logical channels be mapped to each other to deliver data packets for the remote UEs.
4   Conclusion

In this paper, the SA progresses for ProSe UE-to-Network relay were summarized. The potential impacts on RAN2 and problems to be studied were identified and preliminary analyzes were also given in this paper. Several observation and proposals have been outlined below for further study.

Observation 1: The general procedure for the unicast UE-to-Network Relay includes three phases: Relay discovery and selection, establishment of secure layer-2 link and the data forwarding. 

Observation 2: Whether the MME or eNB know the presence of remote UEs is one of the pending issues in SA2.

Proposal 1: The establishment of a secure layer-2 link is suggested to be realized through AS signalling rather than NAS signalling. 

Proposal 2: Endorse Option 1-1 (remote UE is only known by the Relay UE and ProSe function) in RAN2 (for the sake of simplicity).
Proposal 3: Send a LS to SA2 to notify them of RAN2 preference and to ask them to keep RAN2 informed of their final decision on this issue.

Proposal 4: Endorse Option 2-1 (eNB and MME are aware of UE’s Relay status) to keep aligned with the design of ProSe discovery and communication.
Proposal 5: Both the autonomous and eNB controlled UE-to-Network Relay selection/configuration should be considered.

Proposal 6: UE-to-Network Relays should support access control.

Proposal 7: For the inband UE-to-Network Relays, ProSe resource configuration by the eNB should be considered to avoid the transmission and reception collision between UL and PC5 interface.

Proposal 8: For the UE-to-Network Relay, it should be considered how the EPS bearers and PC5 logical channels be mapped to each other to deliver data packets for the remote UEs.
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