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1. Introduction

ProSe-enabled UE-to-Network Relays - see 3GPP TS 23.303 [1] - are meant to provide connectivity to ProSe-based services for UEs that are outside E-UTRAN network coverage. 
In particular, UE-to-Network Relays will enable such remote UEs to gain Mission Critical Push To Talk (MCPTT) service in areas where network radio reception is weakened (e.g. due to terrain topography, poor signal in building basements, etc.).  It is an MCPTT requirement that a public safety UE should attempt to make use of a suitable UE-to-Network Relay in its proximity prior to going off the network (3GPP TS 22.179 [2]).
However, the use of this capability for public safety services assumes that any service interruption time when the UE is moving out of cellular network coverage is minimised to provide the appropriate level of service continuity for these mission critical services.
The purpose of this contribution is to provide an estimate of the service interruption time in relation to the above scope.
2. Continuity of MCPTT service through UE-to-Network Relays

A typical mobility scenario calling for service continuity evaluation consists of a ProSe enabled UE in RRC_CONNECTED loosing coverage (e.g. experiencing a Radio Link Failure) while engaged in a MCPTT group call.
As the UE moves out of network coverage, the re-establishment of the MCPTT service may be feasible through a UE-to-Network Relay located in proximity and this involves a sequence of phases as described below:
· Discovering UE-to-Network Relays located in proximity

· Establishing a secure communication path through a UE-to-Network Relay (including IP address assignment)
· Resuming access to the MCPTT service through the relay.
Details of the related signalling procedures and their contribution to the incurred service interruption are provided in appendices A and B, respectively.

Indeed, different numbers can be drawn depending on different possible configuration or operational choices (in particular ProSe direct discovery and communication parameters).

However it is apparent that the estimated interruption time, in the order of several seconds (> 4 seconds under the selected assumptions), is not consistent with the level of service expected from a radio-communication system supporting mission critical public safety operation, and should be minimised.
Proposal: It is proposed that RAN WG2 discusses solutions to minimise service interruption time for the provision of public safety services through ProSe UE-to-Network Relays.
3. Conclusion and recommendation

This contribution calls attention to the service interruption that may affect a public safety ProSe-enabled UE losing E-UTRAN radio coverage and re-establishing MCPTT service through a UE-to-Network Relay, and recommends that RAN WG2 discusses solutions to minimise such interruption.
Proposal: It is proposed that RAN WG2 discusses solutions to minimise service interruption time for the provision of public safety services through ProSe UE-to-Network Relays.
4. References

[1] 3GPP TS 23.303 Group Services and System Aspects; Proximity-based services (ProSe); Stage 2
[2] 3GPP TS 22.179 Mission Critical Push to Talk (MCPTT) over LTE; Stage 1
[3] 3GPP TS 23.713 Study on extended architecture support for Proximity-based services
[4] 3GPP TS 23.779 Study on application architecture to support MCPTT services
5. Appendix A: Signalling flows related to UE-to-Network Relay operation
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3GPP TS 23.713 [3] - Figure 7.2.2.1: Call flow for ProSe UE-Network Relay
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3GPP TS 23.779 [4] - Figure 5.3.2.2.2-1: Registration for MCPTT service via lay3 relay
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3GPP TS 23.779 [4] - Fig 5.3.2.2.3-1: Establishment of MCPTT session using eMBMS
6. Appendix B
	
	
	Phase / Step
	Estimate (ms)
	
	Basis (see Notes)

	1. Radio Link failure recovery (T311)
	1000
	
	T311 default value

	
	
	
	
	
	

	2. UNR Discovery
	
	
	

	
	2.1 Synchronization with UNR (MIB-SL)
	40
	
	MIB-SL period

	
	2.2 Solicitation transmission
	685
	
	(5)

	
	2.3 Solicitation Report procedure
	
	
	

	
	
	2.3.1 RTT to / from ProSe function
	200
	
	QCI 5 delay budget *2

	
	2.4 Response reception
	685
	
	(5)

	
	
	
	
	
	

	3. Secure L2 link establishment
	
	
	

	
	3.1 Direct communication request
	70
	
	(6) 

	
	3.2 PC5 Authentication
	140
	
	RTT (6) (7)

	
	3.3 Direct communication response
	70
	
	(6)

	
	
	
	
	
	

	4. IP address assignment
	
	
	

	
	4.1 DHCPv4 Discovery
	70
	
	(6)

	
	4.2 DHCPv4 Offer
	70
	
	(6)

	
	4.3 DHCPv4 Request
	70
	
	(6)

	
	4.4 DHCPv4 Ack
	70
	
	(6)

	
	
	
	
	
	

	5. MCPTT registration
	
	
	

	
	5.1 SIP registration
	
	
	

	
	
	5.1.1 Sidelink latency
	70
	
	(6)

	
	
	5.1.2 RTT to / from MCPTT server
	120
	
	QCI 69 delay budget *2

	
	
	5.1.3 Sidelink latency
	70
	
	(6)

	
	5.2 Authentication procedure
	
	
	

	
	
	5.2.1 Sidelink latency
	70
	
	(6)

	
	
	5.2.2 RTT to / from MCPTT server
	120
	
	QCI 69 delay budget *2

	
	
	5.2.3 Sidelink latency
	70
	
	(6)

	
	
	
	
	
	

	6. MCPTT Session Establishment
	
	
	

	
	6.1 SIP invite
	
	
	

	
	
	6.1.1/6.1.3 RTT over sidelink
	140
	
	RTT  (6)

	
	
	6.1.2  RTT to/from MCPTT server
	120
	
	QCI 69 delay budget *2

	
	6.2 eMBMS information - SIP INFO
	
	
	(8)

	
	
	6.2.1 Delay from MCPTT server
	60
	
	QCI 69 delay budget

	
	
	6.2.2  Sidelink latency
	70
	
	(6)

	
	6.3 MBMS monitoring
	
	
	

	
	
	6.3.1 MBMS monitoring request
	70
	
	(6)

	
	
	6.3.2 MBMS monitoring response
	70
	
	(6)

	
	
	6.3.3 MBMS data latency
	40
	
	MCH Scheduling Period

	
	
	6.3.4 Sidelink latency for MBMS data
	70
	
	(6)

	
	
	
	
	
	

	
	
	
	4330
	
	TOTAL (ms)


Notes on assumptions used for the evaluation:

1) The User-to-Network Relay (layer 3 relay) is already attached to the network
2) Estimated times correspond to typical values or average transmission delays based on the relevant assumptions
3) PC5 interface uses FDD

4) Solicitation/response discovery model (Model B) is used

5) Discovery: Type 1 (autonomous selection in pool). Discovery period of 1.28 sec; discovery resource pool of 80ms (2 subframe bitmap repetitions); 1 retransmission of the discovery PDU; transmission probability set to 1

6) ProSe Communication: Mode 2 (autonomous selection in pool). PSCCH/SC period = 80 ms. SCI pool length=8 subframes. ProSe transmission resources are reserved for the next SC period upon data reception from higher layers (no pre-reservation). 8 data PDU (re)transmission opportunities per SC period. At the receiver: correct decoding of second data PDU occurrence
7) Assuming local PC5 authentication without EPC involvement
8) An MCPTT session realized over an MBMS bearer is considered in this evaluation (the alternative use of unicast bearers should not affect the findings of this evaluation)
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