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1. Introduction
In RAN#67 meeting, it was agreed to setup a new WI of “LTE-WLAN Radio Level Integration and Interworking Enhancement”. For the LTE/WLAN aggregation part of the new WI, it is decided to use Rel-12 DC 3C, 2C as the baseline structure [1] 
It is important to discuss and decide the UP architecture at the first place. In both DC 3C and 2C structure, the PDCP PDU is transferred from MeNB to SeNB, and in DC 3C split of bearer is supported. Thus for the new WI, it is assumed that PDCP PDU needs to be delivered from eNB to WLAN and transferred to UE over WLAN.
From structure view, a new interface of Xw between eNB and AP is setup. A new logical function will be used as the termination point of interface Xw. In this contribution, we would like to use the name WAF (WLAN Aggregation Function) for the logical node. In the real implementation, WAF could be setup on AP or AC, or even as a standalone device. These differences do not concern the UP architecture from 3GPP side.
In the following sections, we’ll discuss about several key issues for LTE/WLAN aggregation UP, and 7 possible solutions for UP architecture are proposed with basic analysis.
2. Discussion
2.1. Key Issues for UP

The LTE/WLAN Aggregation WI is based on 3GPP Rel-12 DC structure 2C and 3C, and requires the process and of PDCP PDU, a totally new packet type, over WLAN. Thus, several key issues need to be addressed firstly:

· KEY ISSUE 1: Identification and Delivery of PDCP PDU

Identification is needed if PDCP PDU needs to be delivered over WLAN, which traditionally is only used to transfer IP packet. If not, UE will not be able to differentiate between PDCP PDU and other normal IP packets. 
· KEY ISSUE 2: Mapping & Carrying of Bearer Identification for PDCP PDU
WLAN MAC does not have a field for the LCID/bearer ID information like 3GPP MAC. Once the PDCP PDU is transferred over WLAN, it is important that the LCID or bearer ID information is carried on together, otherwise the UE 3GPP chip would not be able to decide which entity the PDCP packet belongs.

· KEY ISSUE 3: User Plane of Xw Interface

Xw interface is setup to deliver PDCP packets between eNB and WLAN. The protocol stack could be based on TCP/IP or re-using existing 3GPP structures. Efficiency and implementation complexity need to be concerned.
2.2. Solutions to Key Issues - Overview 
For the above mentioned key issues, the detailed discussions and possible solutions are proposed below:
KEY ISSUE 1: 
The indicator could be applied at MAC/LLC, IP layer or even higher layers. It could be used by some specific field of packet header, or the port number of UDP/TCP. For the specific header fields, a new value could be applied or just we could just re-use certain existing values. The detailed solutions are discussed in the following sub sections.
KEY ISSUE 2:

One natural solution to this is to insert an “ID” field for bearer identification in front of PDCP PDU, to form a new payload structure shown in figure 1. And the new payload format is named as “PDCP-WLAN PDU” in the following parts. 
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Figure 1 PDCP-WLAN PDU – a new payload formats for PDCP PDU over WLAN
Proposal 1: It is proposed to define a new payload type as “PDCP-WLAN PDU” for PDCP PDU transmitted over WLAN, and include an “ID” field for bearer identification in front of PDCP PDU.

KEY ISSUE 3: 
To enable maximum reuse of existing structure, GTP-U/UDP/IP based protocol stack is recommended as the user plane protocol stack of Xw interface, between eNB and the WAF.

Proposal 2: GTP-U/UDP/IP based protocol stack is recommended as the user plane of Xw interface. 
2.3. Solution 1 - “Ethertype” based MAC Encapsulation
Each WLAN MAC SDU is extended with an LLC/SNAP header (figure 2) and the “Ethertype” field is used to indicate the type of WLAN MAC SDU: like IP, ARP etc.[2] A current list of the protocols using this field could be found here [3]. In figure 2, when OUI is set to value ox000000, the “Protocol ID” field is used as indication of “Ethertype”. This field can be utilized to indicate the PDCP-WLAN PDU packet offloaded from 3GPP.
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Figure 2 LLC/SNAP Header for WLAN MAC PDU
Based on the detailed usage of “Ethertype”, this kind of solution can be further divided into:

-  Solution 1A: Apply a new “Ethertype” value from IEEE
-  Solution 1B: Re-use existing “Ethertype” value
However, the architecture and protocol stacks are the same for these two approaches. The system architecture based on DC 3C structure is illustrated in figure 3 and the protocol stack is illustrated in figure 4. 
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Figure 3 System Architecture for Solution 1A/1B based on DC 3C.

A new layer PWAL (PDCP-WLAN Adaption Layer) is included in both WAF and UE. At UE side, its main function is to make adaption between PDCP-WLAN PDU in MAC SDU and PDCP PDU to/from UE’s 3GPP PDCP entity. At WAF side, its main function is to make adaption between PDCP-WLAN PDU in MAC SDU and GTP-U packets, maintain mapping of TEID with bearer identification. The LLC layer at WAF (mostly on AP or AC) and UE need to be modified to support the identification and process of the “new” MAC SDU type.
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Figure 4 UP Protocol Stack for Solution 1A/1B
2.4. Solution 2 –Higher Layer based Encapsulation

This solution encapsulates PDCP PDU in higher layer packets like UDP or TCP, and uses a specific port number for differentiation of the PDCP-WLAN PDU with packets of other applications. The specific port number could be either pre-allocated by 3GPP from IETF, or dynamic allocated during WLAN aggregation path setup procedures. And based on the differences of encapsulation point, this kind of solution can be further divided into:

-  Solution 2A: Encapsulation at the termination of Xw-U interface, i.e. on WAF
-  Solution 2B: Encapsulation at eNB, which is an end-to-end solution.
However, the architecture of UE is the same for these two approaches.
The system architecture based on DC 3C structure is illustrated in figure 5 and the protocol stack is illustrated in figure 6. A new layer PWAL (PDCP-WLAN Adaption Layer) is included in both WAF and UE. When UDP packets with the pre-defined port number arrive, they will be sent to PWAL but not application layer. At UE side, PWAL’s main function is to make adaption between PDCP-WLAN PDU encapsulated in UDP and PDCP PDU to/from UE’s 3GPP PDCP entity. At WAF side, its main function is to make adaption between PDCP-WLAN PDU encapsulated in UDP and GTP-U packets, maintain mapping of TEID with bearer identification. 
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Figure 5 System Architecture for Solution 2A (UDP Encapsulation) based on DC 3C.
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Figure 6 UP Protocol Stack for Solution 2A (UDP Encapsulation)
The benefit for solution 2A is that it remains transparent to legacy APs (if WAF is not located at AP, thus the AP would not need to do the WAF work). But since UDP and IP headers are inserted, the efficiency is low.

Solution 2B is one further deviation, which directly setups the IP based communication path between eNB and UE over WLAN interface (assuming eNB and UE are IP reachable). Thus adaption and encapsulation is done at eNB directly, with no GTP-U tunnel or even WAF involved. This is a more flexible and easy implementations.
2.5. Solution 3 – IP based Encapsulation

This solution directly puts PDCP-WLAN PDU as IP packet payload and uses specific fields of IP header as the indications of the packet type. Based on the parameters used for indication, it can be further divided into:

-  Solution 3A: Identification based on “IP address” field;
-  Solution 3B: Identification based on “Protocol” field, with new applied value from IETF
-  Solution 3C: Identification based on “Protocol” field, reusing existing value
In solution 3A, WAF puts the PDCP-WLAN PDU in IP payload, and setup the original IP address to be the WAF’s IP address at WLAN side. And UE will assume all IP packets from WAF to be encapsulated PDCP-WLAN PDU. Normally WAF should not have IP communication directly with UE, the IP address in this way could be used as identification.
The system architecture based on DC 3C structure is illustrated in figure 7 and the protocol stack is illustrated in figure 8.A new layer PWAL (PDCP-WLAN Adaption Layer) is included in WAF and UE. At UE side, its main function is to make adaption between PDCP-WLAN PDU in IP and PDCP PDU to/from UE’s 3GPP PDCP entity. At WAF side, its main function is to make adaption between PDCP-WLAN PDU in IP and GTP-U packets, maintain mapping of TEID with bearer identification.
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Figure 7 System Architecture for Solution 3A based on DC 3C.
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Figure 8 UP Protocol Stack for Solution 3A/3B/3C
In solution 3A, processing at WLAN AP is the same, or transparent to legacy APs (if WAF is not located at AP, thus the AP would not need to do the WAF work). And no specification impacts are needed.
One alternative of using IP layer encapsulation is solution 3B or 3C. Like shown in the figure 9, the IP header provides a field of “Protocol” to describe the higher layer packet type of IP payload, like TCP or UDP etc. We could apply for a new “Protocol” from IETF for the PDCP-WLAN PDU. Solution 3B is to apply a new value of “Protocol” from IETF, while solution 3C is to re-use some existing values (e.g. 61 Any host internal protocol) and thus do not affect IETF. The IP layer will forward the specific type of IP packet indicated by “Protocol” to PWAL for process. The protocol stack of solution 3A, 3B and 3C are the same.
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Figure 9 IP Header “Protocol” Field [4]
2.6. Solutions Summary:
In sections 2.3 to 2.5, we discussed about 7 solutions to address the issue of PDCP-WLAN PDU transfer over WLAN. The system architecture could be also applied to DC 2C structure with reasonable but minor modifications. And the protocol stacks are the same for DC 3C and DC 2C. The detailed solution comparisons are listed in table 1. In all the possible solutions for UP, a new adaption layer is always needed in the protocol stack of WAF and UE to make adaption for PDCP PDU to be transferred over WLAN.
Proposal 3: It is proposed to apply a new adaption layer named as PWAL (PDCP WLAN Adaption Layer) to make adaption for PDCP PDU transferred over WLAN.
Proposal 4: It is proposed to discuss the solutions above (1A, 1B, 2A, 2B, 3A, 3B, 3C) at RAN2 for LTE/WLAN aggregation UP architecture.
3. Conclusion
It is proposed that RAN2 could discuss and capture the following proposals:
Proposal 1: It is proposed to define a new payload type as “PDCP-WLAN PDU” for PDCP PDU transmitted over WLAN, and include an “ID” field for bearer identification in front of PDCP PDU.

Proposal 2: GTP-U/UDP/IP based protocol stack is recommended as the user plane of Xw interface.
Proposal 3: It is proposed to apply a new adaption layer named as PWAL (PDCP WLAN Adaption Layer) to make adaption for PDCP PDU transferred over WLAN.
Proposal 4: It is proposed to discuss the solutions above (1A, 1B, 2A, 2B, 3A, 3B, 3C) at RAN2 for LTE/WLAN aggregation UP architecture.
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Table 1 UP Solutions Comparisons
	Solutions
	1A
	1B
	2A
	2B
	3A
	3B
	3C

	Contents
	MAC Encapsulation,
New “Ethertype”
	MAC Encapsulation,
Re-use “Ethertype”
	UDP/TCP Encapsulation 
from WAF
	UDP/TCP Encapsulation 
from eNB
	IP Encapsulation , 
 differentiation based on IP Address
	IP Encapsulation ,  new Protocol value
	IP Encapsulation , Re-use Protocol value

	Impacts to non-3GPP standards
	Impacts to SNAP
	No
	No1
	No1
	No
	Impacts to IP
	No

	UE Impacts
	Yes, Impacts to WLAN MAC
	Yes, Impacts to 
WLAN MAC
	Yes, 
Impacts to OS
	Yes, 
Impacts to OS
	Yes, 
Impacts to OS
	Yes, 
Impacts to OS
	Yes, 
Impacts to OS

	AP Impacts
	Yes, Impacts to 
AP MAC
	Yes, Impacts to 
AP MAC
	No2
	No2
	No2
	No2
	No2

	Efficiency
	High
	High
	Low
	Low
	Med
	Med
	Med

	Pros
	High Efficiency
	High Efficiency
	Transparent to AP2
	Transparent to AP2
	Transparent to AP2
	Transparent to AP2
	Transparent to AP2

	Cons
	Need IEEE approval for new type value
	Potential conflict issue
	Low Efficiency
	Low Efficiency
Need extension to current Xw Interface
	Efficiency not high
	Need IETF approval for new type value
Efficiency not high
	Potential conflict issue
Efficiency not high


Notes:

1. If no specific port number is required.

2. Under conditions when WAF is not located on AP.
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