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1
Introduction
In RAN2#87 meeting, the following agreements are reached. 
	=>
Include a MAC PDU format version number in the first field of D2D MAC PDU.


However, how to include this format version number into the D2D MAC PDU and what the D2D MAC PDU format is like was not clear.
In this contribution, we first compare the MAC PDU formats between LTE and 802.11 WLAN, and then illustrate why LTE did not have multiple MAC PDU formats and does not need to support too many MAC PDU formats. We will also discuss the possible D2D MAC PDU formats.
2
Analysis of MAC PDU formats

For some networks (e.g. 802.11 WLAN) other than LTE, in MAC layer the information elements (IEs) are placed at the pre-defined fixed positions in the MAC PDU with a pre-defined order. For example, in 802.11 WLANs, the MAC frame format is shown in Fig.1. For this kind of format, if an IE needs to be removed, or if a new IE needs to be added but no enough reserve bits, a new MAC frame format should be used (but rarely happens). Therefore, at the beginning of 802.11 WLAN MAC frame, a protocol version IE (2 bits) is used to indicate the MAC frame version number.

Observation 1: For 802.11 WLAN, in MAC layer the information elements (IEs) are placed at the pre-defined fixed positions in the MAC PDU with a pre-defined order. For this kind of format, if an IE needs to be removed, or if a new IE needs to be added but no enough reserve bits, a new MAC frame format should be used (but rarely happens). Therefore, at the beginning of 802.11 WLAN MAC frame, a protocol version IE (2 bits) is used to indicate the MAC frame version number.
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Fig.1 MAC frame format of 802.11 WLAN

However, in LTE network, a very different MAC PDU format is introduced than 802.11 WLAN. The IEs are placed in MAC CEs, and MAC sub-headers are used to indicate the presence and positions of the MAC CEs, as shown in Fig.2. The advantage of LTE MAC PDU format is robustness and stability. It is simple to add an IE (i.e. MAC CE) in the MAC PDU or remove an IE from the MAC PDU, without change of the MAC PDU format. However, the MAC subheaders also introduced more overheads to the LTE MAC PDU.
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Fig.2 LTE MAC PDU format
Observation 2: in LTE network, the IEs are placed in MAC CEs and MAC sub-headers are used to indicate the presence and positions of the MAC CEs. The advantage of LTE MAC PDU format is robustness and stability. It is simple to add an IE (i.e. MAC CE) in the MAC PDU or remove an IE (i.e. MAC CE) from the MAC PDU, without change of the MAC PDU format. However, these MAC sub-headers also introduce more overheads to the LTE MAC PDU.
For LTE D2D, we agreed to inherit the philosophy of LTE MAC PDU format, i.e. using MAC sub-headers, so LTE D2D inherits the advantages of LTE MAC PDU format, including robustness and stability, and also the drawbacks including more overheads. Therefore, it is unworthy to add too much overheads for indicating MAC PDU format if we are not aware of any need of a new format.
Observation 3: LTE D2D inherits robustness and stability of LTE MAC PDU format, and also the overheads for MAC sub-headers. It is unworthy to add too much overheads for indicating MAC PDU format if we are not aware of any need of a new format.

2
Options of D2D MAC PDU formats
The following options can be considered as D2D MAC PDU format.
Option 1: One byte is placed at the beginning of the D2D MAC PDU followed by source and target IDs, and some bits (e.g. 2 bits) of this byte are used to indicate the MAC PDU format version, and the others are reserved.
· If the format version field indicates an unknown format, the receiving UE should discard the MAC PDU.
Option 2: Some bits (e.g. 2 bits) at the beginning of the source ID are used to indicate the MAC PDU format version, and the residual bits are used to indicate the source ID.
· If the format version field indicates an unknown format, the receiving UE should discard the MAC PDU.
Option 3: Some reserved bits (e.g., 1 or 2 bits) in the first MAC sub-header are used to indicate the MAC PDU format version. The source and target IDs are placed after the first MAC sub-header or after all MAC sub-headers.
· If the format version field indicates an unknown format, the receiving UE should discard the MAC PDU.
Option 4: Some reserved bits (e.g., 1 or 2 bits) in all MAC sub-headers are used to indicate the MAC PDU format version. The source and target IDs are placed after all MAC sub-headers.

· If the format version fields in all the MAC sub-headers indicate an unknown format, the receiving UE should discard the MAC PDU. Otherwise, if the format version field in a MAC sub-header indicates a known format version, the receiving UE can receive the corresponding MAC SDU/CE.
Option 5: A new MAC CE is defined to carry both the source and target IDs, and a new MAC sub-header corresponding to the MAC CE is incorporated in the MAC PDU. The reserved bits or the LCID of the MAC sub-header is used to indicate the MAC PDU format version.
· If the MAC sub-header corresponding to the source and target IDs indicates an unknown format, the receiving UE should discard the MAC PDU.
3
Compare the options of D2D MAC PDU formats
The options of the D2D MAC PDU formats are illustrated and analyzed as in Table. 1.
Table.1 Options of D2D MAC PDU format
	No.
	options
	Analysis
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	Pros: Simple.

Cons: 1 extra byte is consumed in each D2D MAC PDU.

	2
	[image: image4.wmf]...

 

MAC header

Groupcast 

MAC payload

R

/

R

/

E

/

LCID

/

F 

sub

-

header

...

 

MAC SDU 

MAC SDU

 

Padding 

(

opt

)

Source ID 

R

/

R

/

E

/

LCID

/

F 

sub

-

header

R

/

R

/

E

/

LCID padding 

sub

-

header

R

/

R

/

E

/

LCID

/

F 

sub

-

header

Target ID

MAC SDU 

Source ID

V

V

Source ID


	Pro: Save some bits in each D2D MAC PDU.
Cons: The Source ID (i.e., UE identity) is not byte aligned.
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	Pros: Save one byte in each D2D MAC PDU.
Cons: maximum format versions number supported are 2 or 4 (depending on 1 or 2 bits used for version number indication).
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	Pros: (1) Save one byte in each D2D MAC PDU; (2) flexible to support the case that the new release transmitting UE wants to transmit some new MAC CEs/SDUs to new released UEs while transmit SDUs to all UEs in the group in a same MAC PDU. 
Cons: maximum format versions number supported are 2 or 4 (depending on 1 or 2 bits used for version number indication).
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	Pros: Simple and consistent with LTE MAC PDU philosophy.
Cons: 1 extra byte is consumed for the new MAC sub-header corresponding to “Source&Target IDs MAC CE” in each D2D MAC PDU.


Based on the analysis above, option 1&5 will consume one extra byte in each MAC PDU, which is a big waste compared to the payload which could be only 40 bytes for VoIP packets. However, Option 5 is consistent with the existing LTE MAC PDU format. Option 2&3&4 can save one byte in each MAC PDU. However, option 2 makes the UE ID not byte aligned, so it will introduce further issue if the UE ID is used as target when we will support 1:1 D2D communication in Rel-13. 
Based on the analysis above, we tend to prefer options 3&4 for D2D MAC PDU format if we consider the efficiency. However, if we consider minimizing the changes to existing LTE MAC PDU format, option 5 should be selected.
Proposal 1: If RAN2 considers the efficiency, D2D MAC PDU format version number can be placed in the MAC sub-headers of MAC SDUs/CEs (options 3). If RAN2 considers minimizing the changes of existing LTE MAC PDU format, source and target IDs can be placed in a MAC CE (option 5).
4
Conclusion
In this contribution, we give some options of D2D MAC PDU format. After comparison of the options, we have a proposal. 
Observation 1: For 802.11 WLAN, in MAC layer the information elements (IEs) are placed at the pre-defined fixed positions in the MAC PDU with a pre-defined order. For this kind of format, if an IE needs to be removed, or if a new IE needs to be added but no enough reserve bits, a new MAC frame format should be used (but rarely happens). Therefore, at the beginning of 802.11 WLAN MAC frame, a protocol version IE (2 bits) is used to indicate the MAC frame version number.

Observation 2: in LTE network, the IEs are placed in MAC CEs and MAC sub-headers are used to indicate the presence and positions of the MAC CEs. The advantage of LTE MAC PDU format is robustness and stability. It is simple to add an IE (i.e. MAC CE) in the MAC PDU or remove an IE (i.e. MAC CE) from the MAC PDU, without change of the MAC PDU format. However, these MAC sub-headers also introduce more overheads to the LTE MAC PDU.
Observation 3: LTE D2D inherits robustness and stability of LTE MAC PDU format, and also the overheads for MAC sub-headers. It is unworthy to add too much overhead for D2D MAC PDU format version number if we are not aware of the need of a new format.

Proposal 1: If RAN2 considers the efficiency, D2D MAC PDU format version number can be placed in the MAC sub-headers of MAC SDUs/CEs (options 3). If RAN2 considers minimizing the changes of existing LTE MAC PDU format, source and target IDs can be placed in a MAC CE (option 5).
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