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1 Introduction
In the previous meetings we have discussed about the fields in the PDCP header if the PDCP SDUs are secured by the PDCP entity. Whether to apply security or not is configurable [1]. In this paper we discuss the PDCP header for the case security is not applied by the PDCP entity.
2 Discussion
If the security is applied to PDCP SDUs then the PDCP header consists of L3 PDU Type, 5 LSBs of PGK ID, PTK ID and PDCP SN as shown in Figure 1. 
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Figure 1
L3 PDU Type: L3 PDU type identifies whether the PDCP SDU in PDCP PDU is an ARP or IP packet. So, L3 PDU type is needed in the PDCP header irrespective of whether security is applied or not to the PDCP SDUs.
Observation 1:  L3 PDU type is needed in the PDCP header irrespective of whether security is applied or not to the PDCP SDUs
PGK ID/PTK ID: PGK ID and PTK ID identify the group key and traffic key used to secure the PDCP SDU respectively. So, PGK ID and PTK ID in PDCP header are needed only if the security is applied to the PDCP SDUs. 
Observation 2:  PGK ID and PTK ID in PDCP header are needed only if the security is applied to the PDCP SDUs. 

PDCP SN: PDCP SN is used an input to encryption algorithm. For WAN communication, PDCP SN is also used for [2]:

· In-sequence delivery of upper layer PDUs at PDCP re-establishment procedure for RLC AM;

· Duplicate detection of lower layer SDUs at PDCP re-establishment procedure for RLC AM;

· Retransmission of PDCP SDUs at handover for RLC AM;

All these functions are not needed for D2D communication because RLC AM is not used for D2D communication, PDCP re-establishment is not defined for D2D communication and handover is not applicable to D2D communication. 

So PDCP SN may not be needed if security is not applied.

Table 2 illustrates various options for PDCP header if security is not applied to PDCP SDUs.
Table 1 PDCP Header Options if security is not applied
	Options
	PDCP Header Fields
	Remarks

	Option 1
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PGK ID and PTK ID are set to pre-defined values (e.g. zeroes)
	Header overhead is large.

	Option 2
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PGK ID and PTK ID are not included in the PDCP header
	Header overhead is reduced by 2 bytes.

	Option 3
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PGK ID, PTK ID and PDCP SN are not included in the PDCP header
	Header overhead is reduced by 4 bytes.
For voice packets this reduction is significant.


Proposal: RAN2 to discuss the options listed in Table 1 and decide on the option to be adopted for PDCP header if security is not applied.

3 Conclusion

In this paper we have discussed various options for PDCP header for the case security is not applied by the PDCP entity. We propose:
Proposal: RAN2 to discuss the options listed in Table 1 and decide on the option to be adopted for PDCP header if security is not applied.
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