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1 Introduction
In RAN3#85, RAN3 discussed the means to avoid initiating handover of category 0 UEs towards a target eNB that does not comprehend the meaning of category 0, or towards a target cell that does not allow access by category 0 UEs. In order to ensure this, it is needed for the eNB to know the setting of “Category0 allowed/not allowed” of neighbour eNBs.
RAN3 think that the solution depends on whether the setting of “Category0 allowed/not allowed” can change, and how frequent the change will be:

· If it is not changed, or rarely changed, the OAM solution could be used.

· Otherwise the signalling over S1AP and X2AP could be used.

RAN3 assumed that the setting of “Category0 allowed/not allowed” change rarely. In LS [1], RAN3 would like to ask RAN2 to confirm the RAN3 assumption.
In this contribution, we will provide the feedback to RAN3.
2 Discussion
In order to provide the feedback to RAN3, the following three scenarios need to be considered:
· Scenario 1: target eNB is a legacy eNB which cannot comprehend the meaning of category 0;
· Scenario 2: target eNB can comprehend the meaning of category 0 (i.e. support Rel-12 ASN.1) but doesn’t support the low cost MTC functionalities;
· Scenario 3: target eNB can comprehend the meaning of category 0 (i.e. support Rel-12 ASN.1) and supports the low cost MTC functionalities;
For Scenario 1 and 2, it is apparent that the OAM solution is sufficient, since the capability of the target eNB will change rarely (maybe will only change once due to system upgrade).
For Scenario 3, it might be debatable whether the setting of “Category0 allowed/not allowed” will be changed frequently. Technically, in case the target eNB is congested due to the surge of MTC accesses, the target eNB could change the setting from “Category0 allowed” to “Category 0 not allowed” to prevent the access/hand in of category 0 UEs. Later, if congestion of the target eNB is alleviated, the target eNB could then change the setting from “Category0 not allowed” back to “Category 0 allowed”. Change the setting of “Category0 allowed/not allowed” provides an effective access control mechanism to prevent the network from being congested due to massive MTC accesses. This is especially beneficial in case EAB is not deployed in the network. 
For Scenario 3, since the setting of “Category0 allowed/not allowed” might be changed in accordance with the cell load, the S1AP/X2AP signalling solution is more suitable comparing to the OAM solution. The S1AP/X2AP signalling solution is also applicable to Scenario 1 and 2. The detailed signalling design is up to RAN3 to decide.
Proposal: Answer to RAN3 that the setting of “Category0 allowed/not allowed” might be changed by the eNB in accordance with the cell load.
3 Conclusion

In this contribution, we analyzed whether the setting of “Category0 allowed/not allowed” will be changed in different scenarios, and we have the following proposal:
Proposal: Answer to RAN3 that the setting of “Category0 allowed/not allowed” might be changed by the eNB in accordance with the cell load.
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