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1 Introduction
In RAN2#85 meeting, RAN2 agreed to introduce ACB bypassing as a solution for smart congestion mitigation in LTE. 

1
RAN2 intends to standardize ACB skipping in Rel-12 Stage 3 specifications for MMTEL voice/video and SMS access attempts, in accordance with SA1 requirements in [2][3].

2
Implementation of the feature in earlier releases should from RAN2 point of view be allowed (e.g. magic sentence in CR).
3
3 bits in SIB2 indicate whether or not access attempts for MMTel voice, MMTel video and SMS shall skip ACB functionality, respectively.

Recently CT1 has progressed in their work to standardize the ACB bypass (see LS C1-143387 [1]). In short, the introduced solution is following:

1. The IMS layer indicates to the NAS layer about the start and stop of MMTEL voice or video call or SMS over IP.

2. When a Service Request is generated by NAS, the NAS layer indicates to the RRC layer with the new call types that the RRC connection establishment is due to MMTEL voice, video, or SMS (over IP and over CS).
3. RRC layer allows bypassing ACB according to the new call types and broadcasted parameters. 

In this contribution, we discuss some open issues of this bypassing solution and what are the impacts of the solution to the RRC specification. 
2 Discussion

2.1 ACB bypass in case of RAN sharing
Current ACB mechanism is common for all PLMNs sharing the radio network. This means that when the RAN or core network is congested, all UEs get similar treatment independent to which network there are accessing. 
On the other hand, later on, SA plenary stated that all functionalities related to access control should be per PLMN. Thus also Extended Access Barring parameters were introduced per PLMN.
Now the question is if ACB bypass should be introduced per PLMN or not. We should consider the following scenarios:

1. RAN is congested. Then it is preferable to bar all PLMNs equally. 

2. CN nodes of all PLMNs are congested. Then it is also preferable to bar all PLMNs equally.

3. CN node of certain PLMN is congested. In this scenario it can be questioned that if barring could be used at all as then with existing mechanisms, all UEs are barred even intention is to reduce the congestion of one PLMN only.    
As a conclusion, we see that there is no strong motivation to have ACB bypass per PLMN,as long as ACB is not per PLMN.
Proposal 1 Broadcasted bypass parameters should common for all PLMNs as long as ACB is common for all PLMNs.
2.2 Allowing bypass while T303 is running
As indicated in the LS R2-141005, it may happen that the UE is first accessing the network for the normal data transmission. Then it is subject to ACB and maybe barred. When the UE is barred due to mobile originating data call, timer T303 is started. Also when the barring starts, RRC layer tells to the NAS that barring is ongoing and the NAS layer should not generate Service Requests. Later on, the UE may access for MMTEL voice or video call or SMS. Then Service Requests should be allowed again. 
It can be seen from CR for 23.401 (C1-143396) that this scenario has been taking care by CT1 by allowing Service Request for MMTEL voice/video and SMS even the lower layer has been indicated that the UE is subject to barring. On the other hand, from RRC point of view, it is not problematic that RRC Connection Establishment is triggered while T303 is running as this timer is not checked in the beginning of the establishment procedure. 
Observation 
NAS may trigger Service Requests while T303 timer is running. From RRC point of view, this is not problematic and there is no need to change timer behaviour. 
2.3 Call type for Tracking Area Update

As can be seen from the CR for 23.401, there are new call types ("originating MMTEL voice", "originating MMTEL video",…)  which are used when user plane resources are requested and Service Request triggered for the ongoing voice/video/SMS call. Earlier in this case call type "originating calls" was used. However, in the solution adopted by CT1, a new call type is also used when the connection is established for signalling to send Tracking Area Update. Earlier in this case call type “"originating signalling" was used whereas now this is replaced by "originating MMTEL voice" etc.
If the ACB bypass is allowed by the network, it should not be problematic to use new call types for both data and signalling as in both cases, ACB is bypassed. However, when the bypass is not allowed by the network, then the UE should apply legacy behaviour. However, the RRC layer sees only new call types (“originating MMTEL voice…”) and the separation between establishment due to signalling and user plane cannot be done anymore in the RRC layer. It should be noted that currently the barring parameters are different for these two cases.

We propose RAN2 to discuss this issue and discuss how common is the scenario where these two cases (TAU and voice call) occur at the same time. If this is considered as a common case, LS could be sent to CT1 about the issue. Then CT1 could introduce different call types for signalling and data scenario.

Proposal 2 Discuss the issue that separation between call types “originated signalling” and “originated calls” is lost and thus those accesses cannot be barred with different parameters during voice/video/SMS call. 
Proposal 3 If issue with the call type for TAU is seen as a problem, send LS to CT1 to request how to fix this.     
Stage 3 for ACB bypassing
The impacts of ACB bypass mechanism are rather limited to the RRC specification:

· When new RRC connection is established, there is a need to check the new call type and bypass ACB if allowed by the network
· New bypass bits need to be introduced to System Information block. It is natural to use SIB2 for this purpose.

The CR for ACB bypass is given in [2].

3 Conclusion

In this contribution, we have studied open issues for RRC bypass solution and made the following proposals and observations:

Proposal 1
Broadcasted bypass parameters should common for all PLMNs as long as ACB is common for all PLMNs.
Observation 
NAS may trigger Service Requests while T303 timer is running. From RRC point of view, this is not problematic and there is no need to change timer behaviour.
Proposal 2
Discuss the issue that separation between call types “originated signalling” and “originated calls” is lost and thus those accesses cannot be barred with different parameters during voice/video/SMS call.
Proposal 3
If issue with the call type for TAU is seen as a problem, send LS to CT1 to request how to fix this.
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