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1
Introduction 
In RAN2#86, two agreements are made as the following:
	RAN2#86 Agreements
The selection among WLAN APs that fulfil the RAN rules is up to UE implementation. 

We intend to support providing priorities of WLANs. 


Based on the above agreements, the UE behaviour upon WLAN selection and re-selection among WLANs that fulfil the RAN rules is confusing. It is unclear whether the UE is supposed to select WLAN based on the UE implementation or based on a priority provided by RAN. In this contribution, we will give our views on the UE behaviour upon WLAN selection and re-selection to co-exist with the current agreements. In addition, more parameters should be introduced to assist UEs in WLAN selection and re-selection.
2 Discussion
As the priority associated to WLANs is supported, the scenario which multiple WLANs fulfil the RAN rules for access network selection and traffic steering could be discussed about the UE behaviour. The scenario is illustrated as the following with two WLAN APs with different priority configuration. WLAN B is associated with higher priority compared to WLAN A.
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Fig. 1
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Fig. 2

Case 1: A UE moves into (Fig. 1) or across (Fig. 2) the overlapped coverage.

In Case 1, should WLAN re-selection be triggered?  i.e. the UE re-selects WLAN B with higher priority when moving into the overlapped coverage, and even re-selects back to WLAN A when moving across the overlapped coverage.

Case 2: A UE is placed in the overlapped coverage.

In Case 2, should the UE select WLAN based on the UE implementation or based on a priority provided by RAN? 

In these two cases, we could understand that WLAN selection and re-selection in the UE becomes complex because the handling of priority in UE is unclear. With provisioning of priority for UEs to follow, it may result in frequent WLAN selection or re-selection in UEs. Consequently, frequent WLAN selection and re-selection may lead to negative impact on UEs, e.g., user experience, battery consumption, and etc.
Observation 1: Frequent WLAN selection and re-selection would negatively affect the user experience and the battery consumption.

Since the priority configuration associated with WLANs is given by RAN,  we could understand that priority is determined in the view of the network. The priority configuration may be determined by considering loading balance, WLAN networks, or WLAN operators. Therefore, the priority configuration may neglect the user experience or the user preference, such as the battery consumption or the received WLAN signal strength. A UE may prefer a lower priority WLAN with higher WLAN signal strength rather than a higher priority WLAN with lower WLAN signal strength. Furthermore, considering Case 1 in Figs. 1-2, a better UE behavior is to route the traffic to WLAN A even with lower priority. WLAN re-selection should not be triggered because of the priority configuration given by RAN, especially in the discussed scenario. Therefore, it would be better left to the UE implementation when multiple WLANs fulfill the RAN rules.

The priority configuration should be a recommendation for UEs to select WLAN. UEs can take the priority recommendation in WLAN selection and re-selection. The mechanism that the UE autonomously selects and re-selects WLAN for access network selection and traffic steering is a simple alternative. Although operators would not have full control over UEs to select WLAN when multiple WLANs fulfill the RAN rules, UEs may have better user experience. Besides, the UE implementation of WLAN selection and re-selection will not lead to overloaded WLAN APs because the RAN rules are fulfilled. That is, the condition of WLAN channel utilization (BSS load) is satisfied (less than a threshold).
Observation 2: The configuration of priority should be a recommendation for UEs to select and re-select WLAN.

Observation 3: The selection among WLANs that fulfil the RAN rules would be better left to the UE implementation. 

Based on the current agreements, if the RAN only provides a priority recommendation to UEs, UEs would not have sufficient information for WLAN selection and re-selection. UE may not select an appropriate WLAN AP for routing traffic because UE has no further information about the detected WLAN APs. What the foreseeable UE behavior is that UE spends time and power [1] finding a WLAN AP and waits for authentication [2]. However, if the RAN can provide additional information related to WLAN APs/IDs to UEs, UEs can reduce the effort for WLAN scanning and WLAN selection, and can also decide whether to perform WLAN re-selection as the discussed scenario shown in Figs. 1-2.
Since we agreed that the RAN broadcasts WLAN IDs which may be associated with priority, more parameters associated with WLAN IDs can be introduced to assist UEs in WLAN selection and re-selection, even in WLAN scanning. The additional information can include operating frequency information of WLANs and an indicator of trusted/untrusted WLAN [3]. Operating frequency information of WLANs, i.e., frequency/band/channel, can assist UEs in reducing the battery consumption and shortening the scanning time in WLAN scanning. UE could only scan specific WLAN channels given in operating frequency information. As introduced in [4], the total number of WiFi channels in used bands (2.4GHz, 3.6GHz and 5 GHz) is almost 70. 7 bits can be used to indicate the operating frequency of WLANs for operator-controlled WLANs. The indicator of trusted/untrusted WLAN can assist UEs in select a WLAN AP with the shorter authentication processing time [2]. Therefore, in the scenario which multiple WLANs fulfil the RAN rules, UE can select WLAN by further considering the indicator of trusted/untrusted WLAN, not just totally depending on the UE implementation, e.g., the received WLAN signal strength.
	Parameter
	No. of bits

	Operating frequency information
	7

	Indicator of trusted/untrusted WLAN
	1


	Authentication 
	Time (sec)

	Full authentication
	1.244

	Re-authentication
	0.605


When UE detects multiple WLANs with the same priority, UE would select one of multiple WLANs with equal probability. The UE behavior to select WLAN is unpredictable to the network/operator. However, if the additional information, i.e., the indication of trusted/untrusted WLAN, is provided and associated with WLAN IDs/APs, UE is supposed to select the trusted WLAN with the shorten authentication processing time. Therefore, the benefits of introducing two more parameters includes lower battery consumption and shorten authentication/waiting time.

Proposal 1: RAN2 should introduce operating frequency information of WLANs and an indicator of trusted/untrusted WLAN for UE in WLAN scanning, WLAN selection, and WLAN re-selection.
3
Conclusions
In this contribution, we discuss about the UE behaviour upon WLAN selection and re-selection. We also suggest that RAN2 should introduce additional information for UE in WLAN scanning and WLAN selection:
Observation 1: Frequent WLAN selection and re-selection would negatively affect the user experience and the battery consumption.

Observation 2: The configuration of priority should be a recommendation for UEs to select and re-select WLAN.

Observation 3: The selection among WLANs that fulfil the RAN rules would be better left to the UE implementation. 

Proposal 1: RAN2 should introduce operating frequency information of WLANs and an indicator of trusted/untrusted WLAN for UE in WLAN scanning, WLAN selection, and WLAN re-selection.
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