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1 Introduction

In RAN2#86, the following agreement was made:

“Access group control is not done for UEs with the highest access class 11-15.  FFS how this is done and implemented. ”
In this contribution we raise some concerns with regards to this agreement, and how it goes againt the existing requirements for handling of UE which are assigned one of these High Priority Access Classes.
2 Discussion 
2.1 Special access classes 

Access control requirements are defined in TS 22.011. The purpose of access control is to prevent, under certain circumstances, users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a PLMN [1]. Furthermore, among all the requirements specified in [1], it is also mentioned that special access classes should follow the same principle as the rest of access classes. 
The agreement reached in RAN2#86 goes against basic requirements established in [1]. The network should still have the possibility to block any access class regardless of its nature. It is, furthermore, arguable why an access class e.g. 13 (public utilities such as water/gas supply) may have "higher access priority" than normal access classes.


Also, the special access classes do not have any special treatment for ACB in Idle mode, DSAC and PPAC, and there is no reason why there should be a special treatment for them in CELL_FACH state. 
Proposal 1 All access classes, apart from AC 10 (Emergency) are subject to Rel-12 access control in CELL_FACH state.

2.2 Control of special access classes

The access class knowledge is used by the NAS layer in the UE to prevent or allow establishment of a new signalling connection when ACB, DSAC and/or PPAC is configured by RRC.

In MAC specifications, the access class is only used to identify the ASC the UE has to apply when the UE access the network in Idle Mode. When the UE is in Connected Mode, the MAC Logical Channel Priority is used instead of the access class. The MLP is configured by the network. This means that in order to achieve a similar behaviour in Connected Mode as in Idle Mode, networks already today have to have a mechanism to map MLPs to certain UE characteristics. This has also been identified during the email discussion which followed RAN2#86 and captured in [2].
When establishing a connection, the core network should provide enough information to the RAN to establish the appropriate RABs, and the network algorithms should ensure that the quality of service for different RABs are taken into account. Thus, the UE does not need to convey access class information to the RAN.

Release 12 access control mechanism relies on "Access Groups" concept. The network could allocate certain access groups to UEs with special requirements, subscription information, or any other information which is considered relevant to the network. 

Conclusion 1 The special access class(es) could be known at the network.
3 Conclusion

Based on the discussion in section 2, we propose the following:
Proposal 1
All access classes are subject to Rel-12 access control in CELL_FACH state.
Conclusion 1
The special access class(es) could be known at the network.
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