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1 Introduction
In RAN2#85 meeting, RAN2 agreed to introduce ACB bypassing as a solution for smart congestion mitigation in LTE. 

1
RAN2 intends to standardize ACB skipping in Rel-12 Stage 3 specifications for MMTEL voice/video and SMS access attempts, in accordance with SA1 requirements in [2][3].

2
Implementation of the feature in earlier releases should from RAN2 point of view be allowed (e.g. magic sentence in CR).
3
3 bits in SIB2 indicate whether or not access attempts for MMTel voice, MMTel video and SMS shall skip ACB functionality, respectively.

In this contribution, we discuss some open issues of this bypassing solution and how this solution can be realized in Stage-3. 
2 Discussion

2.1 ACB bypass in case of RAN sharing
Current ACB mechanism is common for all PLMNs sharing the radio network. This means that when the RAN or core network is congested, all UEs get similar treatment independent to which network there are accessing. 
On the other hand, later on, SA plenary stated that all functionalities related to access control should be per PLMN. Thus also Extended Access Barring parameters were introduced per PLMN.
Now the question is if ACB bypass should be introduced per PLMN or not. We should consider the following scenarios:

1. RAN is congested. Then it is preferable to bar all PLMNs equally. 

2. CN nodes of all PLMNs are congested. Then it is also preferable to bar all PLMNs equally.

3. CN node of certain PLMN is congested. In this scenario it can be questioned that if barring should be used so much at all as then all UEs are barred even intention is to reduce the congestion of one PLMN only.    
As a conclusion, we see that there is no strong motivation to have ACB bypass per PLMN, considering that ACB is not per PLMN.
Proposal 1 As there is no strong motivation to have ACB bypass per PLMN, broadcasted parameters are common for all PLMNs 
2.2 Allowing bypass while T303 is running
As indicated in the LS R2-141005, it may happen that the UE is first accessing the network for the normal data transmission. Then it is subject to ACB and maybe barred. When the UE is barred due to mobile originating data call, timer T303 is started. Also when the barring starts, RRC layer tells to the NAS that barring is ongoing and the NAS layer should not generate Service Requests. Later on, the UE may access for MMTEL voice or video call or SMS. Then Service Requests should be allowed again.

Looking at current RRC 36.331 Section 5.3.3.7, the expiration of T303 triggers indication to the NAS layer that the barring is over. This similar interaction can be also used in the new scenario when the access is allowed again due to ACB bypass.  
1>
if timer T303 expires or is stopped:

2>
if timer T302 is not running:

3>
inform upper layers about barring alleviation for mobile originating calls;

Proposal 2 When higher layers indicates that the ACB bypass is allowed, the RRC layer should stop T303 resulting indication to NAS layer
2.3 Stage-3 for bypassing ACB for SMS

In the latest CT1 meeting, CT1 discussed solutions how to model IMS/NAS and RRC layer interactions for ACB bypass. CT1 did not concluded on this aspect. Even if RAN2 agreed to wait for CT1 progress, it is good to check RRC impacts of different solutions. 
The following solutions have been discussed in CT1:
1. Solution 1: MMTEL layer provides indications to the lower layer that video and/or voice call has started. SMSoIP layer provides indication to the lower layer that SMS transmission has started. When indications reach RRC layer, RRC layer matches the indications against the ACB skip policy and if matched, the RRC layer does not perform the ACB.

2. Solution 2: RRC provides the ACB skip policy to MMTEL layer and SMSoIP layer. MMTEL layer matches MMTEL signalling against the ACB skip policy and if matched, the MMTEL layer indicates to lower layer that ACB can be skipped. Similarly, SMSoIP layer matches SMSoIP signalling against the ACB skip policy and if matched, the SMSoIP layer indicates this to lower layer. When indications reach RRC layer, RRC layer does not perform the ACB.
In both solutions the indications reach RRC either directly or indirectly through NAS layer. 
In addition, it has been discussed if when receiving indication from MMTEL layer, should the RRC informs the NAS layer about barring alleviation for mobile originating calls or should the indication be made directly from the MMTEL layer to the NAS layer.
We compare the RRC impacts of solutions 1 and 2 below in CRs R2-142539 and R2-142546 correspondingly. It seems that Solution 1 is simpler. The main complexity of Solution 2 comes from the fact that higher layer needs to be updated when broadcasted info in AS has changed for the bypass bits. In addition, actually RRC should to remember which layer indicated that barring can be bypassed. Otherwise there is a risk that indications from different layers collide and there is a mitch-match in the states between RRC and higher layer. So far this aspect is not modelled in the RRC CR for Solution 2. 
Proposal 3 Introduce a solution where higher layer indicates when MMTEL Voice/Video or SMS over IP has started. Then RRC layer makes matching of this indication to the broadcasted parameters to define if ACB can be bypassed
3 Conclusion

In this contribution, we have studied open issues for RRC bypass solution and made the following proposals:

Proposal 4 As there is no strong motivation to have ACB bypass per PLMN, broadcasted parameters are common for all PLMNs
Proposal 5 When higher layers indicates that the ACB bypass is allowed, the RRC layer should stop T303 resulting indication to NAS layer
Proposal 6 Introduce a solution where higher layer indicates when MMTEL Voice/Video or SMS over IP has started. Then RRC layer makes matching of this indication to the broadcasted parameters to define if ACB can be bypassed
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