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1 Introduction
The general framework for co-ordination of a UE configuration between MeNB and SeNB is now fairly well defined.  However this framework does not consider some exception cases such as collision of message over X2 that also needs to be addressed.  This contribution looks at the stage 2 aspects of the scenarios and solutions for these scenarios.
2 Discussion

It has been that MeNB provides the UE configuration to the SeNB.  MeNB also provides the UE capability to the SeNB.  The SeNB  is expected to use these information in deciding the UE configuration.  The SeNB configuration is provided to the UE in RRC reconfiguration message as shown in the Figure below.
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Note that MeNB will provide this configuration to the UE only if the MeNB accepts this SeNB configuration (text captured in the stage 2 CR):  

If MeNB accepts the SeNB request, the MeNB sends the RRCConnectionReconfiguration message to the UE including the new radio resource configuration of SCG according to the SCG Modification Request message
2.1 Verification of the SeNB configuration by the MeNB

Even though the MeNB UE configuration is provided to the SeNB, it is possible that it may not always be possible to ensure that the configuration chosen by the SeNB in conjunction with the configuration of the UE in the MeNB will not violate the UE capability.   To ensure correct configuration to the UE, the MeNB must verify the configuration provided to the UE.  It can however, only do so if it not only comprehend the ASN.1 but also have understanding of the configuration features to verify for violation.  This then implies that the SeNB UE configuration cannot be transparent to the MeNB.  However it should still be transported over X2 in an RRC container to limit RAN3 specification work on RAN2 radio parameters and inter-group interaction. 

Observation #1: SeNB configuration for a UE is provided in an RRC container over X2.  However, it cannot be transparent to the MeNB.  MeNB should not only be able to comprehend the SeNB configuration but also understand the features configuration to ensure that the configuration does not violate the UE capability.

MeNB on the other hand, should not modify the configuration provided by the SeNB.  Firstly, no need to do so has been identified so far and secondly any such modification will need to be further “negotiated” with the SeNB.   Hence it is possible to provide the SeNB configuration container as is to the UE.

Observation #2: The SeNB RRC configuration sent over X2 in the form of an RRC container can be sent to the UE as a container or without a container.  

2.2 Configuration exchange between MeNB and SeNB

This then brings into question how the MeNB keeps the SeNB up to date with the MeNB UE configuration and to what extent.  There are two message sequences possible – either UE first (option a) or SeNB first (option b) as shown in the figure below.


[image: image2.emf]MeNB SeNB

MeNB UE configuration

UE

RRC reconfiguration with SeNB configuration

MeNB UE configuration

RRC reconfiguration with SeNB configuration

(a)

(b)


However, irrespective of the sequence followed, there is always a possibility of a collision between the MeNB originated message and SeNB originated message as shown in the Figure below.

[image: image3.emf]MeNB SeNB

M

e

N

B

 

U

E

 c

o

n

fi

gu

r

a

tio

n

UE

RRC reconfiguration with SeNB configuration

RRC reconfiguration with SeNB configuration

(a)

(b)

S

e

N

B 

U

E 

co

n

f

ig

u

r

a

ti

o

n

M

e

N

B

 U

E

 c

o

n

fig

u

r

at

io

n

Se

N

B 

U

E 

c

o

n

fig

u

r

a

t

io

n


There are a few ways to solve this problem.  But as already hinted by the captured previous agreement in RAN2, MeNB will only provide the configuration to the UE if it is acceptable.  And it has also been agreed that MeNB is responsible for ensuring that the configuration provided to the UE is correct.  This implies that there has to a Reject mechanism for MeNB to reject the proposed configuration from the SeNB.  This Reject mechanism can then also be used for the collision case described above a shown in the Figure below.
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SeNB configuration reject


Proposal #1: The order of providing the MeNB UE configuration and the RRC reconfiguration to the UE is left to MeNB implementation
Proposal #2: A reject message is introduced to allow the MeNB to reject the SeNB configuration.

These proposals can be verified with RAN3.  Any stage 3 details should of course be done in RAN3.  

Proposal #3: IF agreed, verify the above proposals with RAN3 and suggest RAN3 to discuss and progress this further including stage 3 specification work.

As discussed above, there could be a number of reasons for such rejection.  Hence it is necessary to provide sufficient information/cause to the SeNB to provide a modified reconfiguration that will comply with the UE capability.  However, provided such cause value for autonomous correct could be complicated and difficult to keep up to date.  This requires further discussion after a better understanding of the capability split and nature of failures.  This aspect will need to be discussed in RAN3 rather than in RAN2.

Proposal #4: MeNB should provide sufficient information/cause value in the Reject message to allow the SeNB to modify the reconfiguration.  Details of this are FFS.

3 Summary and proposals

This contribution looked at the how the SeNB configuration is handled in the MeNB and the exception cases such as collision of MeNB and SeNB configurations.  The following observations and proposals are made: 
Observation #1: SeNB configuration for a UE is provided in an RRC container over X2.  However, it cannot be transparent to the MeNB.  MeNB should not only be able to comprehend the SeNB configuration but also understand the features configuration to ensure that the configuration does not violate the UE capability.

Observation #2: The SeNB RRC configuration sent over X2 in the form of an RRC container can be sent to the UE as a container or not does not make a big difference.  

Proposal #1: The order of providing the MeNB UE configuration and the RRC reconfiguration to the UE is left to MeNB implementation

Proposal #2: A reject message is introduced to allow the MeNB to reject the SeNB configuration.

Proposal #3: IF agreed, verify the above proposals with RAN3 and suggest RAN3 to discuss and progress this further including stage 3 specification work.

Proposal #4: MeNB should provide sufficient information/cause value in the Reject message to allow the SeNB to modify the reconfiguration.  Details of this are FFS.
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