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1 Introduction

In this contribution we discuss one open issue on RRC that is the reconfiguration procedure used to modify SCG parameters.
Currently there are two types of RRCConnectionReconfiguration procedures; one without mobilityControlInfo and with mobilityControlInfo. The first one is used for normal reconfiguration cases whereas the second one need to be used for the special cases where either RACH needs to be triggered or security keys changed. In the latter procedure, both RACH and key update are always triggered. 

For dual connectivity, there are different scenario were reconfigurations are needed. Typical scenarios are:
1. Addition of the SeNB

2. Synchronized change of MeNB L1/L2 parameters

3. Synchronized change of SeNB L1/L2 parameters

4. PCell change of MeNB

5. PSCell change of SeNB

6. Key change of MeNB security keys

7. Key change of SeNB security keys
In RAN2#85 meeting, the following was agreed:

· “SCG addition/change/removal can be done without including mobilityControlInfo”
On the other hand, it has been agreed as baseline that intra-cell HO is not supported. 
It is clear that RAN2 procedures should efficiently support at least cases 1, 2 and 3. Other cases can be considered as less common. But still, if there is simple solution to solve these cases, it could be introduced.
2 Discussion

2.1 Triggering RACH during SeNB addition/modification
When the SCG is added the first time, it is clear that a Random Access towards the SCG is needed. In RAN2#85 meeting, also the following agreement was done:

3a
If the SeNB chooses a synchronized reconfiguration, the UE performs a Random Access towards the SeNB. It does not matter in which order the UE sends RRCConnectionReconfigurationComplete and performs RA. The success of the RA is not required for a successful completion of the RRC procedure. 

3b
If the SeNB chooses a non-synchronized reconfiguration, the UE may perform UL transmission towards the SeNB after having applied the reconfiguration

FFS the IE by which the SeNB triggers synchronized procedure. 

Currently, when RRCConnectionReconfiguration with mobilityControlInfo is signaled to the UE, a Random Access procedure is triggered. This is due to the fact that MAC is reset meaning that also PUCCH resources are released until the random access procedure has completed successfully. 

One open question is that when random access towards SCG is triggered, should random access be triggered towards MeNB as well. We consider that it is quite common that random access towards SCG is needed for the RRC reconfiguration. If random access towards MeNB would be triggered in all of these cases, radio resources of MeNB are wasted. 

Proposal 1 RRC procedures should support triggering of Random Access towards SCG only. 
Another related open issue is whether support of both contention based and contention free RACH should be supported. We consider that contention free RACH is not sufficient as the long backhaul delay means that preamble needs to reserved for a rather long time and there is a risk that the SeNB runs out of preambles. 
Proposal 2 Both contention based on contention free procedures should be supported in synchronized addition/modification of SeNB
In the current RRCConnectionReconfiguration with mobilityControlInfo procedure, the payload of RRCConnectionReconfigurationComplete triggers the actual Random Access procedure towards the eNB in the MAC layer. Dedicated preamble can be allocated to the UE in IE rach-ConfigDedicated to achieve contention free Random Access, but this IE as such does not trigger random access. 
In the Dual Connectivity scenario, there is no RRC message sent towards the SeNB and thus there is not necessarily any payload for the random access. However, when contention based random access is used, some payload is useful in the Msg3 as otherwise the SeNB cannot know when actually the UE performed RA related to the ongoing RRC procedure and does not know when to update parameters e.g. related to security. Having a payload also allows using the current model where MAC triggers Random Access procedure, not RRC. 

In addition, there can be also cases when random access is not used at all. There it would be useful for the SeNB to know when the UE applied the new RRC Configuration. As there is no RRC termination in the SeNB, this indication cannot be a RRC message. Instead, a MAC CE could be introduced for this purpose. The same message can be used as the payload in the case when random access is used.
Proposal 3 The UE sends a MAC CE to the SeNB after applying new RRC Configuration. 
2.1.1 Security parameter generation for SeNB

Security issues are more discussion in [1] but here security is discussed from the RRC procedure point of view.

Currently, the UE generates security parameters for the first time when performing RRC Connection Establishment. Later on those can be changed when needed. Now when dual connectivity is introduced, there is a need to generate security keys also when the SeNB is added. On the other hand, if such a procedure is introduced, it is also natural to use that for changing the keys when needed.  According to the current SA3 status, there might be cases when only the S-KeNB needs to be changed, but not the key in the MeNB (KeNB).
In the current standards, security key refresh is triggered by MobilityControlInfo. The baseline agreement was that this existing MobilityControlInfo is not used for adding SeNB. Instead, something new needs to be standardized. 
Proposal 4 Security parameters of the SeNB are generated or changed independent of the security parameters of MeNB in RRC procedures. 
2.1.2 PSCell change

Another issue related to RRC procedures is the PCell (or SPCell) change. Currently this is only supported with the RRCConnectionReconfiguration with MobilityControlInfo, resulting in both random access as well as security key update. The agreed baseline procedure for PSCell change would be to release and add the SeNB. However, this results in a very complex signaling procedure. In addition, it should be noted that the SeNB controls PSCell and should trigger change of it. Thus it is natural to support a procedure where PSCell is changed without impacting MeNB.
Proposal 5 PSCell change of SeNB should be done without impacting MeNB 
2.2 RRC procedures for SeNB addition/modification
In the previous subsections we have discussed requirements for different procedures related to SCG addition or modification.  It is evident that current RRC procedures do not directly support dual connectivity scenario. There are different design principles how to proceed with the topic:
1. Introduce means to trigger random access towards the SCG and generate security keys in the current RRCConnectionReconfiguration thread
2. Introduce means to trigger random access towards SCG and generate security keys in the current RRCConnectionReconfiguration with mobilityControlInfo while not triggering random access (and other actions) towards MCG.
3.  Introduce a new SCG-mobilityControlInfo for the SeNB reconfiguration. This may or may not trigger RACH and security key change.  Then existing mobilityControlInfo can be used for MeNB configuration only.

The first two alternatives can in principle provide the same outcome and it is maybe a matter of taste which alternative to standardize. The third solution may add more new text to the RRC but also allows to (re-)configure SeNB independently of the MeNB. This is beneficial considering that different nodes control the RRC configuration (or part of the configurations) for the UE. 
Proposal 6 Introduce a new procedure for SeNB parameter change triggered by SCG-MobilityControlInfo.  Current MobilityControlInfo is used for actions towards MeNB. 
Proposal 7 In the SCG-MobilityControlInfo it can be indicated if RACH and security key change is triggered.
2.3 RRC procedures for synchronized MeNB changes

For synchronized MeNB parameter changes, intra-cell HO should be used. But RAN2 has agreed that handover is not supported while keeping SeNB. Instead, it is agreed that always when MeNB handover occurs, SeNB is released. But actually, this results in a rather complex procedure in which path switch signaling towards the core network is performed twice as well as data forwarding. In the end, there is a lot of additional signaling overhead and risk of errors. 
On the other hand, there is no real reason to not support intra-cell HO, while keeping the SCG. Originally, the MeNB HO case was excluded due to complexity in X2 signaling but intra-eNB handover is actually invisible for the X2. From RRC point of view, there is no need to release SCG when the mobilityControlInfo is included in the RRCConnectionReconfiguration.
Proposal 8 Support intra-cell or intra-eNB HO while keeping SCG to enable update of MCG parameters in synchronized way
3 Conclusions
In this contribution we have done the following proposals:
Proposal 1
RRC procedures should support triggering of Random Access towards SCG only.
Proposal 2
Both contention based on contention free procedures should be supported in synchronized addition/modification of SeNB
Proposal 3
The UE sends a MAC CE to the SeNB after applying new RRC Configuration.
Proposal 4
Security parameters of the SeNB are generated or changed independent of the security parameters of MeNB in RRC procedures.
Proposal 5
PSCell change of SeNB should be done without impacting MeNB
Proposal 6
Introduce a new procedure for SeNB parameter change triggered by SCG-MobilityControlInfo.  Current MobilityControlInfo is used for actions towards MeNB.
Proposal 7
In the SCG-MobilityControlInfo it can be indicated if RACH and security key change is triggered.
Proposal 8
Support intra-cell or intra-eNB HO while keeping SCG to enable update of MCG parameters in synchronized way
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