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1 Introduction

In this contribution we discuss some open issues on RRC, which are the RRC procedures needed for dual connectivity and how to allocate different ID such as DRB ID and Cell ID.
2 Discussion

2.1 RRC procedures for addition/modification 
In recent RAN2 and RAN3 meetings, signaling flows have been discussed to support SCG addition, SCG modification, SCG change etc. Common for these procedures have been that there is a single RRC Connection Reconfiguration procedure towards the UE including message RRCConnectionReconfiguration from the MeNB to the UE and RRCConnectionReconfigurationComplete from the UE to the MeNB. The details of this procedure require some further discussion. 

Currently there are two types of RRCConnectionReconfiguration procedures; one with mobilityControlInfo and one without mobilityControlInfo. In last RAN2 meeting, the following was agreed:

· “SCG addition/change/removal can be done without including mobilityControlInfo”
2.1.1 Synchronized RRCConnectionReconfiguration
When the SCG is added the first time, it is expected that a Random Access towards the SCG is needed. In last RAN2 meeting, also the following agreement was done:

3a
If the SeNB chooses a synchronized reconfiguration, the UE performs a Random Access towards the SeNB. It does not matter in which order the UE sends RRCConnectionReconfigurationComplete and performs RA. The success of the RA is not required for a successful completion of the RRC procedure. 

3b
If the SeNB chooses a non-synchronized reconfiguration, the UE may perform UL transmission towards the SeNB after having applied the reconfiguration

FFS the IE by which the SeNB triggers synchronized procedure. 

Currently, when RRCConnectionReconfiguration with mobilityControlInfo is signaled to the UE, a Random Access procedure is triggered. This is due to the fact that MAC is reset meaning that also PUCCH resources are released until the random access procedure has completed successfully. 

One open question is that when random access towards SCG is triggered, should random access be triggered towards MeNB as well. We consider that it is quite common that random access is needed for the RRC reconfiguration. If random access towards MeNB would be triggered in all of these cases, radio resources of MeNB are wasted. 
Proposal 1 RRC procedures should support triggering of Random Access towards SCG or MCG only. 

It is evident that current RRC procedures do not directly support this kind of scenario. On the other hand, there is no need to introduce new procedures either. There are different alternatives to solve this issue:

1. Introduce means to trigger random access towards the SCG in the current RRCConnectionReconfiguration

2. Introduce means to trigger random access towards SCG in the current RRCConnectionReconfiguration with mobilityControlInfo while not triggering random access (and other actions) towards MCG.
3. Rely on PDCCH order to trigger random access towards the SCG.
The first two alternatives can in principle provide the same outcome and it is maybe a matter of taste which alternative to standardize. The third solution is challenging as the SeNB cannot control exactly when the UE is applying the new configuration and is sending RRCConnectionReconfigurationComplete.
Proposal 2 RAN2 should discuss which RRC procedure to select to trigger Random Access towards SCG

In the current RRCConnectionReconfiguration with mobilityControlInfo procedure, the payload of RRCConnectionReconfigurationComplete triggers the actual Random Access procedure towards the eNB in the MAC layer. Dedicated preamble can be allocated to the UE in IE rach-ConfigDedicated to achieve contention free Random Access but this IE as such does not trigger random access. 
In the Dual Connectivity scenario, there is no RRC message sent towards the SeNB and thus there is not necessarily any payload for the random access. However, when contention based random access is used, some payload is useful in the Msg3 as otherwise the SeNB cannot know when actually the UE performed RA related to the ongoing RRC procedure. Payload also allows using the current model where MAC triggers Random Access procedure, not RRC. 

In addition, there can be also cases when random access is not used at all. There it would be useful for the SeNB to know when the UE applied the new RRC Configuration. As there is no RRC termination in the SeNB, this indication cannot be a RRC message. Instead, a MAC CE could be introduced for this purpose. The same message can be used as the payload in the case when random access is used.
Proposal 3 The UE sends a MAC CE to the SeNB after applying new RRC Configuration. 

2.1.2 RRC procedure for security key refresh

In the current standards, security key refresh and random access are always triggered at the same time as they belong to the same procedure. If in dual connectivity RRCConnectionReconfiguration without mobilityControlInfo is used for triggering RA towards SCG, then it means that the security keys are not updated. On the other hand, it is evident that a procedure to trigger security key refresh is needed as well. Naturally RRCConnectionReconfiguration with mobilityControlInfo can be used for that purpose.

One open question is then: Should all security keys be refreshed at the same time or should there be possibility to change keys of MCG or SCG separately. The need for separate refresh procedures depends on SA3 reply to the LS RAN2 sent (R2-140943). 
Proposal 4 Design RRC procedures for security key change after receiving LS reply from SA3
2.1.3 PCell change
Another issue related to RRC procedures is the PCell (or SPCell) change. Currently this is only supported with the RRCConnectionReconfiguration with MobilityControl info, resulting in both random access as well as security key update. It should be discussed if in dual connectivity, Special SCell change should trigger random access and security key exchange towards MCG as well or not (i.e., random access towards all eNBs).
Proposal 5 Discuss if RRC procedures should support change of Special SCell without triggering actions in the MCG.
Finally, it should be noted that RAN2 has agreed that MeNB handover is not supported while keeping SeNB. Instead, it is agreed that always when the MeNB handover occurs, SeNB is released. However, RAN2 has not discussed in detail if intra-cell HO while keeping SeNB should be supported or not. The need for this procedure depends on RRC procedure design in general. The design should not be such that any synchronized RRC procedure would require release and separate addition of the SCG.

Proposal 6 RRC procedures should support synchronized RRC Reconfiguration without releasing SCG. 
2.2 DRB ID allocation

In last RAN2 meeting, the following agreement was made:

The logicalChannelIdentity are allocated independently by MeNB and SeNB and do not share a common pool among the two MAC entities.
However, it was not decided how DRB IDs are allocated. There are two questions related to this:

1. Are DRBs for MeNB and SeNB sharing a common pool of DRB IDs or are separate pools supported?

2. Is the same DRB ID used for a split bearer in MeNB and SeNB?
If same DRB ID pool is used for all bearers, then the usage of those should be coordinated between MeNB and SeNB over X2 so that SeNB does not select a DRB ID which has already been used by the MeNB for another bearer.  Alternatively MeNB may be responsible for assigning DRB IDs to all bearers of a UE. This could be natural as it also knows other bearer level parameters (like QoS parameters, EPS bearer identity etc). 

With respect to the DRB ID used for a split bearer, it may be more natural to use the same DRB ID as this is anyway one bearer for the UE. With this approach there is no need for additional mapping so that the UE knows which DRB IDs relate to the same split bearer. On the other hand, having same DRB ID for the split bearer would mean that separate pools are not suitable as they are difficult to control.

It should be noted that DRB ID allocation relates to security. This is discussed more in [1]. Also from security perspective, it is better that one eNB controls the allocation of DRBs. 
Proposal 7 A common pool of DRB IDs is used and DRB ID allocation is controlled by MeNB.

Proposal 8 Same DRB ID is used for split bearer within MeNB and SeNB and this is allocated by the MeNB.
2.3 Cell index handling

It has been agreed that Carrier Aggregation should be supported in conjunction with Dual Connectivity, i.e. it should be possible that the UE is configured with multiple serving cells from one eNB.

It needs to be decided how the cell indices are handled in this scenario and especially, should a common pool of cell indices be supported where the MeNB serving cells and SeNB serving cells are assigned indices from the same pool. Or should the MeNB and SeNB have separate pools of serving cell indices? The impact of using separate pools of cell indices would be that a MeNB serving cell may have the same cell index as a SeNB serving cell.

Even though the serving cell index is assigned by RRC signaling the serving cell indices are used in both MAC and the physical layer. For example the serving cell index is indicated in the PHR MAC CE, Activation/Deactivation MAC CE, etc. Especially the PHR will be impacted by how the cell indices are handled since RAN2 has agreed that the UE should report in the PHR to one eNB the power headroom for the cells in both eNBs and in the PHR the UE indicates the serving cell indices which are included. This means that if a MeNB cell and an SeNB cell would use the same serving cell index then the PHR format would require additional modification. Consider for example if both a MeNB serving cell and a SeNB serving cell is assigned serving cell index 3, then the UE would have two cells with index 3 and hence the UE would need in the PHR report to indicate both cell index and which cell group (MCG or SCG) this index is associated with.

To use separate pools of serving cell indices seems therefore to introduce additional complexity both in the network and in the UE and we see no benefits of allowing separate pools of serving cell indices. We therefore propose:

Proposal 9 A common pool for serving cell indices should be adopted.

2.4 Definition of SCGs

Currently in the draft Stage 2 CR, it is defined that the SCG consists of the cells associated with the SeNB which is different than the MeNB. For Stage-2 and RAN3 purposes it is maybe relevant to separate MeNB and SeNB especially when X2 signalling is discussed. However, for the UE such information is not relevant.
Proposal 10 The UE does not need to be aware of network topology, i.e., SCG and MCG definitions can be eNB agnostic from the UE point of view. 
3 Conclusions
In this contribution we have done the following proposals:
Proposal 1
RRC procedures should support triggering of Random Access towards SCG or MCG only.
Proposal 2
RAN2 should discuss which RRC procedure to select to trigger Random Access towards SCG
Proposal 3
The UE sends a MAC CE to the SeNB after applying new RRC Configuration.
Proposal 4
Design RRC procedures for security key change after receiving LS reply from SA3
Proposal 5
Discuss if RRC procedures should support change of Special SCell without triggering actions in the MCG.
Proposal 6
RRC procedures should support synchronized RRC Reconfiguration without releasing SCG.
Proposal 7
A common pool of DRB IDs is used and DRB ID allocation is controlled by MeNB.
Proposal 8
Same DRB ID is used for split bearer within MeNB and SeNB and this is allocated by the MeNB.
Proposal 9
A common pool for serving cell indices should be adopted.
Proposal 10
The UE does not need to be aware of network topology, i.e., SCG and MCG definitions can be eNB agnostic from the UE point of view.
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