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1. Overall Description:

RAN2 thanks SA3 for the reply LS S3-140577. The answers to the SA3’s questions can be found below.
Question 1: Is the assumption that MeNB assigns DRB IDs for use in an SCG correct?
Answer 1: Yes, this is correct understanding. In RAN2#85bis meeting, RAN2 agreed that the MeNB assigns DRB ID to MCG bearer(s), SCG bearer(s), or split bearer(s) from a common DRB ID pool so that each DRB ID is unique for a UE. In addition, RAN2 agreed that the same DRB ID for the split bearer is used both in the MeNB and SeNB. However, it should be noted that split bearers are used in 3C architecture version where PDCP is located only in the MeNB. 
Question 2: Is the assumption correct, that rekeying / key refresh works by removing a complete SCG and setting it up again with the new key. 

Answer 2: For rekeying / key refresh RAN2’s assumption is to remove a complete SCG and setting it up again. If RAN2 decides to do it differently, it will anyway result in a complete refresh of all keys for all DRBs in the SCG.
Question 3: What combination of X2AP and RRC procedures can be used to change the encryption key on all SCG DRBs in a synchronized way during the addition of a new SCG DRB?

Answer 3: Similar to Answer 2, RAN2’s assumption is to remove a complete SCG and setting it up again along with the existing and the new SCG DRBs. In such case there would a X2AP procedure for the SeNB removal following with the corresponding RRC procedure in the Uu interface. These procedures are followed by a X2AP procedure for SeNB addition following with the corresponding RRC procedure. Although all details are not yet agreed, RAN2 will ensure that encryption key on all DRBs is changed in a synchronized way. 
In general, RAN2 assumes that a new SCG DRB can normally be added without changing the encryption key on all existing SCG DRBs by using an unused DRB ID. If unused DRB IDs are not available, key refresh is needed.
Question 4: Will it be possible to add/modify multiple SCG DRBs using a single X2AP SCG Addition/Modification procedure?

Answer 4: RAN3 is responsible for X2AP procedures. From RAN2 point of view, it can be assumed that it is possible to add multiple SCG DRBs for a UE with a single RRC reconfiguration procedure. 
Question 5: Is the DRB IDs used in the MeNB and SeNB selected from the same space, or do they use different DRB ID spaces? That is, is it possible that the same DRB ID is used by both the SeNB and the MeNB?

Answer 5: DRB IDs are selected from the same space by the MeNB. So it is not possible to use same DRB ID for different MCG and SCG bearers.  On the other hand, for a given split bearer in 3C architecture, the same DRB ID is used both in the MeNB and the SeNB as it is part of the same DRB.
Question 6: Is there any situation where the same DRB ID would be used for more than one DRB?

Answer 6: No, there is no such situation.
Question 7: Will an MeNB be able to handle multiple SeNBs for the same UE simultaneously?
Answer 7: RAN2 has agreed that the UE can be configured only with one SCG at the time. However, it can be that during SCG change, the MeNB is connected to the two SeNBs at the same time: In the X2 procedures, first the new SCG is added and then the old one is removed. 
2. Actions:

To SA3 group.

ACTION: 

RAN2 respectfully ask SA3 to take above agreements and replies into account. 
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