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1. Introduction
LTE PDCP employs Robust Header Compression (ROHC) framework for radio resource efficiency [1]. The details of ROHC are referred to RFCs [2]. The RFCs for ROHC specify the basic assumptions and operations of compressor/decompressor. Many details are left up to the implementation. GSMA VoLTE (Voice over LTE) [4] mandates the use of ROHC both in UE and in eNB, each based on the 3GPP Rel-8 specifications. During our VoLTE testing, we found an issue due to the ambiguity of ROHC specification. This contribution explains the identified issue and discusses solutions.
2. Discussion
2.1.  Background and Problem Statement
In ROHC, the compressor and decompressor maintain the context used to compress and decompress each flow. The context for each flow is identified by Context ID (CID). How to create the new context is specified in [3] as excerpted below: 

	5.1.1.  Contexts and Context Identifiers
…
A context is considered to be a new context when the CID is associated with a profile for the first time since the creation of the ROHC channel, or when the CID gets associated from the reception of an IR (this does not apply to the IR-DYN) with a different profile than the profile in the context.
…


In voice services, e.g. GSMA VoLTE [4], there may be a case where more than one contexts are established. “Call waiting” is one of the examples. When a user starts a VoLTE session, the first RTP and RTCP packets trigger creation of the new contexts to be used in the compression/decompression in UE and eNB. Then, when the user activates a waiting call, another RTP and RTCP packets arrive, which creates another context in UE and eNB since the source of the voice packets has changed. Another possible case , which is the scenario based on IMS services without using GSMA VoLTE [4],  is that more than one sources share the same bearer in parallel, such as phone conference. Here, how many contexts can be maintained in parallel is determined by maxCID which is indicated by eNB. According to [6]., the minimum value of this capability (maxNumberROHC-ContextSessions) is 2. In this case, one waiting call or one additional speaker on the phone conference could cause the overflow of the installed memory for ROHC. More unfortunate, any specification in either 3GPP, GSMA or IETF does NOT specify how compressor should behave if such overflow happens. In our VoLTE testing, it was observed that some implementation discards the new packet and other delivers the new packet uncompressed (even while the profile is set to True) resulting in deteriorated voice service. Particularly, the deterioration includes the damaged user experience, the abnormal termination of call by the network (due to no RTP/RTCP packet being sent), and accordingly loss of the voice revenue in from operator point of view.
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1.No context is established (maxCID = 1)
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2. Contexts are established and memory is full
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3. Waiting call occurs and memory overflows
Although RFC [6] implies that the memory resources can be re-used in the reasonable way, how to manage the allocated memory resources is totally left up to the implementation. However, since VoLTE requires the stable and high QoS, the unified UE behaviour is desirable. As such, the following is proposed:
Proposal1: Confirm the issue on ambiguous UE behaviour when ROHC memory overflows.
2.2. What is the desirable behaviour?
As there are various cases where the number of the established context exceeds maxCID, it will be hard to specify unified UE behaviour. However, from service point of view, it is obviously undesirable that the implementation discard the new packets.  Therefore, we aim to exclude such implementation.
Proposal2: Confirm to reuse the Context ID when memory overflows, and exclude the implementation which discards the new packet.
On the other hand, it should be further studied whether we will exclude the implementation delivering the new packets uncompressed even while the profile is set to True.
Proposal2a: it should be further studied whether we will exclude the implementation delivering the new packets uncompressed even while the profile is set to True
2.3. How to specify?

There are some candidates to specify the UE behaviour, 3GPP (PDCP spec, or CT1/SA2 IMS specifications), GSMA (IR.92) and IETF (RFC). Since GSMA (IR.92) is a 'profile' document of 3GPP IMS specification and does not specify the ROHC details, it is not a suitable place to capture. Then, we can clarify it either in 3GPP spec or relevant RFCs. We prefer to clarify it in 3GPP on PDCP spec, because this can be applied to only the 3GPP terminals, which means other non-3GPP spec (which refers the same RFC) will not be affected. Note that CT1/SA2 specifications have never covered ROHC (i.e. IMS specifications developed in other 3GPP WGs implicitly inherits the ROHC functions without adding 3GPP-specific requirements).
Proposal3: Confirm to add a note to exclude the undesirable implementations in PDCP spec.
If RAN2 thinks the ROHC RFC is the best place to clarify, it should be asked to IETF by LS.

Proposal3a: If RAN2 thinks the ROHC RFC is the best place to clarify the UE behaviour, it should be asked to IETF by LS.
3. Summary and proposal
In this contribution, we discussed the potential issue in case of the ROHC memory overflow, and the following are proposed.
Proposal1: Confirm the issue on ambiguous UE behaviour when ROHC memory overflows.
Proposal2: Confirm to reuse the Context ID when memory overflows, and exclude the implementation which discards the new packet.
Proposal2a: it should be further studied whether we will exclude the implementation delivering the new packets uncompressed even while the profile is set to True
Proposal3: Confirm to add a note to exclude undesirable implementation in PDCP spec.
Proposal3a: If RAN2 thinks the ROHC RFC is the best place to clarify the UE behaviour, it should be asked to IETF by LS.
The draft CR is provided in [7].
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5. Annex

TS36.331 subclause 6.3.6
6. PDCP-Parameters ::=



SEQUENCE {

7. 
supportedROHC-Profiles



SEQUENCE {

8. 

profile0x0001





BOOLEAN,

9. 

profile0x0002





BOOLEAN,

10. 

profile0x0003





BOOLEAN,

11. 

profile0x0004





BOOLEAN,

12. 

profile0x0006





BOOLEAN,

13. 

profile0x0101





BOOLEAN,

14. 

profile0x0102





BOOLEAN,

15. 

profile0x0103





BOOLEAN,

16. 

profile0x0104





BOOLEAN

17. 
},

18. 
maxNumberROHC-ContextSessions

ENUMERATED {

19. 










cs2, cs4, cs8, cs12, cs16, cs24, cs32,

20. 










cs48, cs64, cs128, cs256, cs512, cs1024,

21. 










cs16384, spare2, spare1}



DEFAULT cs16,

22. 
...

23. }
RFC4815 subclause7.2
	7.2.  CID/Context Reuse

   As part of the channel negotiation, the maximal number of active contexts supported is negotiated between the compressor and the  decompressor through the MAX_CID parameter.  The value of MAX_CID can differ significantly from one link application to another, as well as the load in terms of the number of packet streams to compress. The  lifetime of a ROHC channel can also vary, from almost permanent to rather short-lived.  However, in general, it is not expected that  resources will be allocated for more contexts than what can  reasonably be expected to be active concurrently over the link.  As a consequence hereof, context identifiers (CIDs) and context memory are resources that will have to be reused by the compressor as part of  what can be considered normal operation.  How context resources are reused is left unspecified in RFC 3095 [1] and subsequent 3095-based ROHC specifications.  This document does  not intend to change that, i.e., ROHC resource management is still considered an implementation detail.  However, reusing a CID and its allocated memory is not always as simple as initiating a context with a previously unused CID.  Because some profiles can be operating in various modes where packet formats vary depending on current mode, care has to be taken to ensure that the old context data will be completely and safely overwritten, eliminating the risk of undesired side effects from interactions between old and new context data. This document therefore points out some important core aspects to consider when implementing resource management in ROHC compressors and decompressors.
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