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1 Introduction

This document discusses how to achieve traffic routing with and without ANDSF.

This document complements [1], which describes the WLAN availability detection, i.e. one core function of access control. As described in [1], the access control functionality is logically the first step. When that step has been performed, the traffic routing functionality activates.

This document is structured as follows:

1. Traffic routing when ANDSF is present
2. Traffic routing when ANDSF is not present
a. Object to route

b. Traffic routing threshold

c. Traffic routing per WLAN network
d. Traffic routing information conveyed using AS or NAS signalling
The paper proposes a baseline solution and provides text proposals.
2 Discussion

2.1 Traffic routing in ANDSF case

In this case the UE is configured with a valid
 ANDSF routing policy (i.e. ISRP). A question is how the AS mechanism and ANDSF mechanisms interwork.

As stated in [2], we propose a simple solution where either ANDSF or the AS mechanism controls the UE. It then follows that in the ANDSF case the UE routes traffic according to the ANDSF policy. We propose:
Proposal 1 When UE is configured with a valid ANDSF, ANDSF (ISRP) controls which traffic shall be routed to 3GPP and which shall be routed to WLAN. 

2.2 Traffic routing in non-ANDSF cases

In the remainder of this paper we focus on the case when the UE is not configured with a valid ANDSF policy. 

It can be discussed how “detailed” or “granular” the routing rules should be. At RAN2#85 it was agreed that “RAN solution without ANDSF supports APN level offload granularity only.”. The routing ‘object’ for the direction 3GPP(WLAN is thus APN. Further aspects on traffic routing “granularity” are:

i. The ‘object’ to route for the direction WLAN(3GPP
ii. Whether the ‘object’ is only allowed/not allowed in WLAN or if different threshold values apply per individual ‘object’

iii. Whether routing info (‘object’ and threshold) applies to all considered WLANs or if separate routing info should be supported for different WLANs?

We will discuss these aspects one by one in clauses 2.2.1-2.2.3.

Clause 2.2.4 discusses if the traffic steering information is conveyed in AS or NAS signalling.

2.2.1 Object to route for direction WLAN(3GPP
The solution should work well with the overall 3GPP rel-12 solution, i.e. the ‘object’ to route should be consistent with system limitations. Considering that the WLAN part of the system may not support bearer identification, i.e. S2a rel-11 solution without WLCP, the UE may be unaware of bearers in WLAN.
Hence we propose.

Proposal 2 The routing shall be able to route traffic in the direction WLAN(3GPP without granularity, i.e. all traffic is directed.

2.2.2 Traffic routing threshold

An initial choice is if separate thresholds per PDN connection are needed or not. Two options are:

Alternative A. One threshold for all PDN Connections, i.e. all PDN Connections which are allowed to move to WLAN when WLAN has been selected in Access Selection.

Alternative B. Different threshold values apply per PDN Connection

There are typically quite few PDN Connections today, e.g. only for Internet, MMS and IMS. Furthermore, UE hardcoded restrictions exist for IMS, in order to comply with GSMA specifications. Hence individual thresholds per PDN connection (as in Alternative B) are not important for rel-12 and a simpler baseline solution is appropriate. We therefore suggest that Alternative A should be adopted:
Proposal 3 A single threshold for steering of all traffic should be used in rel-12.

A second choice is if the single traffic steering threshold should be separate from the access selection threshold or if the thresholds are combined into one, i.e. should we in the AS mechanism have separate thresholds for access selection and traffic steering? Performance enhancements are possible with separate thresholds for access selection and traffic steering, e.g. reduction of WLAN association attempts. However, it seems more important to agree on a basic solution for rel-12 and a combined threshold for access selection and traffic steering is such a simple solution.

Hence we propose:

Proposal 4 Thresholds are only used for access selection and not for traffic routing.

The network still needs to control which PDN connections are allowed in WLAN and which PDN Connections are not allowed in WLAN. There are many reasons for level of control ranging from performance, e.g. that voice services are not well served in WLAN, to regulatory issues, e.g. if UE Positioning or Lawful Intercept is required and only supported in 3GPP access. Hence it is proposed:
Proposal 5 Traffic routing decides if a PDN connection shall be moved to WLAN or not.
2.2.3 Traffic routing per WLAN network
This work item is mainly intended for the operator-integrated WLAN case. In such case all WLAN nodes will probably support the same set of services with similar quality. This means that all WLAN are effectively only one WLAN network. In order to achieve a simple baseline solution, we propose:

Traffic routing rules are common for all considered WLAN, i.e. the same access threshold is used for all WLAN and an individual PDN connection is allowed (or not) in all WLAN.

2.2.4 Traffic routing controlled by AS or NAS signalling
In RAN2#85 it was discussed whether Traffic routing should be handled by NAS signalling or by RRC signalling. RAN2 agreed to adopt one of the following two Solution alternatives:

[image: image1]
Below we evaluate the alternatives 1 and 2. Note that Alternative 2 can be separated into sub-options 2a and 2b in a similar way as Alternative 1: 
2a) 
The MME/SGSN may determine based on OAM configuration which EPS bearer must not be offloaded 
2b)
The MME/SGSN receives policy data from HSS or PCRF
2.2.4.1 Storage of WLAN-related policies
Today, most networks have a set of separate data repositories, which store different sets of data or policies. Two of the most important are:
1. HLR/HSS holding subscription-oriented data

2. PCRF/SPR holding traffic and charging-oriented data

Today, all policies related to WLAN-3GPP steering are stored in another repository, the ANDSF server.

This storage will change with the introduction of UDR, where all data is stored in UDR and the ‘Application Front Ends’ (HLR, PCRF, ANDSF, etc.) provide the interfaces to ‘users’. But this architecture has not been widely deployed yet. 

2.2.4.2 Transfer of WLAN-related policies

We first look at how intra-3GPP information is transferred. For 3GPP accesses there is established signalling from e.g. HSS and PCRF via MME to both the UE (using NAS signalling) and to the RAN (via e.g. S1 and Iu). The information transferred to RAN is often processed by the RAN before being transferred to the UE. Example:

· Handover Restriction List (“UE subscription does not allow use of LTE”) results in no measurement orders for LTE target cells. Access selection information mainly comes from HSS.
· SPID (Subscriber Profile ID) results in modified cell reselection priorities, sent to the UE as “dedicated priorities”

We now turn to inter-3GPP-WLAN information. For WLAN access there is currently no policy data in HSS or PCRF but it would be rather straightforward to add such information elements to existing interfaces and messages, but nevertheless the information is currently not present in standardized interfaces. Furthermore, there is currently no interface from ANDSF to the other Core Network nodes, e.g. MME. Hence; alternative 2b requires the same updates of messages as Alternative 1b
Observation 1 The changes to Core network protocols are similar for Alternative 2b and Alternative 1b

For the OAM-based Alternative 2a and Alternative 1a, the nodes MME or eNB/RNC shall have a configuration interface and be able to transfer the UE configuration across a protocol (NAS or RRC, respectively). These functionalities are similar. The impacted air interface protocols are 24.008 and 24.301 for Alternative 2 compared to 25.331 and 36.331 for Alternative 1. Both alternatives may be simplified, from a UE perspective, by designing for commonality between the two protocols.
Observation 2 The number of protocols to change is similar for Alternative 2a and Alternative 1a
For the UE the policies will be received via NAS protocol in Alternative 2 or RRC protocol in Alternative 1. Hence the UE complexity is equal.

Observation 3 UE complexity is equal for Alternatives 1 and 2.
Observation 4 The overall complexity of Alternatives 1 and 2 is similar.
The information needed can be as simple as a flag per EPC Bearer/PDP Context (Alternative 2), informing if that PDP context is allowed in WLAN or not. The same information can be added as a flag per E-RAB/RAB (Alternative 1). Disadvantages with Alternative 1 are that 

a. RABs are more short-lived, so the flags need to be sent at each RAB establishment

b. UE may not have the flag in Idle Mode, unless a special rule is added for this information. Without such a rule the RAB(s) need to be established in 3GPP, only to be moved to WLAN immediately afterwards.
In the light of the new Work Item UTRA_LTE_WLAN_interw-SA2, a limited Core Network impact seems acceptable and it is realistic to include limited changes in NAS.
Due to the Work Item change and the technical advantages of the NAS signalling option, we have a preference for Alternative 2

Proposal 6 Use NAS signalling per EPC Bearer/PDP Context to inform the UE if the bearer is allowed in WLAN or not.

2.2.4.3 Use of steering information
For RAN to make efficient decisions on which threshold values to send to a particular UE, several pieces of information are useful, e.g.:

a) UE traffic volume and traffic type,
b) which UE/traffic is allowed to be moved 

c) 3GPP RAN conditions
d) UE mobility

With Alternative 2, information b) is lost, and it was therefore agreed that if Alternative 2 is adopted the MME/SGSN should inform the eNB which of bearers are indicated as offloadable for a UE. This is quite straightforward for the MME/SGSN to indicate. The MME/SGSN simply forwards the EPS Bearer offloadability info to the E-RAB/RAB REQUEST message:
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3 Conclusion

This document has described a baseline solution for WLAN traffic routing.

For the ANDSF case it is proposed:
Proposal 1
When UE is configured with a valid ANDSF, ANDSF (ISRP) controls which traffic shall be routed to 3GPP and which shall be routed to WLAN.

For the non-ANDSF case it is proposed:
Proposal 2
The routing shall be able to route traffic in the direction WLAN(3GPP without granularity, i.e. all traffic is directed.
Proposal 3
A single threshold for steering of all traffic should be used in rel-12.
Proposal 4
Thresholds are only used for access selection and not for traffic routing.
Proposal 5
Traffic routing decides if a PDN connection shall be moved to WLAN or not.
Proposal 7
Use NAS signalling per EPC Bearer/PDP Context to inform the UE if the bearer is allowed in WLAN or not.


Examples of possible S1 and Iu signalling are enclosed for information but we understand that RAN3 and SA2 would need to be notified if the proposals above are adopted.
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5 Text proposal for S1 

-------------------------First change------------------------------

9.1.3.1
E-RAB SETUP REQUEST

This message is sent by the MME and is used to request the eNB to assign resources on Uu and S1 for one or several E-RABs.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 ..  <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>WLAN offloadability indication
	O
	
	9.2.1.x
	
	YES
	ignore

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	EPC TEID.
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


-------------------------Next change------------------------------
9.1.3.3
E-RAB MODIFY REQUEST

This message is sent by the MME and is used to request the eNB to modify the Data Radio Bearers and the allocated resources on Uu and S1 for one or several E-RABs.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>WLAN offloadability indication
	O
	
	9.2.1.x
	
	YES
	ignore

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


-------------------------Next change------------------------------

9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.
Direction: MME ( eNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>WLAN offloadability indication
	O
	
	9.2.1.x
	
	YES
	ignore

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see TS 33.401 [15].
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


-------------------------Next change------------------------------

9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>WLAN offloadability indication
	O
	
	9.2.1.x
	
	YES
	ignore

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving  the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	YES
	ignore


	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “UTRANtoLTE” or “GERANtoLTE”.


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


-------------------------Next change------------------------------

9.2.1.x
WLAN offloadability indication

This IE indicates if the EPS bearer may be routed to WLAN or not.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN offloadability indication
	M
	
	BOOLEAN 
	FALSE = not allowed in WLAN

TRUE = allowed in WLAN.


Absence of the IE in a message shall be interpreted as WLAN offloadability indication = FALSE
-------------------------End changes-----------------------------

6 Text proposal for Iu
-------------------------First change------------------------------

8.2.2
Successful Operation

Omitted text

If included, the E-UTRAN Service Handover IE tells if the requested RAB is allowed to be handed over to E-UTRAN.

If the E-UTRAN service handover function is supported,

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE with a signaling connection only;

-
The RNC shall not trigger handover or redirection to E-UTRAN for a UE if all established RABs have E-UTRAN Service Handover IE set to Handover to E-UTRAN shall not be performed.

The value of the E-UTRAN Service Handover IE is valid throughout the lifetime of the RAB or until changed by a RAB modification.

If the E-UTRAN Service Handover IE is not included during RAB Setup and all subsequent RAB Modifications, the decision whether to perform an inter-system mobility to E-UTRAN, e.g., handover or redirection, is only an internal UTRAN matter.

If included, the WLAN Service Handover IE tells if the requested RAB is allowed to be handed over to WLAN.

If the WLAN service handover function is supported,

-
The RNC shall not trigger handover or redirection to WLAN for this RAB.

The value of the WLAN Service Handover IE is valid throughout the lifetime of the RAB or until changed by a RAB modification.

If the WLAN Service Handover IE is not included during RAB Setup and all subsequent RAB Modifications, the decision whether to perform an inter-system mobility to WLAN is only an internal UTRAN matter.

The UTRAN shall report to the CN, in the first RAB ASSIGNMENT RESPONSE message, the result for all the requested RABs, such as:

Omitted text
-------------------------Next change------------------------------

8.7.2
Successful Operation

Omitted text

For each RAB requested to relocate the message may include the following IEs:

-
Service Handover IE;
-
Alternative RAB Parameter Values IE;

-
E-UTRAN Service Handover IE.

-
WLAN Service Handover IE.

The following information elements received in RELOCATION REQUEST message require the same special actions in the RNC as specified for the same IEs in the RAB Assignment procedure:

-
RAB-ID IE;
-
User plane Information IE (i.e. required User Plane Mode and required User Plane Versions);
-
Priority level IE, Pre-emption Capability IE and Pre-emption Vulnerability IE;
-
Service Handover IE;

-
E-UTRAN Service Handover IE.

-
WLAN Service Handover IE.

The SDU Format Information Parameter IE in the RAB Parameters IE shall be present only if the User Plane Mode IE is set to "support mode for pre-defined SDU sizes" and the Traffic Class IE is set to either "Conversational" or "Streaming".
Omitted text

-------------------------Next change------------------------------

6.1.1 9.1.3
RAB ASSIGNMENT REQUEST

This message is sent by the CN to request the establishment, modification or release of one or more RABs for the same UE.

Direction:

CN(RNC.

Signalling bearer mode:

Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	RABs To Be Setup Or Modified List
	O
	
	
	
	YES
	ignore

	>RABs To Be Setup Or Modified Item IEs
	
	1 to <maxnoofRABs>
	
	
	
	

	>>First Setup Or Modify Item
	M
	
	
	Grouping reason: same criticality.
	EACH
	reject

	>>>RAB ID
	M
	
	9.2.1.2
	The same RAB ID must only be present in one group.
	-
	

	>>>NAS Synchronisation Indicator
	O
	
	9.2.3.18
	
	-
	

	>>>RAB Parameters
	O
	
	9.2.1.3
	Includes all necessary parameters for RABs (both for MSC and SGSN) including QoS.
	-
	

	>>>User Plane Information
	O
	
	
	
	-
	

	>>>>User Plane Mode
	M
	
	9.2.1.18
	
	-
	

	>>>>UP Mode Versions
	M
	
	9.2.1.19
	
	-
	

	>>>Transport Layer Information
	O
	
	
	
	-
	

	>>>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>>>Iu Transport Association
	M
	
	9.2.2.2
	
	-
	

	>>>Service Handover
	O
	
	9.2.1.41
	
	-
	

	>>>E-UTRAN Service Handover
	O
	
	9.2.1.90
	
	YES
	ignore

	>>>WLAN Service Handover
	O
	
	9.2.1.xx
	
	YES
	ignore

	>>>Correlation ID
	O
	
	9.2.2.5
	
	-
	

	>>Second Setup Or Modify Item
	M
	
	
	Grouping reason: same criticality.
	EACH
	ignore

	>>>PDP Type Information
	O
	
	9.2.1.40
	
	-
	

	>>>Data Volume Reporting
Indication
	O
	
	9.2.1.17
	
	-
	

	>>>DL GTP-PDU Sequence Number
	O
	
	9.2.2.3
	
	-
	

	>>>UL GTP-PDU Sequence Number
	O
	
	9.2.2.4
	
	-
	

	>>>DL N-PDU Sequence Number
	O
	
	9.2.1.33
	
	-
	

	>>>UL N-PDU Sequence Number
	O
	
	9.2.1.34
	
	-
	

	>>>Alternative RAB Parameter Values
	O
	
	9.2.1.43
	
	YES
	ignore

	>>>GERAN BSC Container
	O
	
	9.2.1.58
	
	YES
	ignore

	>>>PDP Type Information extension 
	O
	
	9.2.1.40a
	The PDP Type Information extension IE can only be included if PDP Type Information IE is not present.
	YES
	ignore

	>>>Offload RAB parameters
	O
	
	9.2.1.94
	Applicable only for SIPTO at Iu-PS.
	YES
	ignore

	RABs To Be Released List
	O
	
	
	
	YES
	ignore

	>RABs To Be Released Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	The same RAB ID must only be present in one group.
	-
	

	>>Cause
	M
	
	9.2.1.4
	
	-
	

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.91
	
	YES
	ignore

	MSISDN
	O
	
	9.2.1.95
	Applicable only for SIPTO at Iu-PS.
	YES
	ignore


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.


-------------------------Next change------------------------------

9.1.10
RELOCATION REQUEST

This message is sent by the CN to request the target RNC to allocate necessary resources for a relocation.

Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Permanent NAS UE Identity
	O
	
	9.2.3.1
	
	YES
	ignore

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Source To Target Transparent Container
	M
	
	9.2.1.30a
	Encoded as the Source RNC To Target RNC  Transparent Container IE defined in subclause 9.2.1.28.
	YES
	reject

	RABs To Be Setup List
	O
	
	
	
	YES
	reject

	>RABs To Be Setup Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	reject

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>NAS Synchronisation Indicator
	O
	
	9.2.3.18
	
	-
	

	>>RAB Parameters
	M
	
	9.2.1.3
	
	-
	

	>>Data Volume ReportingIndication
	C – ifPS
	
	9.2.1.17
	
	-
	

	>>PDP Type Information
	C – ifPS
	
	9.2.1.40
	
	-
	

	>>User Plane Information
	M
	
	
	
	-
	

	>>>User Plane Mode
	M
	
	9.2.1.18
	
	-
	

	>>>UP Mode Versions
	M
	
	9.2.1.19
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>Iu Transport Association
	M
	
	9.2.2.2
	
	-
	

	>>Service Handover
	O
	
	9.2.1.41
	
	-
	

	>>Alternative RAB Parameter Values
	O
	
	9.2.1.43
	
	YES
	ignore

	>>GERAN BSC Container
	O
	
	9.2.1.58
	
	YES
	ignore

	>>E-UTRAN Service Handover
	O
	
	9.2.1.90
	
	YES
	ignore

	>>>WLAN Service Handover
	O
	
	9.2.1.xx
	
	YES
	ignore

	>>PDP Type Information extension
	O
	
	9.2.1.40a
	The PDP Type Information extension IE can only be included if PDP Type Information IE is present.
	YES
	ignore

	>>Offload RAB parameters
	O
	
	9.2.1.94
	Applicable only for SIPTO at Iu-PS
	YES
	ignore

	Integrity Protection Information
	O
	
	9.2.1.11
	Integrity Protection Information includes key and permitted algorithms.
	YES
	ignore

	Encryption Information
	O
	
	9.2.1.12
	Encryption Information includes key and permitted algorithms.
	YES
	ignore

	Iu Signalling Connection Identifier
	M
	
	9.2.1.38
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	reject

	SNA Access Information
	O
	
	9.2.3.24
	
	YES
	ignore

	UESBI-Iu
	O
	
	9.2.1.59
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	9.2.3.33
	
	YES
	ignore

	CN MBMS Linking Information
	O
	
	
	
	YES
	ignore

	>Joined MBMS Bearer Service IEs
	
	1 to <maxnoofMulticastServicesPerUE>
	
	
	EACH
	ignore

	>>TMGI
	M
	
	9.2.3.37
	The same TMGI must only be present in one group.
	-
	-

	>>PTP RAB ID
	M
	
	9.2.1.75
	
	-
	-

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.91
	
	YES
	ignore

	CSG id
	O
	
	9.2.1.85
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.92
	
	YES
	ignore

	MSISDN
	O
	
	9.2.1.95
	Applicable only for SIPTO at Iu-PS.
	YES
	ignore

	Anchor PLMN Identity
	O
	
	9.2.3.33
	Indicates the PS core network operator in case of SRVCC (see TS 23.251 [39])
	YES
	Ignore


	Condition
	Explanation

	IfPS
	This IE shall be present if the CN domain indicator IE is set to "PS domain".


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.

	maxnoofMulticastServicesPerUE
	Maximum no. of Multicast Services that a UE can join and leave respectively. Value is 128.


-------------------------Next change------------------------------

9.1.81
RANAP ENHANCED RELOCATION INFORMATION REQUEST

This message is part of a special RANAP Enhanced Relocation Information procedure, and is sent between RNCs during enhanced relocation.

Direction: RNC ( RNC.

Signalling bearer mode: Not applicable.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Source RNC To Target RNC Transparent Container
	M
	
	9.2.1.28
	
	YES
	reject

	Old Iu Signalling Connection Identifier CS domain
	O
	
	9.2.1.38
	
	YES
	ignore

	Global CN-ID CS domain
	O
	
	9.2.1.46
	
	YES
	reject

	Old Iu Signalling Connection Identifier PS domain
	O
	
	9.2.1.38
	
	YES
	ignore

	Global CN-ID PS domain
	O
	
	9.2.1.46
	
	YES
	reject

	RABs To Be Setup List
	O
	
	
	
	YES
	reject

	>RABs To Be Setup Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	reject

	>>CN Domain Indicator
	M
	
	9.2.1.5
	
	-
	

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>RAB Parameters
	M
	
	9.2.1.3
	
	-
	

	>>Data Volume Reporting
Indication
	C – ifPS
	
	9.2.1.17
	
	-
	

	>>PDP Type Information
	C – ifPS
	
	9.2.1.40
	
	-
	

	>>User Plane Information
	M
	
	
	
	
	

	>>>User Plane Mode
	M
	
	9.2.1.18
	
	-
	

	>>>UP Mode Versions
	M
	
	9.2.1.19
	
	-
	

	>>Data Forwarding TNL Information
	O
	
	
	
	
	

	>>>Transport Layer Address
	M
	
	9.2.2.1
	
	
	

	>>>Transport Association
	M
	
	Iu Transport Association
9.2.2.2
	Related to TLA above.
	
	

	>>Source Side Iu UL TNL Information
	O
	
	
	
	
	

	>>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>>Iu Transport Association
	M
	
	9.2.2.2
	
	-
	

	>>Service Handover
	O
	
	9.2.1.41
	
	-
	

	>>Alternative RAB Parameter Values
	O
	
	9.2.1.43
	
	-
	

	>>E-UTRAN Service Handover
	O
	
	9.2.1.90
	
	YES
	ignore

	>>>WLAN Service Handover
	O
	
	9.2.1.xx
	
	YES
	ignore

	>>PDP Type Information extension
	O
	
	9.2.1.40a
	The PDP Type Information extension IE can only be included if PDP Type Information IE is present.
	YES
	Ignore

	SNA Access Information
	O
	
	9.2.3.24
	
	YES
	ignore

	UESBI-Iu 
	O
	
	9.2.1.59
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	9.2.3.33
	
	YES
	ignore

	CN MBMS Linking Information
	O
	
	
	
	YES
	ignore

	>Joined MBMS Bearer Service IEs
	
	1 to <maxnoofMulticastServicesPerUE>
	
	
	EACH
	ignore

	>>TMGI
	M
	
	9.2.3.37
	
	-
	

	>>PTP RAB ID
	M
	
	9.2.1.75
	
	-
	

	Integrity Protection Information
	O
	
	9.2.1.11
	Integrity Protection Information includes key and permitted algorithms.
	YES
	ignore

	Encryption Information
	O
	
	9.2.1.12
	Integrity Protection Information includes key and permitted algorithms.
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.91
	
	YES
	ignore

	RAB Parameters List
	O
	
	9.2.1.102
	Applicable only to RNSAP relocation.
	YES
	reject

	CSG ID
	O
	
	9.2.1.85
	Applicable only to Enhanced Relocation from RNC towards a hybrid cell and RNSAP relocation.
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.92
	Applicable only to Enhanced Relocation from RNC towards a hybrid cell and RNSAP relocation.
	YES
	reject

	Anchor PLMN Identity
	O
	
	9.2.3.33
	Indicates the PS core network operator in case of SRVCC (see TS 23.251 [39]).
	YES
	ignore


	Condition
	Explanation

	IfPS
	This IE shall be present if the CN domain indicator IE is set to "PS domain".


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.

	maxnoofMulticastServicesPerUE
	Maximum no. of Multicast Services that a UE can join and leave respectively. Value is 128.


-------------------------Next change------------------------------

9.2.1.xx
WLAN Service Handover

This IE tells if intersystem mobility to WLAN shall not be performed for a given RAB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Service Handover
	M
	
	ENUMERATED (Handover to WLAN shall not be performed, …)
	


-------------------------Next change------------------------------

11.3.2
Operation

Omitted text

For each RAB requested to relocate the message may include the following IEs:

-
Data Forwarding TNL Information IE;

-
Service Handover IE;
-
Alternative RAB Parameter Values IE;

-
E-UTRAN Service Handover IE;
-
WLAN Service Handover IE;
-
PDP Type Information extension IE (may be included if PDP Type Information IE is included).
Omitted text
------------------------End changes------------------------------

Solution alternative 1





1	When establishing a radio bearer, the eNB indicates via RRC whether to the UE whether that bearer may be offloaded. The UE stores that information together with the EPS bearer context and maintains it even if the RRC connection is released. If all bearers belonging to an APN connection are allowed to be offloaded, the UEs NAS layer may decide to offload the APN. 





2a	The eNB may determine based on OAM configuration which radio bearer may be offloaded.





And / Or





2b	The CN informs the eNB via new S1 indication which bearer must not be offloaded. 








Solution alternative 2





1	New NAS signalling is introduced by which the MME indicates to the UE which APN may be offloaded. 





2	Optionally: MME informs eNB which bearers are offloadable (so that the eNB knows which UE has traffic on offloadable bearers) and to avoid sending dedicated thresholds otherwise.











� 	ANDSF policies can be configured with “validity conditions”. One type of validity condition is time of day where the ANDSF policy may only be valid between, for example from 10:00 to 14:00.
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UE

① NAS signalling establishes:

EPS Bearer or

PDP Context



Identified by: NSAPI

Core Network

Radio Access Network

Core Network

Radio Access Network

② CN Requests:

E-RAB or RAB



Identified by: NSAPI

② RRC signalling establishes:

E-RAB or RAB
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