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1 Introduction

In current system, DRBid is allocated by the eNB of the serving cell in which the bearer is setup.  For Dual connectivity with 1A architecture, bearer could be setup directly in the SeNB.  Further, the bearer could be moved back and forth between the MeNB and SeNB.  This brings up the question on which node is responsible for allocating the DRBid and how it is handled when the bearer is moved between the SeNB and MeNB.   DRBid is also an input to the security algorithms and there are restrictions on how it is be assigned.  
This document discusses different possibilities and the impact of DRBid assignment for architecture 1A and makes recommendations.
2 Discussion

2.1 Legacy handling of DRBid

DRBid is assigned by the Pcell during bearer setup.   The bearer set up message also contains the EPS bearer id.  This allows the UE to form the association between the EPS context and AS context of the bearer.  During HO, the same DRBid of the bearer is used  to allow the UE to establish the bearer in the target cell and associate it with the DRB of the source cell.   During Full configuration, the DRB is released totally including the DRB id and a new DRB id is issued; in this case, the EPS bearer id is included in the message with Full configuration to allow the UE to associate the new AS bearer set up with the EPS bearer.  
DRBid value range is defined as 1..32.  For security purposes, it is essential that the same DRBid is not re-used with the same key and PDCP SN combination.  Hence the eNB assigns a previously unused DRBid in that cell for each new bearer setup.  When the number of DRBid (32) are exhausted, an intracell HO needs to be performed to re-fresh the key.
2.2 DRBid for Dual connectivity 1A

With dual connectivity, allocation and handling of DRBid during SeNB addition and deletion in architecture 1A needs more discussion.  

Consider a DRB that is first set up in the MeNB before DC is established.  The MeNB assigns a DRBid.  This bearer is then moved to SeNB.  The DRBid can be re-used in this case similar to the legacy HO and there is no security issue since the key is different.  However, if subsequently the DRB is brought back to the MeNB, the same DRBid can still be re-used since the PDCP SN are maintained (and hence the same SN is not re-used for the same key/DRBid combination) when a bearer is moved between MeNB and SeNB .   

Similar principle can be continued even for a new bearer that is established while the UE is in dual connectivity.  The new bearer setup request over S1 is received by the MeNB.  The MeNB can at that time assign a DRBid and forward it to the SeNB while requesting the setup of the bearer in SeNB.

Such an approach will be similar to the HO in the legacy nodes.

The other option is for SeNB to assign its own DRBid.  Since the PDCP SN is continued, there is no security risk with an independent assignment of DRBis by the SeNB.  There are two aspects to be considered here:

1) Can the same DRBid  be used in SeNB and DeNB for different bearers: This could happen if SeNB assigned its own DRB without negotiation with MeNB.   
From the security perspective, it does not matter if the new DRBid assigned by the SeNB is the same or different to the one used in the MeNB  provided the keys in MeNB and SeNB are different.    
However, from RRC perspective, RRC layer is common across both cells and hence it won’t be possible anymore to uniquely identify the bearer using the DRBid alone as it done in RRC today.  We would need to also consider the eNB carrying the DRB along with the DRBid to make uniquely identify the bearer and would require more changes including conceptual changes to RRC.   
Another option is to negotiate between MeNB and SeNB so the same DRBid is not used.  But this also involves unnecessary signalling.

2)   If we use independent assignment of DRBid by SeNB, we would need some other id to associate the bearer in “source” eNB and “target” eNB while it is moved between the MeNB and SeNB.  The id that could be used for this is the EPS bearer id (as used for Full configuration).  Thus the EPS bearer id is included whenever a bearer is moved between MeNB and SeNB.    However, there does not seem to be much benefit in doing this and it seems simpler to align with the handling during HO.
Based on the above discussion, having SeNB assign the DRBid is more complex and does not bring any benefit.  Hence it is proposed that:
Proposal: DRBid is always assigned by the MeNB.  It is provided to the SeNB during bearer addition in the SeNB and used by the SeNB for the bearer set up.  PDCP is re-established during a bearer transfer between MeNB and SeNB (i.e., SN are not reset).  The same value of DRBid is not used in MeNB and SeNB simultaneously for the different bearers.
3 Summary and proposal
This contribution discussed the assignment of DRBid during dual connectivity for architecture 1A.  It was found that SeNB allocation of the DRBid was more complex and does not bring benefits. Hence it is proposed that:
Proposal: DRBid is always assigned by the MeNB.  It is provided to the SeNB during bearer addition in the SeNB and used by the SeNB for the bearer set up.  PDCP is re-established during a bearer transfer between MeNB and SeNB (i.e., SN are not reset).  The same value of DRBid is not used in MeNB and SeNB simultaneously for the different bearers.
