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1 Introduction

Reestablishment in dual connectivity have not been discussed yet. In this contribution, possible reestablishment procedures in dual connectivity will be introduced and several issues will be revealed. And procedures will be classfied with which eNB is selected by UE to send reestablishment request message (MeNB, SeNB, and the other eNB not related to dual connectivity).
 And another issue related to reestablishment was how to cope with RRC reconfiguration failure of SCG in dual connectivity. Almost companies agreed that UE can reject RRC reconfiguration failure of SCG in dual connecitivty during email discussion [1]. However, it has been argued on whether reestablishment procedure is initiated or not.
2 Reestablishment procedure to MeNB
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Figure 1: Reestablishment procedure to MeNB
After cell selection, UE would select MeNB and send RRC connection reetablishment request message to it (shown in Figure 1);
Step 1> Trigger RRC connection reetstablishment procedure when RLF on MeNB, inter-MeNB HO failure, and so on.
Step 2> RRC connection reetablishment request message from UE to MeNB.
Step 3> MeNB determines UE context is valid.

Step 4> Since UE context is valid, MeNB constructs RRC connection reestablishment message and sends it to UE.

Step 5-1> MeNB requests local release to SeNB. This message includes SeNB release and data forwarding request.
Step 5-2> Data forwarding and SN status report happens from SeNB to MeNB. The data are used in MeNB to resume DRBs.
Step 6> UE resumes SRB1 without security re-activation. And resuming DRBs according to the received dedicated configuration via RRC connection reestablishment message.
In this procedure, we excludes to resume dual connectivity. That is, dual connectivity would be reconfigured after RRC connection reestablishment procedure is already completed. This resembles agreements on addition of SCG after inter-MeNB HO procedure.
And SeNB local release procedure would be used in order for MeNB to resume DRBs with UE. SeNB context would be released and non-acknowledged data are forwarded and fetched to MeNB.

Proposal 1: Dual connectivity should be reset, i.e. not maintaining dual connectivity during reestablishement. SCG configuration should be autonomously released.
Proposal 2: DRBs on SCG should be resumed in MeNB through SeNB local release procedure between MeNB and SeNB.
3 Reestablishment procedure to SeNB

After cell selection, UE would select SeNB and send RRC connection reestablishmet request message to it (shown in Figure 2);

Step 1> While UE is given dual connectivity service, UE context is shared between MeNB and SeNB. Especially, regarding reestablishment, the physical cell ID of Pcell, C-RNTI, and shortMAC-I in MeNB should be shared.

Step 2> Triggering RRC connection reestablishment procedure when RLF on MeNB, MeNB HO failre, and so on.

Step 3> RRC connection reetablishment request message from UE to SeNB.

Step 4> SeNB determines UE context is valid. Even though the physical cell ID of Pcell, C-RNTI, and shortMAC-I does not match SeNB directly, SeNB has the corresponding UE context via Step 1> and prepares resuming RRC connection with the UE.

Step 5> SeNB constructs RRC connection reestablishment message and sends it to UE.

Step 6-1> SeNB requests release to MeNB. This message includes MeNB release and data forwarding request.

Step 6-2> Data forwarding and SN status report happens from MeNB to SeNB. The data are used in SeNB to resume SRB1 and DRBs.

Step 7) UE resumes SRB1 without security re-activation in SeNB. And resuming DRBs according to the received dedicated configuration via RRC connection reestablishment message.
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Figure 2: Reestablishement procedure to SeNB
In this procedure, fast recovery via RRC connection reestablishment would be also allowed in SeNB. In dual connectivity, SeNB has less pathloss to UE than MeNB in usual cases. Then, if cell selection is performed, SeNB would be prefered and selected more frequently by UE. And most UE context would be shared between MeNB and SeNB. Hence, fast recovery in SeNB seems useful and feasible in practice. Similar issue would have been discussed in HetNet WI.
Howeve, it should be checked by SA3 whether there is really no problem on security re-activiation in this procedure.

Proposal 3: Fast recovery in SeNB should be supported in practice.
Proposal 4: It should be checked by SA3 whether there is really no problem on security re-activation in this procedure.
4 Reestablishment procedure to the other eNB

After cell selection, UE would select the other eNB with no relationship to MeNB and SeNB, and send RRC connection reetablishment request message to it (shown in Figure 3);

Step 1> Triggering RRC connection reestablishment procedure when RLF on MenB, MeNB HO failure, and so on.

Step 2> RRC connection reestablishment request message from UE to the other eNB.

Step 3> The other eNB determines UE context is not valid.

Step 4> The other eNB constructs RRC connection reestablishment reject message and send it to UE.

Step 5> RLF INDICATION message is delivered from the other eNB to MeNB. If failure occures during inter-MeNB HO and the other eNB is not a target eNB, HO REPORT message would be firstly sent to the target eNB and then the target eNB would send RLF INDICATION message to MeNB [2]. This can be one alternative to inform MeNB needs UE context release. However, UE CONTEXT RELEASE REQUEST from MME seems more general case for this kind of release [3].

Step 6> MeNB releases the corresponding UE context.

Step 7> Since MeNB recongnizes dual connectivity in the corresponding UE, it initiates SeNB local release procedure. However, this local release procedure does not require data forwarding and SN status transfer from SeNB to MeNB as the UE context would not be reused.

Step 8> SeNB also releases the corresponding UE context as observing SeNB Modification Indicaton message in Step 7>.

Step 9> UE releases whole configuration and RBs and goes to idle.
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Figure 3: Reestablishment procedure to the other eNB
In this procedure, possible SeNB releases procedure is introduced by RLF INDICATION message. However, actually, RLF INDICATION message is used for MRO (Mobility Robustness Optimization) purpose not for context release so far. Another SeNB release procedure could be initiated by MME based on UE connection reestablishment event. In RAN2’s perspective, additional job for this procedure would be not forseen. However, RAN3 should confirm there is no additonal assistance infomration during this procedure from RAN2.
Proposal 5: LS to RAN3 is kindly requested to confirm whether the suggested SeNB’s release procedure (e.g. by RLF INDICATION message from the other eNB) or UE CONTEXT RELEASE REQUEST from MME) is appropriate and no additional assistance information during this procedure is required in RAN2.
5 Reconfiguration failure in dual connectivity
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Figure 4: Reconfiguration failure in dual connectivity
 Currently, a RRC reconfiguration could not be complied with by UE due to network error, e.g. fetched wrong capability information. Hence, for this error, reestablishment initialization seems very reasonable for network error recovery.
 By the way, in dual connectivity, this error case could happen during SeNB configuration add/modification request from SeNB to MeNB. That is, SeNB could generate wrong configuration towards UE with network error, e.g. to mis-estimate UE capability. In email discussion [1], assumed that this erroneous configuration is received by UE, then UE would reject the configuration and could have two possible next proceeding approaches – 1) Reestablishment initiation and 2) No reestablishment and MCG’s configuration is maintained.
 Before arguing which approach is more appropriate, the network error case assumption should be clarified. The assumptioin is that erroneous configuration generated by SeNB with network error is received by UE. Here, two possibilities will be discussed.

 One possibility is that there would be network error in MeNB also. Then, UE should initiate reestablishment in order to recover network error even though the configuration has only problem on SCG configuration.
 The other possibility is that there would be no network error in MeNB but the erroneous configuation is construted and sent to UE. However, it is wondered why this situation happens. If there would be no network error in MeNB, MeNB would respond to SeNB by rejection for the corresponding add/modification request and would not bypass RRC connection reconfiguratioin message with error towards UE. That is, the possibility seems not to occur in practice.

Observation: The erroneous configuration for SCG would happen due to network error in MeNB not only in SeNB.

Thus, the error would be handled by reestalbishment to recover network error.

Proposal 6: When reconfiguration failure of SCG in dual connectivity occurs, UE should initiate RRC connection reestablishment.

6 Conclusion

<Reestablishment to MeNB >
Proposal 1: Dual connectivity should be reset, i.e. not maintaining dual connectivity during reestablishement. SCG configuration should be autonomously released.
Proposal 2: DRBs on SCG should be resumed in MeNB through SeNB local release procedure between MeNB and SeNB.
<Reestablishment to SeNB >
Proposal 3: Fast recovery in SeNB should be supported in practice.
Proposal 4: It should be checked by SA3 whether there is really no problem on security re-activation in this procedure.
<Reestablishment to the other eNB >
Proposal 5: LS to RAN3 is kindly requested to confirm whether the suggested SeNB’s release procedure (e.g. by RLF INDICATION message from the other eNB) or UE CONTEXT RELEASE REQUEST from MME) is appropriate and no additional assistance information during this procedure is required in RAN2.
<Reconfiguration failure in dual connectivity>

Observation: The erroneous configuration for SCG would happen due to network error in MeNB not only in SeNB.
Proposal 6: When reconfiguration failure of SCG in dual connectivity occurs, UE should initiate RRC connection reestablishment.
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