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1. Introduction

In RAN2#85, the following agreement was made in relation to "Differentiation of access control" sub-topic of the Further EUL enhancements Work Item:
	Agreements

· For each group the network will broadcast access parameters.  The access parameters are FFS.   




In this contribution we outline proposals on how the NW can control UE accesses using information broadcast in System Information.
2. Discussion
In [3] we have outlined how the network assigned groups can be defined, and signaled to the UE. Once the NW has assigned the group(s) to UE’s via dedicated signaling, it then needs some method of prioritizing the accesses (e.g. block/unblock) of UE’s across different groups, or within the same network assigned group, when it is experiencing Uplink congestion. It was agreed at RAN2#85 that the parameters to control accesses of UE in CELL_FACH and CELL_PCH (with seamless transition) will be broadcast in System Information.
2.1
Considerations for supporting access control in connected mode
Any solution for the control of accesses of UEs in CELL_FACH state and PCH state with seamless transition to CELL_FACH, should take the following considerations into account:
2.1.1
Existing SIB acquisition methods
When a UE in CELL_FACH state, or PCH state with seamless transition to CELL_FACH state, which is being blocked from accessing the network receives a message on the downlink, there is no way for it to reply on the uplink. Blocking such UEs in the uplink for a long period of time, while data is being sent in the downlink, this could result in unnecessary RLC retransmissions and may also trigger dropped calls as a result of RLC unrecoverable errors detected in the NW. 
To avoid user data from being sent on the downlink while the UE is not able to respond on the uplink, a synchronization of the blocking in the uplink and downlink in both the UE and NW is necessary.

Currently the methods available to control when the UE reacquires a given System Information Block (SIB) are based on the following two options specified:

-
Change of the SIB value tag

-
Expiry of an expiration timer associated with the SIB
2.1.1.1
Value Tag
Access control information will typically be updated frequently during congestion, which increases the risk for value tag wrap around. If the UE has stored system information and returns to CELL_FACH after being in e.g. CELL_DCH where system information is not monitored, or performs a cell reselection into the cell, it will not reacquire the information if the current SIB value tag equals the stored SIB value tag.  Hence the UE may use old access control information which is no longer valid, i.e. the UE may access even if access is restricted or the UE may not access even if access is allowed. The different understanding between the UE and the network of the current access control status could result in unnecessary RLC retransmissions and may also trigger dropped calls as a result of RLC unrecoverable errors detected in the UE or in the NW. 

Using the value tag update mechanism will also force all legacy UEs to wake up and read the MIB each time the access control policies are changed by the network. This is because an update of the SIB containing the access control policies will generate an update of both the SIB value tag and the MIB value tag.

2.1.1.2
Expiration timer
Usually, the expiration timer is set longer than the repetition period of the SIB. Each UE may reacquire the SIB information at different times depending on when the SIB was read the first time. Thus a synchronized update of access control policies between the UE and network is not possible with this method. If the UE and the network have a different understanding of the current access control policies to be applied it could result in unnecessary RLC retransmissions and may also trigger dropped calls as a result of RLC unrecoverable errors detected in the UE or in the RNC. 

This can be avoided if the expiration timer is the same as the repetition period. Then all UEs are mandated to reacquire the SIB every time it is repeated on the broadcast channel and it can be ensured that the latest version of the access control parameters is always applied. However, this will impact the UE battery consumption if the SIB repetition period is short. Using a longer SIB repetition period will, on the other hand, impact latency for UEs accessing from URA_PCH or CELL_PCH state (i.e. states in which the UE is typically not mandated to keep an up-to-date version of the access control information).
Given the need for synchronisation of blocking of UE accesses in both the NW and UE, and the limitations of both the value tag and expiration timer as described above, we describe a proposed solution in section 2.3 for how the broadcast access parameters can be acquired. 

2.1.2
Blocking part of an access group
When blocking accesses for UE in CELL_FACH state and PCH state with seamless transition to CELL_FACH, the NW should have the possibility to rotate the blocking among the UE’s in different Groups by updating the associated blocking information broadcast in the System Information. 

It should also be possible to control the accesses for a sub-group of UE’s within the same Group. These sub-groups could for example be based on the C-RNTI, and would allow the NW to rotate the barring among users with the same priority.
2.1.3
Handling UEs which become unblocked
When the network removes the blocking for all UEs in an Access Group, or for a subgroup of UEs within an Access Group, there is a need to ensure that the UEs which become unblocked do not all access the NW to transmit data at the same time. This is usually accomplished using a random delay, which is sufficient if the maximum delay is not too large. However, if the number of users that become unblocked is large so that the accesses need to be spread over an interval so large that it might interfere with the working of the RLC protocol as mentioned above, a deterministic delay is then needed for the network to coordinate uplink and downlink activities.
2.2
Broadcast of access control parameters

The information for the current Access Barring mechanisms (e.g. ACB, DSAC etc) is broadcast in System Information Block type 3, and so one possibility is to add the access control parameters to control UE access in CELL_FACH and PCH states (with seamless transition) in SIB3 or another existing SIB. However in our opinion it is preferable to define a new System Information Block to carry the information for the following reasons:
1.  Not possible to use an existing SIB associated with a value tag, because the frequent updates (which can be assumed for access control information) will lead to
-
The issue of VALUE_TAG wrap around (as captured in [2])
-
An impact on legacy UEs that are notified by a Paging/System Info Change Indication each time the SIB is updated

2.  Not possible to use an existing SIB associated with an expiration timer (i.e. SIB7) because it will not provide the synchronized update required.

Proposal 1:
The paramaters to control UE accesses when in CELL_FACH state and PCH state (with seamless transition to CELL_FACH) shall be broadcast in a new System Information Block, SIBx.

Proposal 2:
It shall be possible for the NW to rotate the blocking among UE’s within the same network defined Group. 
2.3
Acquisition and modification of the new SIBx
For SIBs carrying dynamic information, the repetition period is usually set fairly small so that the UE can acquire the information quickly, but to reduce battery consumption, the UE is only required to re-read the SIB at larger intervals. As a result, the UE may not be reading the SIB when the content is being updated by the network. To allow the UE and the network to synchronize the access information that is carried in a SIB, an explicit update cycle can be defined:

SIB_UPDATE_CYCLE: Defined as a number of repetition periods of SIBx. 

Using the SIB_UPDATE_CYCLE, the SFN where an update may occur can then be determined from:

SFN mod (SIB_UPDATE_CYCLE * SIB_REP) = SIB_POS
So after the initial reading of the SIBx, all UE’s would determine when it next needs to check for a change in the SIBx content. This would ensure that all UE’s will check for updates in the SIBx in a synchronised manner, i.e. at the same time as the blocking information is updated by the network.

Formally, the information acquired from SIBx expires at the end of the Update Cycle in which the SIB is last read. The UE is not required to re-read SIBx if it does not need the information (e.g. the UE is in DRX) or if the information has not yet expired.
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Figure 1: Update Cycle for SIBx

An example procedure for acquiring and re-reading the SIBx that uses the new acquisition method with an update cycle is shown in Figure 2.
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Figure 2: Acquisition of SIBx

Proposal 3:
The modification indication for the new SIBx shall be based on an Update Cycle, which is determined using the SIB_POS of SIBx and a configurable value which is a multiple of the SIB_REP of SIBx.  

For latency purposes, it is necessary that the new SIBx should be scheduled with a short repetition period. This is to ensure that UE’s will not wait a long time before acquiring the System Information. The Update Cycle for SIBx described above has the advantage of minimising the impact on UE battery, given that once the SIBx is initially read, it is only reacquired at expiry of the Update Cycle rather than at each repetition period of SIBx. 

The impact on UE battery can be reduced further by having the UE only read the new SIBx when there is UL congestion in the NW. A way to achieve this is for the NW to broadcast a new congestion indicator in an existing System Information Block, and when the UE sees the indicator set to TRUE (i.e. there is UL congestion in the NW), only then will the UE read/acquire the new System Information block SIBx. 
Proposal 4:
A new Uplink Congestion indicator shall be added in an existing System Information Block (FFS which SIB)
Proposal 5:
The UE shall only read the new SIBx when the NW indicates, via the new Uplink Congestion indicator, that it is experiencing UL congestion.
2.4
Delaying UE access when blocking is lifted
As mentioned in section 2.1.3 above, when the blocking of accesses for a group of users is removed, this may result in a high number of UE’s (which determine they are no longer blocked on reacquiring the SIBx) attempting to access at the same time.

Proposal 6:
When UE in CELL_FACH state or PCH state (with seamless transition to CELL_FACH) becomes unblocked, they will apply a deterministic delay before it accesses the RACH or common E-DCH. 
Finally, using blocking of UE accesses as an example, Figure 3 depicts how the proposals 1 – 6 are combined to enable the NW to control the accesses of UE’s in CELL_FACH state and PCH state (with seamless transition to CELL_FACH) state.
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Figure 3: Controlling UE accesses using System Information
2.5
Access Control parameters

Finally we need to consider the information which needs to be broadcast in the new System Information block SIBx. Our opinion is that for blocking of UE accesses the following information is needed:


- 
SIBx Update period

-
Access Group List (0..15) 
· Action (Block/Unblock)
· Sub-group Info (indicating if all or just some of the UEs in the access group are blocked)
Proposal 7:
The access control parameters broadcast in the new SIBx shall consist of a list of maximum size 16 (one for each defined Access Group). Each entry in the list consists of an action (Block/Unblock) which is be to applied by the UE, and sub-group information to allow NW to differentiate between users within the same Access Group.
3. Conclusion

RAN2 is kindly requested to discuss and agree the following proposals:
Proposal 1:
The paramaters to control UE accesses when in CELL_FACH state and PCH state (with seamless transition to CELL_FACH) shall be broadcast in a new System Information Block, SIBx.
Proposal 2:
It shall be possible for the NW to rotate the blocking among UE’s within the same network defined Group. 
Proposal 3:
The modification indication for the new SIBx shall be based on an Update Cycle, which is determined using the SIB_POS of SIBx and a configurable value which is a multiple of the SIB_REP of SIBx.  

Proposal 4:
A new Uplink Congestion indicator shall be added in an existing System Information Block (FFS which SIB)
Proposal 5:
The UE shall only read the new SIBx when the NW indicates, via the new Uplink Congestion indicator, that it is experiencing UL congestion.
Proposal 6:
When UE in CELL_FACH state or PCH state (with seamless transition to CELL_FACH) becomes unblocked, they will apply a deterministic delay before it accesses the RACH or common E-DCH. 
Proposal 7:
The access control parameters broadcast in the new SIBx shall consist of a list of maximum size 16 (one for each defined Access Group). Each entry in the list consists of an action (Block/Unblock) which is be to applied by the UE, and sub-group information to allow NW to differentiate between users within the same Access Group.
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