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1.
Introduction

Following RAN2#85, there has been an email discussion on the reflector [1] to progress a number of aspects of MBMS MDT. One of the topics discussed was whether MBMS MDT should be configured using BCCH, MCCH or DCCH signalling. 

A disadvantage of using dedicated signalling (DCCH) to configure the UE is that it is difficult for the eNB to select appropriate UEs to configure for MDT which UEs are actively receiving an MBMS service, even if the eNB could learn from a UE capability for MBMS MDT that the UE supports the feature. This disadvantage can be addressed through the use of common signalling (BCCH or MCCH) which can configure all UEs receiving an MBMS service to collect MDT measurements. However, the common signalling approach has an open issue relating to user consent. The purpose of this paper is to discuss user consent and propose a way forward.

2
User consent for legacy MDT

TS 32.422 describes that, due to privacy and legal obligations, the operator must obtain user consent before initiating MDT for a UE. Once obtained then the user consent is stored within the HSS along with other subscription data. In the case of signalling based MDT (i.e. MDT targeted to a particular subscriber) then the user consent must be checked within the core network before initiating the MDT procedure.

For the case of management based MDT (i.e. MDT targeted at a particular area) then the user consent from the HSS is provided to the MME along with other subscription data, and then provided to the E-UTRAN as part of the Initial UE Context when a UE enters RRC Connected. According to TS 36.413, the consent information is signalled using the "Management Based MDT Allowed" IE within the Initial UE Context. More specifically, the "Management Based MDT Allowed" indication is provided to the E-UTRAN only when consent is given and the UE is located within its home operator's network. Subsequently, when the eNB is requested to start a management based MDT procedure, the eNB must check the user consent, as indicated by the "Management Based MDT Allowed" IE, before configuring a UE for MDT. 
3
User consent issues for MBMS MDT

The mechanisms described in section 2 for legacy MDT procedures rely on the fact that dedicated signalling is used to configure the UE for MDT. If a user has not given consent then dedicated signalling to configure MDT will not be sent to that particular UE. However, the same principle is not easily applied to MBMS MDT that is configured by common channel signalling. 

Some options for how user consent can be addressed for MBMS MDT as follows:

1
Use dedicated signalling to configure MBMS MDT. 


This would clearly be consistent with the way user consent is handled for legacy MDT but has the disadvantage described in the introduction to this paper that it is very difficult for the eNB to select appropriate UEs to configure for MBMS MDT.

2
Local configuration of user consent within the UE.


This relies on UE implementation to enable the user to give their consent via a configuration setting on the UE. From a specification perspective this seems very simple as 3GPP would specify very few, if any, of the details. From a UE implementation perspective this has impact on the user interface, operating system, as well as the modem. 


This approach is also a departure from legacy MDT procedures where the user consent is collected by the operators and stored centrally in the HSS.

3
eNB provides the user consent to the UE via RRC signalling.

As described in section 2, the eNB is already provided with the "Management Based MDT Allowed" IE within the Initial UE Context and this information could be passed on to the UE using RRC signalling. For example, the information could be included in RRCConnectionReconfiguration. The information would have to be stored by the UE for use in both idle and connected modes, so that when the UE subsequently receives an MDT configuration via common channel signalling it can check the consent before starting the MDT measurements.

The consent information is not expected to be dynamic and so it would be sufficient for it to be provided once when the UE enters connected mode, which suggests that SecurityModeCommand might also be a suitable location for the information.

This approach remains close to the consent handling for legacy MDT procedures where the user consent is collected by operators and stored centrally in the HSS but still enables the benefits of configuring MDT using common signalling. 
We consider that options 2 and 3 above could address the user consent issues associated with common channel configuration of MBMS MDT. Therefore, user consent should not be used as a reason not to use such common channel configuration. It is proposed that RAN2 discuss the options 2 and 3 described above to decide the most appropriate approach. Furthermore, the preferred approach may need to be confirmed with SA3 prior to making a final decision.
4
Conclusions

This contribution identified different methods to successfully handle the requirement of user consent for the case where MBMS MDT is configured via common channels. 
Proposal 1: RAN2 agree that consent issues can be addressed and so they should not be used as a reason not to use common channel configuration of MBMS MDT. 
Proposal 2: RAN2 discuss and decide between the approaches for addressing user consent for MBMS MDT configured by common channels, and confirm selected approach with SA3.
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