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1 Introduction

This document discusses different aspects of addresses and identifiers used for D2D / ProSe communication:

· The structure and size of the identifiers - ProSe UE ID and ProSe Layer-2 Group ID
· How these identifiers are represented when being used as addresses in Layer 1 and Layer 2
2 Discussion

2.1 SA2 study item outcome on ProSe identifiers for communication
In 3GPP SA2 the following is specified regarding ProSe identifiers for communication, as written TS 23.303 [2]:
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2.2 RAN study item outcome on addressing for communication

Moreover, 3GPP RAN2 has concluded the following so far regarding addressing for communication, as written in TR 36.843 [1]: 
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2.3 Important considerations
According to the study item outcome, in a “multicast MAC data PDU”, the transmitting UE would need to map ProSe identifiers to L2 addresses:

· the ProSe UE ID need to be mapped to a source L2 address carried in the MAC header
· the ProSe Layer-2 Group ID need to be mapped to destination layer 2 address carried in the MAC header
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Figure 1. Basic principle for mapping ProSe identifiers to MAC addresses
Also, the ProSe identifiers may potentially also be mapped onto different addresses and mechanisms in the physical layer.
It is up to RAN to decide the sizes of the addresses carried in L1 and L2 for D2D communication. For determination of the sizes of the ProSe identifiers, how to map the identifiers onto addresses at different layers and the sizes of the addresses themselves, the following considerations need to be made:
· What level of uniqueness that is needed
· Addressing mechanisms available in the different  layers (i.e. PHY and MAC)
· The internal structure of the ProSe identifiers
· Overhead and address size
These four aspects are discussed below.
2.3.1 Level of uniqueness

There are several purposes of the source and destination addresses in MAC. One purpose is to perform MAC filtering – to discard data PDUs already in MAC which are not intended for the receiving UE. However, another important purpose is to enable the receiving UE to identify the receiving RLC entity, e.g. to support reassembly in RLC. It is the combination of source and destination addresses which identifies the receiving RLC entity.
Observation 1 The receiving RLC entity is identified by the source-destination address pair.

If we then imagine an addressing collision (two transmitters would within a certain time window use the same pair of source and destination L2 address in the same set of radio resources), the receiving RLC entity will need to handle received RLC PDUs from two transmitting RLC entities. According to the existing RLC specification for the Lte-Uu interface, typically this will result in discard of correct data already in RLC, due to the maintenance of the RLC reordering window (please refer to TS 36.322 5.1.2).

Observation 2 Collisions between addresses may result in discarded RLC PDUs and user data loss, and should therefore be avoided.
Moreover, if data intended for a different receiver is processed by RLC and forwarded to upper layers, the resulted application data will most probably be garbage after decryption. One may also argue that there is a data confidentiality risk by having UEs receiving data which they are not intended receivers for.

Observation 3 Collisions between destination addresses may result cause that unintended receivers passes data up to the application.

Another related aspect is that the association between the received data the true identity of the transmitter does only need to be performed at the IP layer and/or the application layer. In particular, there is no requirement for the receiving UE to use the source L2 address in a received MAC PDU to identify the transmitting UE. In order to perform unicast transmission to a particular UE, the destination UE address need to be obtained using other mechanisms, such as Direct Discovery or ARP. Therefore we can make the following observation regarding the source address:

Observation 4 The source address in the lower layers is only used by the receiving UE to find the correct RLC-UM entity. There is no requirement on receiving UE to associate the source L2 address in a received packet to the actual identity of the transmitting UE (such as the ProSe UE ID).

An aspect related to address collisions is what happens if the transmitting UE would change its source L2 address. A sudden change of source address would imply that the receiving UE would not be able to identify the same receiving RLC entity, which likely will cause an intermittent loss of data, especially if the change of address was performed in the middle of a segmented RLC SDU. We there observe the following:
Observation 5 Change of source address by the transmitter may result in discarded RLC PDUs and user data loss, and should therefore be avoided.

Avoiding address collisions naturally implies that we should aim for having unique or at least pseudo-unique addresses among all UEs in the proximity taking part of D2D / ProSe communication. And the addresses should not change, at least not “too often”.
Within coverage, a transmitting UE uses the radio resources as indicated by the eNB. This would mean that in principle, it would be tempting to use eNB allocated L2 addresses (at least for the source L2 address) for the D2D transmissions using the radio resources assigned by the particular eNB. However, to have such a scheme would have several drawbacks:

· Taking into account that the UEs in a particular cell may not only use D2D communication with each other, but also to UEs in other cells, PLMNs as well as UEs out-of coverage, one need to ensure in some way that the eNB allocated addresses are unique also outside the cell. 
· Moreover, if the radio resources (including sync signal) for a particular eNB would be relayed also to UEs outside coverage by the particular eNB, as proposed in [3], eNB cannot assign addresses to those UEs anyway because they cannot be reached. 
· Outside coverage we in any case need a solution for L2 addressing which is independent of the eNB. This implies that we would need to have two completely different solutions for addressing (within and outside coverage) .

· Finally, if a UE in coverage changes cell it would need to have a new address assigned by the new eNB, resulting in data loss in the receiving UEs due to the change of source address. 

We can then make the following observation:
Observation 6 Having the source L2 addresses dynamically assigned by E-UTRAN has several drawbacks for D2D communication.

Outside coverage, the UE uses addresses and radio resources either from the last registered PLMN or from the Home PLMN (the latter typically as preconfigured data in e.g. the UICC). To enable Public Safety UEs originating from different PLMNs to communicate also outside coverage, they need to rely upon that their preconfigured ProSe identifiers are valid also in this scenario. To in the best way facilitate that the UE is always able to construct valid addresses from the ProSe identifiers, the ProSe identifiers need to be globally unique.
So, as a conclusion so far, the preconfigured ProSe identifiers should be used to construct static or at least semi-static addresses in layer 1 and layer 2. Moreover, in order for the UE to always be able to construct those addresses, the ProSe identifiers would need to be globally unique.
Observation 7 In order to form a globally unique source and destination addresses, when required, the ProSe UE ID needs to be globally unique.

Observation 8 In order to form globally unique destination addresses, when required, the ProSe Layer-2 Group ID needs to be globally unique.
2.3.2 Addressing mechanisms available in different  layers
As concluded so far in RAN2, MAC will include source and destination addresses in the MAC header. 

The physical layer also provides potential mechanisms, which may be used as part of a D2D communication addressing scheme. 

In Rel-8 LTE, an example of an implicit addressing mechanism is the physical cell identity, as defined by the PSS/SSS synchronization signal transmitted by the eNB. A UE receiving a data block using a given sychronization signal as timing reference, should be able to distinguish it from another data block using a different synchronization signal as timing reference. 

The details of the synchronization scheme for D2D is yet to be defined by RAN1. However, according to TR 36.843 [2], the concepts D2D Synchronization Source and D2D Synchronization Signal are being defined. A D2D Synchronization Source transmits a D2D Synchronization Signal which in turn includes some kind of identification mechanism, e.g. the one proposed in [3]. A UE that receives two data blocks, which use different  D2D Synchronization Signals as timing reference, should be able to distinguish the two data blocks.

Observation 9 A D2D Synchronization Signal may be used as a part of an addressing mechanism, to identify the source.
Moreover, in the scheduling assignment (section 9.1.2 of TR 36.843 [1]), we propose to include an identity [4]. This “L1 identity” is used by the receiver for physical layer filtering of the scheduling assignments. If the “L1 identity” is based on the destination address of the data, it facilitates DRX in the receiver for multicast and unicast. In Rel-12 we expect that only broadcast communication will be supported by the physical layer. Since the destination address for broadcast is implicit, the “L1 identity” should be based on the source address instead.
Observation 10 An identity carried in a scheduling assignment may be used as a part of an addressing mechanism, to identify the destination or source.

2.3.3 The internal structure of the identifiers
The well established 3GPP principle to ensure globally unique identifiers is to use the PLMN identity as a prefix and delegate the assignment of the remaining part of the identifier to the operator of the particular PLMN. The same principle could thus be used for ProSe UE ID and ProSe Layer-2 Group ID.
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Figure 2: Proposed structure of ProSe identifiers for communication

We therefore propose the following:
Proposal 1 The ProSe UE ID is structured into two parts: a PLMN identity and a ProSe local UE ID.

Proposal 2 The ProSe Layer-2 Group ID is structured into two parts: a PLMN identity and a ProSe local Group ID.

The PLMN identity is 24 bits (assuming 3 digits MNC). We think as starting point the PLMN-local ProSe Layer-2 Group ID should be at least 16 bits and the PLMN-local ProSe UE ID 24 bits. But for simplification of the discussion in the rest of this document, let’s assume they both are 24 bits. The total size of each ProSe identifier will then be 48 bits.
The ProSe UE ID would need to be provisioned in the UE so it is always available and valid - also when using a UE out-of-coverage without previous contact with any PLMN. Most straightforward would then be to provide it preconfigured, e.g. in the UICC.

2.3.4 Overhead and address size
Realizing that a true globally unique L2 address would require an address size at least in the order of 48 bits, there is clearly a trade-off between level of uniqueness of the L2 address and performance indicators such as coverage and voice quality, even when taking the impact of collisions of non-unique address into account. 
With the assumption that L1 may support a maximum transport block size somewhere in the range of 328-400 bits, when using truly unique source and destination L2 addresses with the of size 48 bits each, the resulting MAC header will be around 100-110 bits, which would result in 25-33% overhead just in the MAC layer. In [5], we observe that even when we are using ROHC for VoIP, since there is no feedback, full IP headers need to be sent periodically, which implies a non-neglectible overhead also on layer 3 that will further eat up the average available user data bits in each transport block. And depending on what maximum TB size L1 will support in the end, we would be forced into using a non-preferred AMR codec mode for VoIP.
In our opinion we should aim for an addressing solution with shorter addresses that enables us to find a performance sweetspot, by trading the address length to gain user data bandwidth and in the end voice quality. Therefore, on MAC we think that L2 source and destination address sizes of 16 bits each is a reasonable starting point.
Proposal 3 The starting point for the L2 source and destination address size is 16 bits, respectively.
In [6] we compare the collision risks for different L2 address sizes. We conclude that, when looking only on layer 2, with a source L2 address size of as small as 16 bits, the source address collision risk is 1% with as many as 37 simultaneous transmitters. For multicast and unicast, both source and destination addresses are used, so in case we e.g. use 16 bits as destination address the total address size in use is 32 bits and the collision risk is virtually zero (0.1% collision risk with 2932 simultaneous transmitters according to [6]).

But when taking into account that there are mechanisms available also in layer 1 for addressing (see in 2.3.2 above), we don’t need to carry all address bits solely in layer 2. We anticipate [3]
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[4] that the L1 sync signal ID is able to carry a source address equal to 9 bits (almost) and the L1 identity in the scheduling assignment equals to a source or destination address of 7 bits. Assuming a L2 source and destination addresses of 16 bits each, the total available address to transfer (L1+L2) is:
· For broadcast, the source address length that is possible to transfer is 9+7+16=32 bits with UE sync signal ID and 7+16=23 bits with eNB sync signal ID

· For unicast and multicast, the total address length  that is possible to transfer (source and destination) is 9+7+16+16=48 bits  with UE sync signal ID and 7+16+16=39 bits with eNB sync signal ID (the 7 bits SA L1 identity is either source or destination, depending on broadcast or unicast/multicast in L1)

Using the same type of calculation of collision probability for a number of independent transmitters as in [6], we can observe that, for the cases of using eNB sync signal ID (i.e. the sync will not contribute to the address):

· For broadcast, with a total address size of 23 bits, it requires 130 independent simultaneous transmitters to achieve an address collision probability of 0.1%

· For unicast and multicast, with a total address size of 39 bits, it requires 33168 independent simultaneous transmitters to achieve an address collision probability of 0.1%

Noting the above, we therefore propose:

Proposal 4 The addressing mechanisms in layer 1 and layer 2 should each contribute with different parts of the total transferred address for communication.
Having noted to very low addressing collision probability with the transferred address lengths above, they are still likely less than required to fit a true globally unique ProSe identifier directly. However, there should be methods to efficiently compress a unique ProSe identifier, given that we know the internal structure and meaning of the different bits in the identifier. 
Assuming that we have ProSe identifiers with the structure we propose in 2.3.3, the PLMN ID (24 bits) is one candidate for compression. The number of PLMN IDs in use by a group of transmitters and receivers should typically be much less than the total range of PLMN IDs available, In the extreme case – but a perhaps common one for Public Safety – all communicating UEs have the same Home PLMN. While taking away the PLMN ID completely may work sufficiently well in many cases, at least there should be an opportunity to reduce the PLMN ID from 24 bits to a much shorter value, e.g. by hashing, before using it to contribute to a transferred address.
2.4 Mapping of ProSe identities onto L1 and L2 addresses
To ensure a future-proof addressing mechanism which enables addresses to be created among a wide range of type and length of identities, we propose to use an address mapping mechanism where the mapping is performed in two main steps:

· In the first step, the UE provisioned unique ProSe identifiers are transformed into intermediate source and destination address strings of e.g. 32 bits
· In the second step, the content of these intermediate source and destination address strings are portioned into available addressing mechanisms in layer 1 and layer 2 in order to transfer as many unique bits of the addresses as possible

If we here assume that a UE wants to participate in ProSe multicast communication, it first uses the ProSe UE ID to create an intermediate source address bit string of 32 bits. This mapping takes into account that the PLMN ID part of the ProSe UE ID has the same value for a large population of the UEs (but may be different for a few UEs). In a similar way the UE creates intermediate destination address strings for each ProSe multicast group it wants to participate in.
In the figure below, the PLMN ID is first reduced to 8 bits using a hash function F1. These 8 bits are concatenated with the remaining 24 bits of the ProSe UE ID and Prose Layer-2 Group ID, respectively, and forwarded into a scrambling function F2. Since we have observed above that the source address does not need to actually identify the transmitting UE, when creating the source address, this scrambling function may use e.g. a time-dependent scrambling in order to further reduce collisions – e.g. with an integer T, as additional input, which is stepped by one, each time the UE performs a new hash. 
The scrambled result of 32 bits forms the intermediate source or destination address string, whichever is applicable.
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Figure 3: Construction of intermediate source and destination address strings

One may note that, since we have observed that the source address does not need to actually identify the sender, why not simply use a UE-generated random number? Yes, this may work, but one drawback is that since the system performance is dependent on avoiding address collisions, we need to make sure, i.e. by adding 3GPP conformance tests used by certification, that the UEs actually fulfil the requirement of generating a true random number (e.g. uniformly distributed). RAN5 may be consulted to check whether such test cases are feasible in practice. On the other hand, that a requirement is implemented on a specific hash function with known input, is likely more simple to verify during certification.
We therefore propose:
Proposal 5 The transmitting UE creates an intermediate source address string using a hash function with the ProSe UE ID as input.
Proposal 6 The size of the intermediate source address string is 32 bits.

Proposal 7 For multicast, each UE that participates in a given ProSe multicast group, creates an intermediate destination address string using a hash function with the ProSe Layer-2 Group ID as input.

Proposal 8 For unicast, the transmitting UE and the receiving UE creates an intermediate destination address string using a hash function with the ProSe UE ID as input.

Proposal 9 The size of the intermediate destination address string is 32 bits.

When transmitting data, the UE uses the intermediate source address as input to different address mechanisms in layer 1 and layer 2, in a way that makes the best use of the available bits. In the figure below, nine bits are used to create a sync signal identity (assuming the UE is out of coverage and needs to create its own sync signal) and sixteen bits are used as source address in L2. In case of L1 broadcast, seven bits are carried in the SA “L1 identity”.
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Figure 4: Mapping of the intermediate source address string onto L1 and L2 addresses

We therefore propose:
Proposal 10 The intermediate source address string is by the transmitting UE mapped with a first part on the source L2 address in MAC, a second part, when applicable, on the sync signal identity in the physical layer, and a third part, when L1 broadcast is used, on the L1 identity in the scheduling assignment.
Note that the physical layer part of this proposal need to be verified with RAN1.

In case of unicast or multicast, the transmitting UE uses the intermediate destination address of 32 bits as input to mechanisms in layer 1 and layer 2 which benefits from this. In the example below, we assume that L1 supports unicast/multicast and the L1 identity carries a destination address. Thus seven bits are used as the “L1 identity” in the scheduling assignment in order to enable DRX for the UEs which do not monitor this particular group and the remaining sixteen bits are put as destination L2 address. In case L1 does only support broadcast (as in Rel-12), these seven bits are not unused since they carry bits from the source address instead (figure above).
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Figure 5: Mapping of the intermediate destination address string onto L1 and L2 addresses for unicast and multicast
We therefore propose:
Proposal 11 For multicast, the intermediate destination address string, corresponding to the ProSe Layer-2 Group ID for the particular ProSe multicast group, is mapped with a first part, when using L1 multicast, on the L1 identity in the scheduling assignment, and a second part on the destination L2 address in MAC.

Proposal 12 For unicast, the intermediate destination address string, corresponding to the ProSe UE ID for the particular UE which is destination, is mapped with a first part, when using L1 unicast, on the the L1 identity in the scheduling assignment, and a second part on the destination L2 address in MAC.
Note that the physical layer part of also these proposals need to be verified with RAN1.

3 Text Proposal for 36.300
This section contains a skeleton text proposal for 36.300. If acceptable, we can volunteer to draft a running CR based on this text proposal.
Proposal 13 Draft a running CR based on the text proposal in section 3.

3.1 Identification and addressing for communication
3.1.1 ProSe Identifiers for communication

For ProSe communication, the UE is provisioned with a ProSe UE ID [TS 23.303], and for each group, a ProSe Layer-2 Group ID [TS 23.303].
The format and size of the ProSe UE ID is the following:

<ProSe UE ID>=<MCC><MNC><PLUI>

The format and size of the ProSe Layer-2 Group ID is the following:

<ProSe Layer-2 Group ID>=<MCC><MNC><PLGI>

MCC is the Mobile Country Code, as defined in [TS 23.003]

MNC is the Mobile Network Code, as defined in [TS 23.003]

PLUI is the ProSe Local UE ID and shall be of 24 bits length.

PLGI is the ProSe Local Group ID and shall be of 24 bits length.

3.1.2 ProSe addresses for communication
In the MAC layer, there is a source L2 address field which shall be of 16 bits length. For L2 unicast and L2 multicast, there is also a destination L2 address field which shall be of 16 bits length.

The UE shall create an intermediate source address string <ISAS> using its ProSe UE ID as follows. 

· use the MCC and MNC of its ProSe UE ID as input to a hash function F1 to create a PLMN-signature:
-  <PLMN-signature> = F1(<MCC><MNC>)
- then concatenate the PLMN-signature and the ProSe Local UE ID <PLUI> and use the result together with the integer NS as input to a scrambling function F2

- <ISAS>=F2(<PLMN-signature><PLUI>,  NS)
- NS is then incremented by 1

- the result  is the intermediate source address string <ISAS>
For each group, the UE creates an intermediate destination address string <IDAS> using the ProSe Layer-2 Group ID for the group as follows: 
· use the MCC and MNC of the ProSe Layer-2 group ID as input to a hash function F1 to create a PLMN-signature.

-  <PLMN-signature>=F1(<MCC><MNC>)
- then concatenate the PLMN-signature and the ProSe Local Group ID <PLGI> and use the result together with the integer ND as input to a scrambling function F2
- <IDAS>=F2(<PLMN-signature><PLGI>, ND)
- ND is then incremented by 1

- the result  is the intermediate destination address string <IDAS>

At transmission, the UE shall map its intermediate source address string <ISAS> as follows:

· 16 bits of the <ISAS> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the source L2 address in the MAC header

At transmission, the UE shall map its intermediate destination address <IDAS> string as follows:

· 16 bits of the <IDAS> starting at bit 15 and down to bit 0 are mapped into bit 15 and down to bit 0 of the destination L2 address in the MAC header

For reception of a given multicast group, the UE may use the intermediate destination address string <IDAS> created for the particular group as follows:
· Match the destination L2 address in the MAC header of the received MAC PDU with <IDAS> as follows:
- 16 bits of the <IDAS> starting at bit 15 and down to bit 0 are matched with bit 15 and down to bit 0 of the destination L2 address in the MAC header
4 Conclusion

As summary, the addressing proposal which has been presented here provides:

· Globally unique ProSe identifiers, as part of the provisioned configuration in the UEs 

· Reduction of the size of the PLMN ID part of ProSe identifiers using hashing
· Fixed size intermediate source and destination address strings generated from the globally unique ProSe identifiers, and a possibility to regenerate these intermediate addres strings regularly to further avoid collisions
· Mapping the content of these intermediate source and destination address strings on different addressing mechanisms in layer 1 and layer 2 in order to make the best use of the available address bits

· For broadcast, the transferred source address is 9+7+16=32 bits with UE sync signal ID and 7+16=23 bits with eNB sync signal ID. For 23 bits, 130 independent simultaneous transmitters are required to achieve an address collision probability of 0.1%
· For unicast and multicast, the total transferred address length (source and destination) is 9+7+16+16=48 bits  with UE sync signal ID and 7+16+16=39 bits with eNB sync signal ID. For 39 bits, it requires 33168 independent simultaneous transmitters to achieve an address collision probability of 0.1%
In section 2 we made the following observations:
Observation 1
The receiving RLC entity is identified by the source-destination address pair.
Observation 2
Collisions between addresses may result in discarded RLC PDUs and user data loss, and should therefore be avoided.
Observation 3
Collisions between destination addresses may result cause that unintended receivers passes data up to the application.
Observation 4
The source address in the lower layers is only used by the receiving UE to find the correct RLC-UM entity. There is no requirement on receiving UE to associate the source L2 address in a received packet to the actual identity of the transmitting UE (such as the ProSe UE ID).
Observation 5
Change of source address by the transmitter may result in discarded RLC PDUs and user data loss, and should therefore be avoided.
Observation 6
Having the source L2 addresses dynamically assigned by E-UTRAN has several drawbacks for D2D communication.
Observation 7
In order to form a globally unique source and destination addresses, when required, the ProSe UE ID needs to be globally unique.
Observation 8
In order to form globally unique destination addresses, when required, the ProSe Layer-2 Group ID needs to be globally unique.
Observation 9
A D2D Synchronization Signal may be used as a part of an addressing mechanism, to identify the source.
Observation 10
An identity carried in a scheduling assignment may be used as a part of an addressing mechanism, to identify the destination or source.


Based on the discussion in section 2 we propose the following:
Proposal 1
The ProSe UE ID is structured into two parts: a PLMN identity and a ProSe local UE ID.
Proposal 2
The ProSe Layer-2 Group ID is structured into two parts: a PLMN identity and a ProSe local Group ID.
Proposal 3
The starting point for the L2 source and destination address size is 16 bits, respectively.
Proposal 4
The addressing mechanisms in layer 1 and layer 2 should each contribute with different parts of the total transferred address for communication.
Proposal 5
The transmitting UE creates an intermediate source address string using a hash function with the ProSe UE ID as input.
Proposal 6
The size of the intermediate source address string is 32 bits.
Proposal 7
For multicast, each UE that participates in a given ProSe multicast group, creates an intermediate destination address string using a hash function with the ProSe Layer-2 Group ID as input.
Proposal 8
For unicast, the transmitting UE and the receiving UE creates an intermediate destination address string using a hash function with the ProSe UE ID as input.
Proposal 9
The size of the intermediate destination address string is 32 bits.
Proposal 10
The intermediate source address string is by the transmitting UE mapped with a first part on the source L2 address in MAC, a second part, when applicable, on the sync signal identity in the physical layer, and a third part, when L1 broadcast is used, on the L1 identity in the scheduling assignment.
Proposal 11
For multicast, the intermediate destination address string, corresponding to the ProSe Layer-2 Group ID for the particular ProSe multicast group, is mapped with a first part, when using L1 multicast, on the L1 identity in the scheduling assignment, and a second part on the destination L2 address in MAC.
Proposal 12
For unicast, the intermediate destination address string, corresponding to the ProSe UE ID for the particular UE which is destination, is mapped with a first part, when using L1 unicast, on the the L1 identity in the scheduling assignment, and a second part on the destination L2 address in MAC.
Proposal 13
Draft a running CR based on the text proposal in section 3.
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4.6.3		Identifiers for ProSe Direct Communication


4.6.3.1	ProSe UE ID


This is a link layer identifier assigned by the EPS that uniquely represents the UE in the context of ProSe Direct Communication. It is used as a source Layer-2 address in all the packets the UE sends for ProSe Direct Communication.


For support of multiple PDN Connections, the ProSe UE-to-Network Relay is assigned a different ProSe UE ID for each PDN Connection.


4.6.3.2	ProSe Layer-2 Group ID


This is a link layer identifier that identifies the group in the context of one-to-many ProSe Direct Communication. It is used as a destination Layer-2 address in all the packets the UE sends to this group.





MAC:


…


The receiving UE needs to know a source ID in order to identify the receiver RLC UM entity. 


The MAC header comprises a L2 target ID which allows filtering out packets at MAC layer.


The L2 target ID may be a broadcast, group cast or unicast address.


L2 Groupcast/Unicast: A L2 target ID carried in the MAC header would allow discarding a received RLC UM PDU even before delivering it to the RLC receiver entity. 


L2 Broadcast: A receiving UE would process all received RLC PDUs from all transmitters and aim to re-assemble and deliver IP packets to upper layers. 


	Editor’s Note: It is FFS how these are represented in the MAC header





MAC sub header contains LCIDs (to differentiate multiple logical channels).


…
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