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1 Introduction

In SA2 LS [1], the following is agreed on D2D discovery message for public safety:

· For Public safety we expect this message structure, and the exact definition of the total length needs to be completed by RAN WGs. Also based on additional SA3 information which is not illustrated here.

	Field
	Assessed Length
	Size Decision assessment owners
	Status
	Purpose

	Source L2 ID/Prose UE ID of source
	e.g. 48 bits?
	RAN
	TBD
	To identify a single UE source of the information in the message. This can be used for subsequent communication or to send a reply in Model B of operation

	Destination L2 ID
	e.g. 48 bits?
	RAN
	TBD
	To identify a single UE or group of UEs that are intended recipients of the information (a single UE in responses for model B). 

	Message type
	8 bits
	SA2
	agreed
	Type of discovery message

	Prose Application ID
	 64 bits 
	SA2
	agreed
	Needed to perform matching to the required service Set/Discovery criterion

	UE mode of operation
	2 bits
	SA2
	agreed
	Defines whether a  Public safety ProSe UE is acting as a UE-to-network relay, UE-to-UE or both or not acting as relay

	PLMN ID
	24 bits
	SA2
	agreed
	The PLMN ID the ProSe UE is attached to.

	Status bits
	4 bits
	SA2
	agreed
	Some status/maintenance flags.


 In this contribution, we provide our view on the definition of the source and destination L2 addresses and also which layer in the access stratum should the addresses be provided. 
2 Discussion
As mentioned in the table for public safety D2D discovery in the SA2 LS (also shown in the Introduction), it is agreed by SA2 that both a Source and a Destination L2 ID (SA2 term as defined below) are required in the D2D discovery messages for Public safety. The reason is that the source L2 ID is needed to identify the sender of the discovery messages for subsequent D2D communication or for sending a reply in the Pull model (i.e. Model B, Who is there) after receiving a request. The Destination L2 ID is required so that an individual UE can be targeted by a discovery response message in Model B and also the Destination ID can target a group of UEs in discovery procedures and potentially also serve as an index in selecting security parameters in restricted discovery. 
In addition it has been agreed in SA2 TR 23.703 [2] to the following definitions of these terms:

Source Layer-2 ID: A link-layer identity that uniquely identifies a device that originates ProSe communication frames.

Destination Layer-2 ID: A link-layer identity that uniquely identifies a device or a group of devices that are recipients of ProSe communication frames.

In addition also for communication it is possible to use in the destination L2 ID a ProSe L2 ID Group

ProSe Layer-2 Group ID: A pre-configured layer-2 group identifier that may be used to address a set of users at the 3GPP lower layers. It is typically associated with a ProSe Application ID.
It is also stated in TR 23.703[2] Annex J section  "5.4.2 Direct communication one-to-many (decentralized mode) receiver" that:

"The receiving UE filters out the received packet based on the ProSe Layer-2 Group ID contained in the Destination Layer-2 ID and if it matches the Group IDs configured, delivers the packet to upper layers."

So it is clear that according to SA2 there is a uniform behaviour from addressing standpoint for Communication and Discovery for Public Safety.
SA2 left it to RAN to discuss the length of the IDs that RAN can support.  Further, within RAN2 we should also decide which sub-layer of Layer 2 to insert the source and destination L2 address. In the following, these 2 points are discussed.
2.1 Use of L2 addresses in AS for public safety D2D discovery message and communication user data
For communication, it was agreed in the last RAN 2 meeting that the source L2 ID is needed for D2D communication so that the receiving UE can identify the receiver RLC UM entity. This source L2 ID belongs to the MAC sublayer. Based on the discussion above, the source L2 ID of the discovery messages can be aligned with the Source L2 ID for communication and can be inserted to the MAC PDU at the MAC layer. The advantage is that the same subheader format/MAC CE format can be used for both D2D communication and discovery for public safety.

Based on the discussion above, SA2 also points to the need of a destination L2 ID for both discovery and communication for public safety use case of D2D.  As it is clear that the source L2 ID needs to be in the MAC sublayer for communication, it is logical that the destination L2 ID should also be in the MAC sublayer. 
Furthermore, a TX UE may send D2D communication user data and discovery message using different RLC and/or PDCP entity. A different RLC entity for different D2D communication user data is needed if different Priority is required for different D2D application. A different PDCP entity is required for different D2D communication user data and discovery message if security is performed at PDCP layer and different security keys are required for different D2D applications or groups. 
Finally, for ProSe UE-to-Network relays supporting multiple PDN connections, the Relay "advertises" different ProSe UE IDs in the discovery phase via different Source L2 IDs in Discovery messages it originates, each associated to different PDN connections, and the remote UEs will send UL packets to the UE to-Network relay by using as Destination L2 ID the one that will select the PDN connection the UE is interested in using. This destination L2 ID is therefore the Source L2ID that was in the discovery message that the Relay was using to advertise the PDN connection of interest to the UE.
· This corresponds to the following text in Annex K section "4.6.2.3 Identifiers for ProSe UE-to-Network Relay selection" in TR 23.703 [ 2]"ProSe Relay (UE) ID: link layer identifier that is used for direct communication and is associated with the PDN connection the ProSe UE-to-Network Relay has established"

 Hence the destination L2 ID should also be included in the MAC SDU at MAC layer for both the Public Safety D2D communication user data and discovery message.The following illustrates a possible handling on how the L2 addresses are provided to the MAC layer and an indicative protocol structure:
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Proposal#1: Source and destination L2 addresses for the PS D2D discovery messages and user data are provided at the MAC layer and are common.
Since discovery and communication user data are different type of data, a discriminator is needed to differentiate them at the MAC layer. The existing LCID can be used to differentiate them.
Proposal#2:  Use of LCID as a discriminator between user data and other control messages (i.e. discovery messages) should be provided for D2D discovery in the MAC.

2.2 Definition of the L2 addresses
SA2 has defined the following in the Annex J of [2]:
4.6.2
Identifiers for direct communication

4.6.2.1
ProSe UE ID

It is a unique link layer identifier assigned by the EPS and uniquely represents the UE in the context of ProSe communication. It is used as a Source or Destination Layer-2 ID in all the packets the UE sends for ProSe direct communication.

[…]

4.6.2.2
ProSe Layer-2 Group ID

It is a unique link layer identifier uniquely represents the group in the context of ProSe direct communication one-to-many (decentralised mode). It is used as a Destination Layer-2 ID in all the packets the UE sends to this group.

The above identifiers are defined for D2D communication. The same addresses can also be used in the D2D discovery message. The benefits of reusing the ProSE UE ID and Group ID for the L2 ID are that:

a. They are already defined in SA2 and there is no need to define/generate another set of L2 IDs in MAC for performing the same function. This also reduces the size of the Payload of Discovery Messages. 

b. There is no need for devising a procedure of mapping between ProSE ID and the L2 IDs and thus increase implementation complexity and impact to specification.
c. The ProSE ID is globally unique to the UE or the group. Any shorter L2 ID defined in RAN groups for local validity in a cell (i.e. not globally unique) will result in the possibility of ID collision requiring further prevention mechanism and unclear applicability to the out of network coverage case. 
It is thus proposed:
Proposal#3: ProSE UE ID can be used as the source and destination L2 addresses for the D2D discovery messages and other user data
Proposal#4: ProSE Layer-2 Group ID can be used as the destination L2 address for the D2D discovery messages and other user data.  

The length of the ProSE UE ID has been discussed extensively in SA2. 48 bits have been thought of as a good size to uniquely identify D2D user. The uniqueness criterion should drive the decision on length here. It should be borne in mind that the critical communications industry is not limited to public safety and that the Oil industry, railroad communications also use the Public safety capabilities 3GPP is developing. Also, the end users of ProSE Ue's may not necessarily be humans and M2M applications in all these industries are to be taken into account. For this reason, we cannot expect that any identifies up to 24 Bits will be sufficient (only 16M users can be supported globally across all these industries for both human and machine type devices!). With criteria of alignment to 8 bits, we should then consider sizes between 32 or 48 bits. A 48 bits scheme is proving to be future proof and probably reusable in a potential commercial evolution of this technology, and potentially be compatible for discovery on LTE and communication on WiFi™ direct. So a 48 bit length should be used unless a shorter size is required to meet lower layer constraints, to drive significant spectral or other efficiency gains.
Based on the proposals above, the total length of the D2D discovery message for public safety is assuming MAC CE format is used for inserting the source and destination L2 address and discovery payload is fix size:

Size of MAC subheader for L2 source address MAC CE + L2 destination address MAC CE +MAC subheader for MAC SDU + MAC SDU = 8 + 48 x2+8+102 bits =214bits
Propsoal#5: The length of the D2D discovery Ids for public safety is proposed to be 48bits each, leading to a MAC PDU size of 214 bits unless a shorter size is required to meet lower layer constraints, to drive significant spectral or other efficiency gains. The lower bound on size of the MAC addresses for D2D for public safety should be 32 bits.  If felt necessary, RAN2 can verify this with RAN1.
3 Conclusion

In this contribution we discuss the source and destination L2 addresses for the D2D discovery message. It is requested that RAN 2 agree on the following proposals:
Proposal#1: Source and destination L2 addresses for the PS D2D discovery messages and user data are provided at the MAC layer and are common.

Proposal#2:  Use of LCID as a discriminator between user data and other control messages (i.e. discovery messages) should be provided for D2D discovery in the MAC.

Proposal#3: ProSE UE ID can be used as the source and destination L2 addresses for the D2D discovery messages and other user data

Proposal#4: ProSE Layer-2 Group ID can be used as the destination L2 address for the D2D discovery messages and other user data

Propsoal#5: The length of the D2D discovery Ids for public safety is proposed to be 48bits each, leading to a MAC PDU size of 214 bits unless a shorter size is required to meet lower layer constraints, to drive significant spectral or other efficiency gains. The lower bound on size of the MAC addresses for D2D for public safety should be 32 bits.  If felt necessary, RAN2 can verify this with RAN1.
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