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1 Introduction
In RAN2#83bis meeting, the following agreement was made:

The inability of LTE to prioritize VoLTE calls over other data in access barring and/or connection establishment, leads to establishment failure of VoLTE calls and is therefore considered as key issue in this SI.
In RAN2#84 meeting, the following was agreed:

=>
The majority of companies in RAN2 think that the following would be a feasible solution for Rel-12, to address the identified key issue of “Prioritization of Mobile Originating MMTEL Voice Services in E-UTRAN”:


“The UE skips for MMTEL Voice the ACB check, regardless of whether SSAC parameters are broadcast or not. The network may control whether or not the UE performs the ACB check skip following SSAC check. This network control could be realized by adding a new bit in the SIB”

As result of this agreement, an LS was sent to SA1 in R2-134601. SA1 agreed with new requirements for Rel-12 (see LS in R2-140028) and recommends to realize the requirements in Rel-12:

In 22.011 section 4.3.1

-
The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL voice access attempts. This indication is valid for Access Classes 0-9  and 11-15.
-
The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL video access attempts. This indication is valid for Access Classes 0-9  and 11-15.
-
The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for SMS access attempts in SMS over SGs, SMS over IMS (SMS over IP), and SMS over S102.  This indication is valid for Access Classes 0-9 and 11-15.
In 22.011 section 4.3.2

-
The serving network shall be able to indicate (as specified in sub-clause 4.3.1) whether or not a UE subject to SSAC shall also apply Access Class Barring.
In this contribution, we discuss details how these new requirements can be realized in Stage-3. 
2 Discussion

2.1 Network control of bypassing ACB

As stated in SA1 requirements, the serving network should be able to indicate whether the UE shall apply ACB or not. The network control is useful as there are maybe existing networks that already deploy some combination of ACB and SSAC mechanisms. For those networks, parameters are potentially tuned in certain way where e.g. the double barring problem into account. To avoid unwanted impacts on existing networks, it is preferable that the bypassing of ACB enforcement is controlled by the network, i.e., via a bit in system information. 

Furthermore, the operator may wish to bar voice, video and SMS in different way. Thus also separate control bits are useful for these three cases. 
Proposal 1 Introduce three broadcasted bits for voice, video and SMS to control bypassing ACB
2.2 Stage-3 for bypassing ACB for voice and video
As can be seen from new SA1 requirements, bypassing ACB for voice and video relate to case when the UE is subject to SSAC mechanism. So it is meaningful to reuse the existing interaction between IMS and RRC layer as much as possible.
Currently SSAC works as follows (see IMS part in TS 24.173):

1. A multimedia telephony communication session is triggered in the IMS layer
2. The IMS layer asks SSAC parameters from the RRC layer 

3. The RRC layer provides SSAC parameters to the IMS layer

4. The IMS layer performs the barring test based on received SSAC parameters

5. If call is not barred, the IMS layer establishes a call 

6. RRC Connection establishment is received in the RRC layer and ACB barring applied 

It is possible to standardize bypassing of ACB similar way as the current interactions are specified;

1. IMS layer triggers a multimedia telephony communication session. The IMS layer asks SSAC parameters from the RRC layer. When the RRC replies with the SSAC parameters, it also indicates to the IMS layer if “bypass-ACB” indication for voice and/or video is broadcasted by the network. By this way RRC asks IMS layer to indicate that IMS calls are authorized to bypass ABC. 

2. In the IMS layer, after the barring check is passed, the IMS layer checks if “bypass-ACB” is received from the RRC layer for voice and/or video. If so, the IMS layer indicates to the RRC layer that bypassing ACB is allowed for the next accesses. When RRC layer receives this indication, it sets variable “bypassingACBauthorized”= true.

3. When RRC connection establishment is performed, then the UE checks if variable “bypassing-ACB” is true. If so, ACB is omitted.

4. When all IMS calls are over, IMS layer indicates to the RRC layer that calls are not authorized anymore. When RRC layer receives this indication, it sets variable “bypassingACBauthorized”= false.

Proposal 2 Introduce interaction between IMS and RRC layer as presented in this contribution.

For RRC changes, a text proposal capturing main idea of the solution can be found from the Annex of this document.
2.3 Stage-3 for bypassing ACB for SMS

In the new SA1 requirements, also bypassing ACB for SMS was introduced. Especially three different scenarios were described:

1. SMS over SGs, 
2. SMS over IMS (SMS over IP), 
3. SMS over S102.  
Although from system architecture point of view, these SMS types are handled differently, one broadcasted bit is sufficient to control bypass functionality. However, the protocol stacks in the UE for these different SMS types are different.

First, the SMS over IP is similar to MMTEL voice and video but specified in TS 24.341. Currently there is no interaction between this layer and RRC layer. Still similar interaction as for MMTEL case can be considered:

1. When initiating a SMS transmission, the SMS layer asks RRC of the potential parameters allowing to bypass ACB.

2. If bypass is allowed and SMS triggered, the SMS layer indicates to the RRC layer that bypass allowed

SMS over SGs is different than SMS over IP as it can from the RRC layer be seen as NAS signalling. In the NAS layer, these messages are named “UPLINK NAS TRANSPORT”, see TS 24.301. And these messages are mapped to the following call type (TS 24.301, Appendix D.1):

	If a SERVICE REQUEST is to request resources for UL signalling, the RRC establishment cause shall be set to MO data. (See Note 1)


	"originating calls"




As “originating calls” is used for all other normal uplink oriented access, it cannot used as such to indication when the ACB can be bypassed. One possibility is to introduce a new indication for this purpose.
3 Conclusion

In this contribution, we have studied how to realize new SA1 requirements for ACB bypass. We have made the following proposals:

Proposal 3 Introduce three broadcasted bits for voice, video and SMS to control bypassing ACB
Proposal 4 Introduce interaction between IMS and RRC layer as presented in this contribution.
If detailed interaction between UE’s higher layer and RRC layer is introduced, it is also reasonable to involve CT1 in this discussion
Proposal 5 Send LS to CT1 about impacts of ACB solution REF _Ref368089526 \h 
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5 Text proposal

5.3.3.10
Handling of SSAC related parameters

Upon request from the upper layers, the UE shall:

1>
set the local variables BarringFactorForMMTEL-Voice and BarringTimeForMMTEL-Voice as follows:

2>
if the UE is in RRC_IDLE and ssac-BarringForMMTEL-Voice is present:

3>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and

NOTE:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

3>
if, for at least one of these Access Classes, the corresponding bit in the ac-BarringForSpecialAC contained in ssac-BarringForMMTEL-Voice is set to zero:

4>
set BarringFactorForMMTEL-Voice to one and BarringTimeForMMTEL-Voice to zero;

3>
else:

4>
set BarringFactorForMMTEL-Voice and BarringTimeForMMTEL-Voice to the value of ac-BarringFactor and ac-BarringTime included in ssac-BarringForMMTEL-Voice, respectively;

2>
else set BarringFactorForMMTEL-Voice to one and BarringTimeForMMTEL-Voice to zero;

1>
set the local variables BarringFactorForMMTEL-Video and BarringTimeForMMTEL-Video as follows:

2>
if the UE is in RRC_IDLE and ssac-BarringForMMTEL-Video is present:

3>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and

3>
if, for at least one of these Access Classes, the corresponding bit in the ac-BarringForSpecialAC contained in ssac-BarringForMMTEL-Video is set to zero:

4>
set BarringFactorForMMTEL-Video to one and BarringTimeForMMTEL-Video to zero;

3>
else:

4>
set BarringFactorForMMTEL-Video and BarringTimeForMMTEL-Video to the value of ac-BarringFactor and ac-BarringTime included in ssac-BarringForMMTEL-Video, respectively;

2>
else set BarringFactorForMMTEL-Video to one and BarringTimeForMMTEL-Video to zero;

1>
forward the variables BarringFactorForMMTEL-Voice, BarringTimeForMMTEL-Voice, BarringFactorForMMTEL-Video and BarringTimeForMMTEL-Video to the upper layers;

1> if bypassing-ACB-voice or bypassing-ACB-video in SystemInformationBlockType2 is broadcasted and is set to TRUE, forward “report whether MMTEL call authorized by SSAC exist” indication to the upper layer for voice and video separately;
Upon receiving indication “authorizedMMTELCall” from the upper layers, set variable bypassingACBauthorized  to that value.

….
5.3.3.2
Initiation

The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE.

Upon initiation of the procedure, the UE shall:

1>
if upper layers indicate that the RRC connection is subject to EAB (see TS 24.301 [35]):

2>
if the result of the EAB check, as specified in 5.3.3.12, is that access to the cell is barred:
3>
inform upper layers about the failure to establish the RRC connection and that EAB is applicable, upon which the procedure ends;
1>
if the UE is establishing the RRC connection for mobile terminating calls:
2>
if timer T302 is running:

3>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile terminating calls is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for emergency calls:

2>
if SystemInformationBlockType2 includes the ac-BarringInfo:
3>
if the ac-BarringForEmergency is set to TRUE:

4>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:

NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

5>
if the ac-BarringInfo includes ac-BarringForMO-Data, and for all of these valid Access Classes for the UE, the corresponding bit in the ac-BarringForSpecialAC contained in ac-BarringForMO-Data is set to one:

6>
consider access to the cell as barred;

4>
else:

5>
consider access to the cell as barred;

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating calls:

2>
if bypassingACBauthorized  is FALSE, perform access barring check as specified in 5.3.3.11, using T303 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

2>
if access to the cell is barred:

3>
if SystemInformationBlockType2 includes ac-BarringForCSFB or the UE does not support CS fallback:

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls is applicable, upon which the procedure ends;

3>
else (SystemInformationBlockType2 does not include ac-BarringForCSFB and the UE supports CS fallback):
4>
if timer T306 is not running, start T306 with the timer value of T303;

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls and mobile originating CS fallback is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating signalling:
2>
perform access barring check as specified in 5.3.3.11, using T305 as "Tbarring" and ac-BarringForMO-Signalling as "AC barring parameter";

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating signalling is applicable, upon which the procedure ends;

1>
else (the UE is establishing the RRC connection for mobile originating CS fallback):
2>
if SystemInformationBlockType2 includes ac-BarringForCSFB:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForCSFB as "AC barring parameter";

3>
if access to the cell is barred:

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating CS fallback is applicable, due to ac-BarringForCSFB, upon which the procedure ends;
2>
else:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

3>
if access to the cell is barred:

4>
if timer T303 is not running, start T303 with the timer value of T306;

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating CS fallback and mobile originating calls is applicable, due to ac-BarringForMO-Data, upon which the procedure ends;
1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default semi-persistent scheduling configuration as specified in 9.2.3;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
apply the CCCH configuration as specified in 9.1.1.2;

1>
apply the timeAlignmentTimerCommon included in SystemInformationBlockType2;

1>
start timer T300;

1>
initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;

NOTE 2:
Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon cell re-selection.
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