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1 Introduction

At the RAN2#84, after discussing tdoc R2-134237 [3], the following conclusions were made:

	Agreements
1
Segmentation and Re-assembly is supported on L2 by RLC UM.

2
A receiving UE needs to maintain at least one RLC UM entity per transmitting peer UE.

3
The receiving UE needs to know a source ID in order to identify the receiver RLC UM entity.

4
An RLC UM receiver entity does not need to be configured prior to reception of the first RLC UM data unit.

FFS whether we support multicast/unicast and/or broadcast

-
L2 Multicast/Unicast: A L2 target ID carried in the MAC header would allow to discard a received RLC UM PDU even before delivering it to the RLC receiver entity. 

-
L2 Broadcast: A receiving UE would process all received RLC PDUs from all transmitters and aim to re-assemble and deliver IP packets to higher layers. No L2 target ID would be needed, or, to be future proof, a fixed “broadcast ID” could be specified and transmitted.


This contribution further discusses how addressing is performed during D2D communication and proposes a way forward.
2 Discussion

2.1 Protocol architecture for communication

In 3GPP SA2, the overall architecture for D2D communication during out-of coverage is now converging and the SA2 endorsed solution is captured in Annexes of TR 23.703 [2], which then will be consolidated into the normative stage 2 TS 23.303. 

With respect to addressing, especially the following can be noted:

1.
On communication: One-to-many communication decentralised mode is connectionless. Thus there is no over PC5 control plane signalling.
2.
On configuration of parameters (e.g. including ProSe Group IP multicast addresses, ProSe Group IDs, Group security material, radio resource parameters): These can be pre-configured in the UE, or introduced through signalling to the ProSe Function in the network if in coverage.
Moreover, a proposed protocol architecture in the UE for communication in SA2 can on high level be illustrated below (taken from [4]). Please note that details are still under discussion in SA2.
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Figure 1. Composite representation of direct one-to-many communication decentralised mode entities [4]
In the above figure, the following can especially be noted:

-
The ProSe Management Entity (PME) resides in the UE and is provisioned with configuration parameters used during D2D communication. The provisioning is performed by pre-configuration or, in case of network coverage, by signalling between the PME and the ProSe Function in the core network.

-
To support D2D communication over “ProSe Bearers” (terminology not yet defined), the PME then configures Layer 2 and the physical layer (the latter named “Radio Layer” in the figure above) based on the in beforehand provisioned configuration parameters.

2.2 Different identities and addresses for D2D communication
As has been identified [4] in SA2, there are several types of identities and addresses that need to be configured in the UE in the context of D2D communication:
-
ProSe Group IP multicast address, used as destination IP address at the IP layer for 1:M D2D communication
-
The local IP address of the UE (e.g. an auto-configured IPv6 address), used as source IP address at the IP layer for 1:M and 1:1 D2D communication
-
ProSe UE Identity, uniquely identifying the UE in the context of ProSe communication and which may be used for creating the source L2 address for 1:M and 1:1 D2D communication. It may possibly also be used for creating the destination L2 address for 1:1 D2D communication.
-
ProSe layer 2 group ID, used for the destination L2 address in layer 2 for all packets sent to the corresponding group during 1:M D2D communication. 
The ProSe UE Identity is not defined yet in terms of size. However, to be able to be unique we expect that it will be at least 48 bits, probably larger. Thus it will be a challenge to include it as an address in layer 1 and/or layer 2, since we normally aim for shorter address fields, such as 16 bits. Therefore, as already observed in [3], the mapping of the ProSe UE identity to source L2 address and destination UE address would possibly include some kind of hash or truncation in order to make it fit – at least if it shall be transmitted as part of every MAC data PDU.
Also in the physical layer, there will most probably be addressing mechanisms for communication. The details are for RAN1 to define. However, for example, we expect that [5] [6] the scheduling assignment (SA) needs to include an identity that is used by the receiving UE to filter the scheduling assignments in order to provide DRX (from now on referred to as the “L1 SA identity”).
The figure below illustrates the different available identities and addresses for D2D communication and identifies how they can be mapped into MAC and the physical layer.
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Figure 2. The relations between different identities and addresses in the UE and how they may be used in different layers for D2D communication out-of-coverage
The UE typically has one ProSe UE ID and one UE local IP address linked to this ProSe UE ID. For each ProSe Group IP multicast address the UE is configured with, a corresponding ProSe layer 2 group ID is associated. In the transmitted data during communication, the value of the Source L2 address can be mapped from the ProSe UE ID. For multicast, the value of the destination L2 address is set to the value of the ProSe layer 2 group ID for the corresponding ProSe group. For unicast, the value of the destination L2 address can be mapped from the value of the ProSe UE ID. Addresses used in the physical layer (e.g.L1 SA identity – see below) can be mapped from the value of the source L2 address and/or the destination L2 address.  
As said above, we expect that there will be an addressing mechanism in the physical layer, used by the scheduling procedure. However, depending on the design of the L1 filtering function, e.g. the size and/or the nature of the identities used, L1 may decode data blocks and provide them to MAC, which are not intended for the particular UE. A given UE implementation may also choose to not monitor the scheduling assignments but rather decode all data blocks. 
Moreover, at the IP layer, IP addresses ultimately identify the sender and receiver. However, since IP header compression is expected as least for parts of these services (e.g. voice) we can’t rely on IP addresses in every packet. 

Therefore the receiving MAC entity needs:

-
A filtering function which discards received MAC data PDUs which are not addressed to this UE or any of the configured multicast groups 
-
A function that identifies the receiving RLC entity for a received MAC data PDU
-
in order to correctly reassemble packets that have been segmented by the transmitter
-
in order to find the PDCP entity corresponding to the received packet stream and correctly perform IP header decompression
-
in order to be able to decipher packets using the correct key (if ciphering is performed by L2)

The above functions would then need address(es) within the MAC layer. 
Proposal 1 The MAC layer includes an addressing function.

For broadcast, the UE needs to distinguish between different transmitters in order to correctly reassemble packets from the same transmitter. Therefore a source L2 address is needed in MAC for broadcast. An explicit destination L2 address (other than a broadcast indicator) would not be needed.
For multicast, the destination L2 address is needed but also the source L2 address, in order to, e.g., reassemble packets from the same transmitter to a given group.

For unicast, the source L2 address is needed to correctly reassemble packets. Probably a destination L2 address is needed as well if the L1 filtering is not bullet-proof.

The figure below illustrates the different types of addresses needed in MAC.
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Figure 3: MAC addresses for broadcast, multicast and unicast
Proposal 2 The MAC data PDU header for D2D includes a source L2 address.

Proposal 3 For multicast support in MAC, the MAC data PDU header for D2D includes a destination L2 address.
Proposal 4 For multicast D2D data transmission with a given ProSe group as destination, the destination L2 address is set to the value ProSe layer 2 group ID configured for the corresponding ProSe group.

Proposal 5 For multicast D2D data transmission, the size of the destination L2 address is as starting point 16 bits.

2.3 Uses of addresses during D2D communication

In this section we discuss how addresses are configured and used.
2.3.1 Preconfiguration
For ProSe D2D communication, the UE is preconfigured with the following information: 

· ProSe UE Identity

For each multicast group, the MAC layer in the UE is preconfigured with the following address information:

· ProSe layer 2 group ID
Layer 1 is preconfigured with a set of L1 SA identites to monitor, e.g.: 

one for each multicast group 

one derived from the preconfigured ProSe UE Identity.
2.3.2 Transmitter side

RLC layer: If necessary, the RLC entity for a radio bearer may perform segmentation of the transmitted data. Each segment is then carried in a RLC PDU that is handed over to the MAC entity for the corresponding logical channel. 
MAC layer: In case of multicast, the MAC layer sets the destination L2 address in the MAC data PDU to the configured value of the ProSe layer 2 group ID for the corresponding radio bearer. MAC also sets the source L2 address. The value of the source L2 address is based on the ProSe UE Identity, e.g. using a time-dependent hashing function as identified as a possible solution in [3].

PHY layer: In the scheduling assignment, the UE includes an “L1 SA identity”. The value of the L1 SA identity is set based on transmission type. For example:

For broadcast: the value of the source L2 address provided by MAC. 
For multicast: the value of the destination L2 address (ProSe layer 2 group ID)

For unicast: the value of the destination L2 address (e.g. Prose UE Identity or a shortened version)

By only including just one identity in the SA its size can be kept small and coverage is increased. An alternative is to always include both the source and destination L2 addresses in the SA, but this will e.g. reduce coverage for the SA [6].
2.3.3 Receiver side
PHY layer: After detecting a scheduling assignment matching the preconfigured L1 SA identities, the receiver decodes the data blocks and delivers the MAC PDUs to L2.
MAC layer: The received MAC PDUs from the physical layer are filtered based on the value of the addresses in the MAC header. MAC typically considers it as an address match if one of the following criteria is fulfilled:

-
In case of a unicast address and the value of the destination L2 address matches the ProSe UE Identity

-
In case of a broadcast address

-
In case of multicast and if the value of the destination L2 address matches one of the configured ProSe layer 2 group IDs

In addition, MAC may also filter the MAC PDUs based on the included source L2 address (e.g. for broadcast) but the need for this is FFS.

In case of an address match, MAC forwards the data to the RLC entity corresponding to the source – destination L2 address pair in the MAC PDU. If no such RLC entity exists, a new RLC entity is established and associated with the source – destination L2 address pair. 
RLC layer: RLC reassembles the data originating from the same L2 source – destination address pair and delivers the assembled RLC SDU to the PDCP layer.
Observation 1 In the receiver, one RLC entity is needed for each source – destination L2 address pair.
3 Conclusion

Based on the discussion in section 2 we propose the following:
Proposal 1
The MAC layer includes an addressing function.
Proposal 2
The MAC data PDU header for D2D includes a source L2 address.
Proposal 3
For multicast support in MAC, the MAC data PDU header for D2D includes a destination L2 address.
Proposal 4
For multicast D2D data transmission with a given ProSe group as destination, the destination L2 address is set to the value ProSe layer 2 group ID configured for the corresponding ProSe group.
Proposal 5
For multicast D2D data transmission, the size of the destination L2 address is as starting point 16 bits.


4 References

[1] 3GPP TR 36.843, Study on LTE Device to Device Proximity Services – Radio Aspects, v1.0.0, 2013-12
[2] 3GPP TR 23.703, Study on architecture enhancements to support Proximity Services (ProSe), 3GPP SA2, v1.1.0, 2014-01
[3] R2-134237, D2D Communication addressing, Source: Ericsson

[4] S2-140543, Update for the evaluation of ‘Direct one-to-many communication decentralized mode’, Source: Ericsson

[5] R2-140626, Overview of D2D Scheduling, Source: Ericsson

[6] R1-140778, On scheduling procedure for D2D, Source: Ericsson

[7] R1-140777, On Scrambling of D2D Physical Channels, Source: Ericsson


1/6


[image: image4.png]- 1-

IS 1
\ /-

PHY

MAC




[image: image5.png]Unicast MAC data PDU



_1452048332.vsd
Text


Select oval and
type. Control handles change width & height of oval.


Select box and type. Control handles change width & height of box.


Drag the side handles to change the width of the text block.


Drag the side handles to change the width of the text block.


ProSe
Fcn


Application


ProSe UE A / User x


1. Application Reg Req (App User Id)


ProSe
Fcn


2. Application Registration Request (Prose ID, App User ID)


EPS


UE attach to the network


1. ProSe UE request for being discovarable (ProSe ID)


2a. Request to HSS/MME?


2b. Response ?


3. Response ProSe UE being discoverable (Expresion code for user x)


ProSe Registration


Application Registration


3. Application Registration Ack


4. Application Reg Req (App User Id)


Authorization for discovery


ProSe
Fcn


Application


ProSe UE B / User y 


App Server


Request for discovery monitor of User y in App (App user id user y)


Request for discovery (App user ID for user y)


Req to get discovery authorization (App user Id for user y)


Resp to accept discovery


Response for discovery (Expression Code for user y)


Discovery


ProSe UE B broadcast its Expression Code


ProSe UE B detected in Proximity (App user ID for user x)


ProSe
Fcn


Application


ProSe UE A / User x


Data sent form Group a in Application a 


ProSe
Fcn


Data sent form Group a in Application a 


EPS


Application ID
Group ID


Register for receiving group communication


Configuration Manual or OTA when in coverage


Application ID
Group ID


Register for receiving group communication


Configuration Manual or OTA when in coverage


DATA [Application ID, Group ID]


Data sent form Group a in Application a in ProSe UE A 


ProSe
Fcn


Application


ProSe UE B / User y 


App Server


Communication


DATA [Application ID, Group ID]


Data sent form Group a in Application a in ProSe UE B 


ProSe
Fcn (Relay)


Application


ProSe UE A / User x


Response from potential UE-to-NW relay (ProSe ID, Relay ID)???


ProSe
Fcn


Authorisation Request for relay access??


EPS


Relay UE attach to the network incl activation of default bearer


Request for UE-to-NW Relay (ProSe ID???)


Application requet NW access (UE out of E-UTRAN covergae)


Authorization request for ProSe UE A ??


Auth request???


ProSe UE A request UE-to-NW relay (alternative A)


Auth response ???


Auth response ???


Auth response ???


Response UE-to-NW access (UE out of E-UTRAN covergae)


ProSe
Fcn (Relay)


Application


ProSe UE B / Relay


App Server


ProSe UE B announce UE-to-NW relay (Alternative B)


Announce UE-to-NW Relay (ProSe Relay ID???)


??NW access request (any application needs network access?)


Response from potential UE-to-NW relay (ProSe ID)???


Application request for ”UP access”??? 


Authorization request for ProSe UE A ??


Auth request???


Auth response ???


Auth response ???


Relay access authenticated (ProSe Relay ID)???


Request for ”UP access” ???


??NW accessneeded


Relay UE request additional PDN Connection/Bearer


”UP access” Ack???


D2D Communication


IP forwarding


ProSe
Fcn (Relay)


Application


ProSe UE A / User x


ProSe
Fcn


EPS


ProSe UE A request UE-to-NW relay (alternative A)


ProSe
Fcn (Relay)


Application


ProSe UE B / Relay


App Server


Relay UE attach to the EPS network


Request for UE-to-NW Relay (ProSe UE ID)


Application indicates need for NW access (UE out of E-UTRAN covergae)


Response from potential UE-to-NW relay (ProSe UE ID, ProSe Relay ID)


Authorisation Request for UE A


D2D link establishment


Auth request


Auth response


Authorisation Response for UE A 


Indication to application(s) of NW access (UE out of E-UTRAN covergae)


ProSe UE B announce UE-to-NW relay (Alternative B)


Announce UE-to-NW Relay (ProSe Relay ID)


Indication to application(s) of NW access (UE out of E-UTRAN covergae)


Authorisation Request for UE A


Auth request


Auth response


Authorisation Response for UE A


Application indicates need for NW access (UE out of E-UTRAN covergae)


Network initiated bearer modification 


Network initiated bearer modification 


Application my request updated reources e.g. higher QoS which is accomplished by using existing network initiated bearer modification procedures


D2D Communication


IP forwarding


D2D link establishment


UP Traffic


UP Traffic


UE starts listening for UE-to-NW relay announcements


Resquest for relay access (ProSe UE ID, ProSe Relay ID)


Response from UE-to-NW relay (ProSe UE ID, ProSe Relay ID)


ProSe
Fcn


Application


ProSe UE A / User x


1. Application Reg Req (App User Id x)


ProSe
Fcn 1


2. Application Registration Request (Prose ID A, App User ID x)


EPS 1


UE A attach to the network in PLMN 1
(if the UE has a ProSesubscription it also receives the address to the ProSe Fcn)


1. ProSe UE request for being discovarable (ProSe ID A)


2a. Request to HSS/MME?


2b. Response ?


3. Response ProSe UE being discoverable (Expresion code for user x)


ProSe Registration (done per UE)


Application Registration (done per application)


3. Application Registration Ack


4. Application Reg Ack (App User Id x)


Authorization for discovery of other ProSe user (done per application)


ProSe
Fcn


Application


ProSe UE B / User y 


App Server


Request for discovery to monitor of User y in App (App user id user y)


Request for discovery (App user ID for user y)


Req to get discovery authorization (App user Id for user y)


Resp to accept discovery


Response for discovery (Expression Code for user y)


Discovery (done per UE)


ProSe UE B broadcast its Expression Code


ProSe UE B detected in Proximity (App user ID for user y)


EPS 2


ProSe
Fcn 2


UE B attach to the network in PLMN 2
(if the UE has a ProSesubscription it also receives the address to the ProSe Fcn)


1. ProSe UE request for being discovarable (ProSe ID)


2a. Request to HSS/MME?


2b. Response ?


3. Response ProSe UE being discoverable (Expresion code for user x)


ProSe Registration (done per UE)


1. Application Reg Req (App User Id y)


2. Application Registration Request (Prose ID B, App User ID y)


Application Registration (done per application)


3. Application Registration Ack


4. Application Reg Ack (App User Id y)


Request for discovery (App user ID for user y)


Response for discovery (Expression Code for user y)


Ack for discovery to monitor of User y in App (App user id user y)


> EXP Code Y
- App a
- App b
> EXP Code Z
- App c
- App b
> EXP code open app d
- App d (no authorization for discovery needed i.e. Only registartion of application)


ProSe
Fcn


Application


ProSe UE A / User x


2. Request ProSe discovery service (OSApp_ID(s))


ProSe
Fcn 1


3. ProSe_Start_Discovery_Req (OSApp_ID(s))


eNB 1


UE A attach to the network in PLMN 1



1. ProSe UE registration (IMSI)


2a. Prose Fcn address


2b. Subscription parameters


3. RproSe registartion Ack 


ProSe Context creation


ProSe Discovery procedure


8. ProSe_Start_Discovery_Ack (command, list PLMNs)


10. Radio resource allocation for ProSe discovery


1. Activate ProSe Discovery


ProSe
Fcn


Application


ProSe UE B / User y 


App Server


4. ProSe Authorization Req


5. ProSe Authorization Ack


6. ProSe_Start_Discovery_Req (OSApp_ID(s), IMSI)


7. Allocates ProSe_Code(s) and starts the associated validity timer(s)


9. Provide radio resources to the UE / ProSe_Start_Discovery_Ack (command, list PLMNs)


If the ProSe server address exist in the UE context this step is not performed.


Will the radio resources be controlled from the MME?


MME
2


ProSe
Fcn 2


UE B attach to the network in PLMN 2


11. ProSe_Start_Discovery_Ack (command, list PLMNs)


Start monitoring or announcing ProSe_Code(s)  


12. ProSe discovery service started


HSS
1


MME
1


eNB 2


HSS
2


1. ProSe UE registration (IMSI)


3. RproSe registartion Ack 


MME
1


ProSe
Fcn


Application


ProSe UE A / User x


ProSe_Code(s) annouced over the air by other UE B


ProSe
Fcn 1


5. Analisys of the received ProSe_Code(s)


eNB 1


1. ProSe_Discovery_Req (ProSe_Code(s))


3. ProSe_Discovery_Req_Ack


5b. ProSe_Query(ProSe_Code)


4. ProSe_Discovery_Req_Ack 


ProSe Monitoring


6. ProSe_Eval(discoverer: App_User_ID; discoveree(s): App_User_ID1, … , App_User_IDi)


7. ProSe_Eval_Ack


ProSe
Fcn


Application


ProSe UE B / User y 


App Server


ProSe
Fcn 2


HSS
1


MME
2


eNB 2


HSS
2


8. Succesful discovery reporting (buddy_1, …, buddy_n)


No need for UE internal ”synch” between the application and the ProSe Fcn?


2. ProSe_Discovery_Req (ProSe_Code(s), IMSI)


5b. ProSe_Answer(ProSe_Code, App_User_ID) 


How many Discoveree App_User_Ids can be transfered from the ProSe Fcn to the application? 
Is it checked in the application if the discovered user accept to be discovered? yes
Is the mapping between discovery user and discoveree user is ”friends” done in the application? Yes 


MME
1


ProSe
Fcn


Application


ProSe UE A / User x


2. Request ProSe discovery service (OSApp_ID(s))


Visited
ProSe
Fcn 1


3. ProSe_Start_Discovery_Req (OSApp_ID(s))


eNB 1


1. ProSe UE registration (IMSI)


2a. Prose Fcn address


2b. Subscription parameters


3. RproSe registartion Ack 


ProSe Context creation


ProSe Discovery procedure


8. ProSe_Start_Discovery_Ack (command, list PLMNs)


ProSe
Fcn


Application


ProSe UE B / User y 


App Server


ProSe
Fcn 2


HSS
1


MME
2


eNB 2


HSS
2


UE B attach to the network in PLMN 2


UE A attach to the network in PLMN 1



1. ProSe UE registration (IMSI)


3. RproSe registartion Ack (Home Prose Server address) 


1. Activate ProSe Discovery


4. ProSe Authorization Req


5. ProSe Authorization Ack


6. ProSe_Start_Discovery_Req (OSApp_ID(s), IMSI, Home ProSe Server Address)


7. Allocates ProSe_Code(s) and starts the associated validity timer(s)


9. Provide radio resources to the UE / ProSe_Start_Discovery_Ack (command, list PLMNs)


10. Radio resource allocation for ProSe discovery


11. ProSe_Start_Discovery_Ack (command, list PLMNs)


12. ProSe discovery service started


Start monitoring or announcing ProSe_Code(s)  


If the ProSe server address exist in the UE context this step is not performed.


Will the radio resources be controlled from the MME?


6a. ProSe_Start_Discovery_Req (OSApp_ID(s), IMSI, VPLMN ID)


8a. ProSe_Start_Discovery_Ack (command, list PLMNs)


I2


D13


Attach to EPS


Attach To EPS


Prose Registartion
UE gets it’s expreseion code
(can start announcing the Expression Code)


Prose registartion
HSS and MME gets the address to the ProSe server


Application Registartion
App User ID is mapped to the ProSe ID/Expression Code in the ProSe Server


Authorization for discovery
The UE request for Expresion Code for UE/User to be discovered
(Can start monitoring)


ProSe Discovery procedure
Application in UE request ProSe Code for announcing or monitoring or both
(triggerd to announcing or start monitoring)


Monitoring
If UE detects Expression Code that fitts the requested expressions codes the UE indicates hit to the application
(UE Internal)


Monitoring
If UE detects ProSe Code(s) realated to an application in the UE it sends the ProSe Code(s) to the network to check if it is OK for discovery.
User Id(s) for discovery and discoveree sent to application.
Succesfull discovery is sent to UE on application level.
(discovery handled in the network)


ProSe Management Entity (PME)


Applications (1.. n)


Layer 2


Radio Layer


Source ID


ProSe Bearer Service


Radio Layer Service


IP Layer


Applications (1.. n)


UE A


ProSe Fcn
Relay/D2D/Discovery


P-RLC


P-MAC


P-L1


UE A


UE B


PC5_C


ProSe Fcn
Relay/D2D/Discovery


P-RLC


P-MAC


UE B


P-L1


PC5_U


IP


P-RLC


P-MAC


P-L1


IP


P-RLC


P-MAC


P-L1


P-PDCP


P-PDCP


Application


Application


UE A


UE B / UE-NW Relay


PC5_U


IP Relay


P-RLC


P-MAC


P-L1


IP


P-RLC


P-MAC


P-L1


P-PDCP


P-PDCP


RLC


PC3 Control


MAC


L1


RLC


MAC


L1


PDCP


PDCP – relay - GTP-U


UDP/IP


L2


L1


UDP/IP


L2


L1


GTP-U – relay - GTP-U


UDP/IP


L2


L1


Serving GW


eNodeB


LTE-Uu


S1-U


UDP/IP


L2


L1


GTP-U


IP


PDN GW


S5/S8


TBD


L2


L1


ProSe Fcn


SGi


PC3 Control


UE B


PDCP


IP


PC3 Control


RLC


MAC


L1


RLC


MAC


L1


PDCP – relay - GTP-U


UDP/IP


L2


L1


UDP/IP


L2


L1


GTP-U – relay - GTP-U


UDP/IP


L2


L1


Serving GW


eNodeB


LTE-Uu


S1-U


UDP/IP


L2


L1


GTP-U


IP


PDN GW


S5/S8


TBD


L2


L1


ProSe Fcn


SGi


PC3 Control


UE A


UE B / UE-NW Relay


PC5_U


IP


P-RLC


P-MAC


P-L1


IP


P-RLC


P-MAC


P-L1


P-PDCP


P-PDCP


Application A


RLC


MAC


L1


PDCP


RLC


MAC


L1


PDCP – relay - GTP-U


UDP/IP


L2


L1


UDP/IP


L2


L1


GTP-U – relay - GTP-U


UDP/IP


L2


L1


Serving GW


eNodeB


LTE-Uu


S1-U


UDP/IP


L2


L1


GTP-U


IP


PDN GW


S5/S8


UDP/IP??


L2


L1


App server


SGi


Application A


IP


Application A



