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1   Introduction
At RAN2#84 meeting, topics related to D2D communication were discussed and agreements were reached in respect of user plane protocol functionality [1]. For example, the receiving UE needs to maintain at least one RLC UM entity per transmitting peer UE and the receiving UE needs to know a source ID in order to identify the receiver RLC UM entity. However, there are still open issues that need to be solved. One of them is whether L1/2 need to support multicast/unicast or just broadcast. Also it is not clear whether multiple logical channel and LCHID are needed to distinguish different applications or parallel sessions. In this contribution, we will investigate the requirements for D2D communication and discuss the necessity for the L2 group identification. Then the approaches for the L2 target ID generation are described. The necessity for multiple logical channels and the logical channel establishment are discussed. Finally, example data flows for D2D group communication are presented. 
2   Discussion
Requirements for the D2D communication
According to the agreements at TSG RAN #60 [2], the focus of D2D communication is broadcast communication while basic groupcast (multicast) can be supported by broadcast D2D communication. More specifically, D2D multicast communication shall be supported by L1 broadcast D2D communication. 
“The study on D2D Communication focuses on broadcast D2D communication for the public safety use case, on the understanding that that basic groupcast and relay functionality (for network-UE relay case) is supported by broadcast D2D communication (note also that for the sake of avoiding misunderstandings between TSGs, it is also understood that group communication is supported by the L1 broadcast D2D communication).”
On the other hand, at TSG RAN #61[3] it was further agreed that: 
“The 1:many D2D communication is the top priority for public safety use cases of Proximity Services in release 12. Additional optimisations to support 1:1 Communications may be possible as a subset of 1:many Communications, but it should not be a focus for release 12.”

Here 1:many communication refers to both broadcast and multicast communication whereas 1:1 communication refers to unicast communication. This indicates that, while optimizations for D2D unicast communication are not required in R12, potential optimizations for D2D multicast communication are not excluded from the scope of R12, especially for the L2 multicast support for D2D communication.
Observation 1:  Potential optimizations for D2D multicast communication are not excluded from the scope of R12, especially for the L2 multicast support for D2D communication.
Motivations for L2 group identification
In this section, we discuss the motivations for the L2 group identification, such as the packet processing complexity and AS security.
Assuming that the group management is provided by the application layer, the D2D UE may be pre-configured to belong to one or more D2D communication groups. During the configuration, the D2D UE could be provisioned with the GID (group identifier), which could be utilized directly or indirectly in the subsequent D2D group communication transmission and reception. D2D group communication aims at transmitting to the group members in the group. For nearby non-member D2D UEs, it is unnecessary to receive/decode the group communication data packet. In this sense, the data packet for D2D group communication should be able to indicate the corresponding D2D groups so that the receiving side may discriminate whether the packet should be processed or discarded as early as possible. The solutions for the group identification of data packet may be categorized as follows:
· L3 layer identification: utilize the destination IP address of data packet to identify the D2D group. As agreed at RAN2 83bis, D2D communication data (i.e. IP packets) should be handled as the normal user-plane data. Supposing that IP multicast is supported, the IP multicast address may be pre-provisioned to UE during the D2D group configuration. The destination IP address can be set to the IP multicast address to differentiate the data packet from other D2D groups. 
· L2 layer identification: include the L2 target group ID in MAC sub-header. The L2 target group ID indicates the D2D communication group. The L2 target group ID may be pre-provisioned during the group configuration or generated by the UE or eNB according to the application layer GID before the D2D communication initiates. 
· L1 layer identification: utilize the G-RNTI (Group-Radio Network Temporary Identifier) to scramble the L1 resource allocation control information and data packet as used in E-UTRAN network. The D2D UE may obtain the corresponding the G-RNTI of which group it belongs to and use it to decode the resource allocation control information and data packet.
Among these solutions, the L3 layer identification leverages the existing IP multicast technology and requires no change in RAN. However, the non-member UE has to finish the PHY/MAC/RLC/PDCP/IP layer processing before it knows it should discard this packet. The unnecessary PHY/MAC/RLC/PDCP/IP layer processing exhausts the time and energy for non-member D2D UE and should be avoided. The L1 layer identification is the most efficient one in that it could tell the D2D group at PHY layer of receiver UE. However, as mentioned before, current D2D study of RAN1 focuses on broadcast D2D communication and does not support the differentiation of the broadcast/multicast/unicast public safety communication at PHY layer in R12. The L2 layer identification requires the modification of the MAC protocol. For example, a new MAC sub-header may be designed to include the L2 target group ID. With the L2 layer identification, the D2D UE could identify the corresponding D2D group when the MAC layer parsing of the data packet begins. 
Observation 2:  The L2 group identification for D2D multicast communication could avoid unnecessary packet processing and achieve time and power efficiency. 
On the other hand, it is observed that SA2 has reached the agreements for the ProSe one-to-many communication decentralized mode in TR23.703 [4].  When sending traffic to a group of receivers, the sender uses a multicast address in the destination layer-2 ID field of the layer-2 data frame. Based on this observation, it is better for RAN2 to keep aligned with the SA2’s agreement and provide the L2 group identification support. 
Observation 3:  SA2 has reached the agreements that the sender uses a multicast address in the destination layer-2 ID field of the layer-2 data frame. 
Last but not least, if AS security is to be supported, the PDCP layer encryption and decryption shall be performed on the D2D communication data packet. UEs within one D2D group may share a common AS security key. In order to avoid eavesdropping by UEs from other D2D communication groups, different security keys are generally utilized for different groups. In this case, when processing the D2D group communication data packet, both the transmitter and receiver UE should be aware of the target D2D group and the corresponding security key. Especially for the receiver, it should first obtain the L2 group ID first, then check whether it is a member of the group. If yes, it would retrieve the security key of the group for packet decryption. To facilitate the correct decryption, it requires carrying the L2 target group ID within the data packet. Although the security support will be addressed based on input by SA3, the AS security factor needs to be taken into account when discussing the necessity of L2 group identification. 
Observation 4: The potential AS security needs to be taken into account when discussing the necessity of L2 group identification.
Based on the above observations, the standardization efforts for the D2D multicast support in RAN2 is worthwhile and RAN2 is recommended to consider the design of new MAC sub-header for carrying L2 group ID.
Proposal 1: It is recommended to consider the design of new MAC sub-header for carrying L2 group ID. 
L2 target ID acquisition
In this section, we discuss the possible ways for L2 group ID acquisition. The possible mechanisms for L2 group ID generation are presented as follows.
· Pre-provisioned L2 group ID: the L2 group ID may be obtained from the application layer or ProSe server during the group configuration;
· UE generated L2 group ID: the D2D UE may utilize pre-defined rules to derive the L2 group ID from the application layer GID or IP multicast address. All the D2D UEs within the group should follow the same set of rules to keep aligned group identification.
· Central control entity (CCE) generated L2 group ID: the eNB or UE may act as a CCE and the L2 group ID may be generated by the eNB or D2D UE according to the application layer GID before the D2D communication initiates. Moreover, the D2D UEs within the group should be notified about the mapping between application layer GID and L2 GID.
Proposal 2: RAN2 is recommended to consider the three L2 group ID acquisition mechanisms: pre-provisioned, UE generated and CCE generated L2 group ID.
Logical channel aspects
As described in [5], types of applications required for public safety D2D group communication are voice, location, low speed data (SMS, report/query, sensor, etc.) and pictures (optional video if possible) with voice as the most critical means of communications. These applications have different QoS requirements in terms of delay, priority and bit rate. On the other hand, it is possible that the officer carrying public safety UE runs multiple applications simultaneously. In order to ensure the QoS requirements from various applications, it is natural to reuse the multiple logical channels and logical channel prioritization mechanism of LTE. That is, multiple logical channels are established with different priorities. The data packets from different applications are mapped to these logical channels according to pre-defined rules. Based on these priorities, the scheduler for D2D communication in the UE decides how much data and from which logical channels should be included in each MAC PDU. 
Observation 5: Typical Public safety applications for D2D group communications include voice, data and pictures. To ensure the QoS requirements, it is natural to reuse multiple logical channels and the logical channel prioritization mechanism in LTE.
Moreover, the officer carrying public safety UE may belong to multiple D2D communication groups. It is possible that these groups have different subscription information. For example, per D2D group aggregate maximum bit rate may be defined. And different priorities may be defined for D2D communication groups. When a D2D UE schedules the data packets, it is beneficial to differentiate the logical channels from different D2D groups so as to enable D2D group based priority control. 
To summarize, it is recommended to consider the definition of multiple logical channels based on D2D group and priority. As shown in Figure 1, a transmitting UE may belong to D2D group 1 and group 2 and it may transmit both voice and data packets for these two groups. Voice and data are mapped to different radio bearers and corresponding logical channels. Also the logical channels are divided for different D2D groups. The transmitting UE may multiplex the packets from different logical channels according to the priority and groups. Supposing that the receiving UE only belongs to D2D group 1, while de-multiplexing the MAC PDU it delivers the MAC SDU from D2D group 1 to the corresponding logical channel and discards the MAC SDU from D2D group 2.
Proposal 3: RAN2 is recommended to consider the definition of multiple logical channels based on D2D group and priority. 
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Figure 1. Logical channels for different D2D groups and QoS categories.
It was agreed at RAN2#83bis [6] and RAN2#84[1] that the D2D UE does not establish and maintain a logical connection to receiving D2D UEs prior to a 1:M D2D communication. For the D2D receiving UE, it needs to maintain at least one RLC UM entity per transmitting peer UE. And the RLC UM receiver entity does not need to be configured prior to reception of the first RLC UM data unit. So, for the receiving UE, the logical channel establishment is triggered by the RLC PDU reception. That is, if the receiving UE could not find the receiving logical channel determined by the transmitting peer UE, L2 target ID and the LCID, the receiving UE should establish a corresponding logical channel for the subsequent RLC PDU reception and processing. On the other hand, for the transmitting UE, the logical channel establishment may be triggered by the reception of packets from upper layers. The mapping of packets from different applications to logical channels may be performed based on the pre-provisioned TFT. If the corresponding logical channel does not exist after the mapping, the transmitting UE shall establish the transmitting logical channel based on the L2 target ID and LCID. Then the packet is delivered to the appropriate logical channel and waits to be scheduled by the D2D scheduler.
Data flow for D2D group communication
The example data flows for D2D group communication including the aforementioned L2 group ID acquisition are presented in this subsection. 
Figure 2 shows the out of coverage D2D group communication data flow. UE1, UE2 and UE3 belong to the same group. They are pre-provisioned the APP-specific GID, radio resource, default TFT and protocol stack configuration information for the D2D group communication. The system has pre-defined the rules for mapping the APP-specific GID to L2 GID. Supposing UE1, UE2 and UE3 plan to transmit and/or receive the D2D group communication packet; they firstly map the APP-specific GID to L2 GID and then map the packet to the appropriate transmitting logical channel. If the logical channel does not exist, one shall be established. For the transmitter UE1, it schedules the packets and multiplexes them into one MAC PDU. Then, it senses the pre-provisioned radio resource and tries to access the resource in contention based way. Once the UE1 access the resource, it sends the MAC PDU with MAC header including the L2 target GID field. UE2 and UE3 may listen to the pre-provisioned radio resource. Once data transmission is detected, they decode the packet and parse the MAC sub-header. If the L2 GID is detected, UE2 and UE3 check the corresponding APP-specific GID and judge whether it is a member of this group. If yes, the UE2 and UE3 continue the subsequent RLC/PDCP processing, otherwise, UE2 and UE3 shall discard this data packet. For each parsed RLC PDU, if the receiving UE cannot find the receiving logical channel according to the transmitting peer UE, L2 target ID and the LCID, the receiving UE should establish a corresponding logical channel for the RLC PDU reception and processing.
The pre-defined ID mapping rules may lead to collision, that is, different APP-specific GID may be mapped to the same L2 GID. In this case, UE may further use the L3 layer solution (IP multicast address) for D2D group communication. This requires the combined utilization of L2 and L3 layer group identification mechanism.
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Figure 2. Group communication data flow for the without CCE scenario.
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Figure 3. Group communication data flow for the within CCE coverage scenario.
Figure 3 shows the within coverage D2D group communication data flow. Similarly to the scenario without CCE, UE1, UE2 and UE3 are pre-provisioned the APP-specific GID. When UE1 wants to initiate the D2D group communication, it sends the group communication request message to CCE carrying the APP-specific GID. Also the message may include QoS of the requested service flows and other parameters. Upon receiving this request, the CCE perform the admission control, assign the radio resource and generate the L2 GID. Then CCE sends the group communication ack message to UE1 which may contain the assigned radio resource and L2 GID, accepted service flow and protocol stack configuration (including the logical channel configuration). In order to keep other D2D group member UEs within the CCE coverage informed of the assigned L2 GID, the CCE need to periodically broadcast the mapping between APP-specific GID and L2 GID. Optionally, the CCE may broadcast the protocol stack configuration and potential resources for incoming D2D group communication so that the other D2D group member UEs only need to listen to the specific resources. Once the L2 GID, radio resource and the protocol stack configuration is ready, the UE1 may broadcast the D2D group communication data packet on the assigned resource with MAC header including the L2 GID field. UE2 and UE3 listen to the radio resource and detect the group data transmission. For the detected data packet, UE2 and UE3 parse the MAC sub-header. If the L2 GID is detected, UE2 and UE3 check the corresponding APP-specific GID and judge whether it is a member of this group. If yes, UE2 and UE3 continue the subsequent MAC/RLC/PDCP processing, otherwise, UE2 and UE3 shall discard this data packet. 
3   Conclusion
In this contribution, we investigated the requirements for D2D communication and discussed the necessity for L2 group identification. The approaches for L2 target ID generation were also described. The necessity for multiple logical channels and the logical channel establishment were discussed. Finally, example data flows for D2D group communication were presented.  Several observations and proposals were suggested on how to continue the study:
Observation 1:  Potential optimizations for D2D multicast communication are not excluded from the scope of R12, especially for the L2 multicast support for D2D communication.
Observation 2:  The L2 group identification for D2D multicast communication could avoid unnecessary packet processing and achieve time and power efficiency. 

Observation 3:  SA2 has reached the agreements that the sender uses a multicast address in the destination layer-2 ID field of the layer-2 data frame. 

Observation 4: The potential AS security needs to be taken into account when discussing the necessity of L2 group identification.
Observation 5: Typical Public safety applications for D2D group communications include voice, data and pictures. To ensure the QoS requirements, it is natural to reuse multiple logical channels and the logical channel prioritization mechanism in LTE.
Proposal 1: It is recommended to consider the design of new MAC sub-header for carrying L2 group ID.
Proposal 2: RAN2 is recommended to consider the three L2 group ID acquisition mechanisms: pre-provisioned, UE generated and CCE generated L2 group ID.
Proposal 3: RAN2 is recommended to consider the definition of multiple logical channels based on D2D group and priority. 
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