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1. Introduction

For out of coverage Public Safety D2D communication it will be necessary to pre-configure many of the necessary parameters needed for communication, including group structure, ciphering keys and resource allocation. Allowing parameters to be modified while devices are operating out of coverage would add considerable complexity to the standardization process. It has been stated that group management in D2D communications is FFS [1] and this document also aims to provide a starting point for a discussion on this topic.
2. Discussion

Any parameters needing to be predefined could be downloaded onto the device when switched on, and should remain valid for a reasonable period of time to enable devices to remain out of coverage for the duration of an emergency without any information becoming out of date and preventing efficient communication. The time period that parameters remain valid for requires further discussion, and decisions would need to be made based on foreseeable use cases and potential security issues that may arise if parameters remain valid for an extended period of time. 

A device with membership of several groups (for example someone responsible for coordination of all public safety teams at an incident) may need to store a considerable amount of data; however, there is no feasible alternative for efficient device configuration for out of coverage Public Safety D2D communication.

Parameters could either be provided by an application server and downloaded from the network when the device first enters RRC_CONNECTED, or all information could be uploaded from docking stations. As all information for all Public Safety teams should be coordinated to prevent resource overlap and D2D IDs will probably be allocated by the ProSe Server the configuration information should probably be downloaded from the network.

There may be additional parameters that need pre defining on devices for out of coverage communication, but this document focuses on group management, security and resource management parameters.
2.1 Group Management

The Group ID of each group the device is a member of should be preconfigured on all Public Safety devices, along with a list of any high priority members within the group (for example the police chief). All devices should have a list of all group members stored on their device, along with the D2D ID of each device in the group to enable addressing for 1:1 communication. 
If a central node device is used for synchronisation [2] it may be possible for it to perform some group management duties, allowing new members to join a group. However if it is decided that there will be no central node or that the central node will only perform synchronisation then all group information must be configured while devices are in coverage.

Proposal 1: Group membership should be configured on all devices while in coverage.
2.2 Security

All necessary security information should also be preconfigured on all devices, including ciphering information linked to specific group IDs. Although 1:M communication is the focus at present it may be necessary in the future to provide secure 1:1 out of coverage D2D communication, for example between team leaders, so devices may need to store personal ciphering information for each group member.
Proposal 2: All security information should be configured on devices while in coverage.
2.3 Resource Allocation

If a central node is used for synchronisation as is currently being discussed in RAN1 [2], it may be possible to have this central node managing resources. However if a connectionless approach is chosen then resources would need to be allocated before leaving coverage, for example if a channelised structure is used and a group is allocated a specific channel this information would need configuring on all devices before leaving coverage.
Proposal 3: Resource allocation information should be configured on all devices while in coverage.
2.4 Specific Parameters
Parameters for PDCP, RLC and MAC, including parameters for header compression, should be defined before devices leave coverage. Suggested parameters are shown in the Annex.
Proposal 4: PDCP, RLC and MAC parameters should be configured on all devices while in coverage.
3. Conclusion

This document makes the following proposals regarding pre-configuring parameters on Public Safety devices for out of coverage D2D communications:
Proposal 1: Group membership should be configured on all devices while in coverage.
Proposal 2: All security information should be configured on devices while in coverage.
Proposal 3: Resource allocation information should be configured on all devices while in coverage.
Proposal 4: PDCP, RLC and MAC parameters should be configured on all devices while in coverage.
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Annex - Specific Parameter Details
PDCP

discardTimer  - infinity (Note: not relevant in CSMA case)

PDCP-SN-Size -  7 bits (Use smallest size. Note: only possible in UM mode).

headerCompression

rohc


maxCId=15


Profile0x0001


Profile0x0002

RLC(TXing):

sn-FieldLength – 5 bits

RLC(RXing):

sn-FieldLength – 5 bits

T-Reordering – 0ms (Note: not relevant to case with no HARQ feedback)

MAC

Note: It is unclear whether the RRC state associated with D2D will effectively turn off functionality such as PHR reporting.

maxHARQ-tx = 1.

periodicBSR-Timer – infinity

retxBSR-Timer 320 subframes (not relevant since periodic BSR turned off with above parameter).

ttiBundling – FFS.

periodicPHR-Timer – infinity

prohibitPHR-Timer – 1000 subframes

dl-PathlossChange - inifinity

