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Discussion
1 Introduction
This paper addresses the following issue (highlighted part):
Will higher layers provide all required identifiers? Or should RAN2 protocols add such information (e.g. short temporary ID for scrambling? Other header fields)? 
2 Discussion
There are a couple of IDs that are now considered for D2D discovery functions:

ProSe Identity (TR 23.703)

· 
In ProSe service layer, ProSe Identity can be used to distinguish UEs (exact definition and usage of ProSe Identity is FFS)
Application Identity

· 
Application identity is used to distinguish applications running in the UEs

Scrambling ID for scrambling

· 
In upper layer scrambling may be performed for encryption to implement restricted discovery

· 
In PHY layer scrambling is performed for interference randomization. 

2.1 ProSe Identity and Application Identity
In our view, UE AS does not need to interpret or handle ProSe Identity and Application Identity. Once UE AS receives this information, it forwards this information to upper layer and the upper layer performs required handling, e.g. validation of the receive discovery signal payload with stored information or application server, if needed. UE AS may not even know ProSe Identity and Application Identity from decoded discovery signal if the payload part of discovery signal was scrambled by announcing UE (more precisely upper layer of the announcing UE). In short, ProSe Identity and Application Identity and other service layer specific Identity can be interpreted and handled only in upper layer. UE AS is transparent to these identity. 
Proposal 1 
ProSe Identity and Application Identity and other service layer specific Identity can be interpreted and handled only in upper layer. UE AS is transparent to handling these Identities
2.2 Scrambling Identity

As already described above, scrambling can be used to realize restricted discovery. Considering the following RAN2 agreement, restricted discovery should be performed in upper layer of UE (not UE AS). 
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We do not distinguish open and restricted discovery on access stratum level.



If scrambling is performed in upper layer for restricted discovery, scrambling ID for this purpose should be known by higher layers, i.e. higher layer of the announcing UE and that of monitoring UE should a priori know a common scrambling ID; The upper layer of announcing UE then scrambles the contents part to be included in discovery signal. The upper layer of monitoring, once received the scrambled contents of from lower layer, can de-scramble by using the same scrambling ID. The only thing the upper layer of monitoring UE needs to know before the descrambling is whether the content needs descrambling or not. As observed here, all process of scrambling ID for restricted discovery is performed in upper layer, and the signaling of scrambling ID to the UE can be also done in upper layer without involving AS layer. In short, AS does not need to provide any functionality including scrambling ID forwarding, for upper layer scrambling. 
Proposal 2
Scrambling for restricted discovery, if performed, is transparent to UE AS. Signaling of scrambling ID for upper layer scrambling, if performed, is also transparent to UE AS.  

On the other hand, RAN1 agreed in the last meeting to apply scrambling on discovery signal. This is scrambling in PHY layer. The main purpose of PHY scrambling is to randomize interference. To correctly decode the scrambled discovery signal in AS layer, monitoring UE should be able to get first synchronized to the transmission of the announcing UE and the monitoring UE should also know the common scrambling ID which potential announcing UEs will utilize. 
Considering that 1) discovery effectively takes place UEs in proximity range and also that 2) many to many correspondence should be assumed between announcing UEs and monitoring UEs, it is a reasonable assumption that scrambling ID should be common for all those announcing UEs and monitoring UEs in proximity. The best way to have those UEs have common scrambling ID is that eNB provides a common scrambling ID and adjacent eNB also provides the same scrambling ID. If the scrambling ID for PHY is signaled by eNB, then what RRC needs to do is to obtain the scrambling ID from its serving cell and then forwards it to PHY. 
Proposal 3
A scrambling ID for interference randomization of D2D discovery signal is signaled to UE, and UE RRC obtains a scrambling ID from its serving cell and forwards it to PHY.  
3 Conclusions
Proposal 1 
ProSe Identity and Application Identity and other service layer specific Identity, if any, can be interpreted and handled only in upper layer. UE AS is transparent to handling these Identities
Proposal 2
Scrambling for restricted discovery, if performed, is transparent to UE AS. Signaling of scrambling ID for upper layer scrambling, if performed, is also transparent to UE AS.  

Proposal 3
A scrambling ID for interference randomization of D2D discovery signal is signaled to UE, and UE RRC obtains a scrambling ID from its serving cell and forwards it to PHY.  
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