3GPP TSG-RAN WG RAN3#84 


R2-134333
San Francisco, USA, November, 7th-11th, 2013
Agenda item:
 7.5.2
Source: 
Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Title: 
Consideration of D2D discovery procedure and message
Document for:
Discussion and decision

1. Introduction

2 types of discovery are captured in the SA2 TR 23.703 [1] namely targeted discovery and non-targeted discovery. Furthermore, there are also 2 types of discovery models: Push and Pull model.
In this contribution, we focus on the Pull model and show how targeted and non-targeted discovery is performed under the Pull model in the in network coverage case. The steps that have impact on Access Stratum are further discussed.
2. Discussion
A pull model procedure involves a probing UE sending a request message repetitively to find out if any UE is out there.  In the case of targeted discovery, the message will contain the specific application group that it is targeting and only UE belonging to the targeted application group may respond to the probing UE. In the case of non-targeted discovery the message does not contain any targeted application group and any listening UEs may respond to the message.

There are the following identifiers specified in the SA2 TR:

· A ProSE UE ID is allocated to the device by a PLMN at network attach time or is preconfigured or derived in the device for out of coverage case.
· An application group is identified by a ProSE Application ID. The Prose Application ID is not assigned by a PLMN and is managed at application layer (i.e. it is not assumed Prose Application ID’s are unique)
· An application user may have an identifier. This identifier is not expected to be solely used for ProSe purposes and is solely managed at application layer
The following is our view of how the overall procedures are involved in sending/receiving the discovery message:
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0) A D2D Function (DPF, which may be part of the prose function) provisions discovery policies per application and per UE in each UE ProSe Manager on an ongoing basis (so that any policy update is readily provided to the UE). The discovery Policies allow the operator to restrict discovery function access (the default is "allow"), and in particular:

· Determine which application cannot participate in targeted discovery

· Determine which applications cannot participate in non targeted discovery

· Determine which UE cannot be discovered for a certain application

· Determine which UE cannot discover other UE's for a certain application

· Determine whether restrictions apply for a UE for targeted or non targeted discovery
This can also be part of the acquisiton of the ProSE UE ID in Step 1.
1) Before a UE can participate in discovery it needs to obtain a ProSe UE ID from the MME. The MME may interact with a Prose function if we allocate the ProSe UE ID assignment to a ProSe Function entity. Also this step is repeated every time a new ProSe UE ID is allocated.

2) Once the UE obtains the ProSe UE ID, it can provide it to applications that request it based on the discovery policies that are provisioned in step 0.This is repeated every time a new ProSe UE ID is allocated. If an application requests the ProSe ID, it notifies its ProSe Application ID to the ProSe manager in the UE so it can participate in targeted discovery and the ProSe manager can notify the Application when a targeted discovery request is received so the application may also decide whether to respond or not to the request.
3) Application clients in the UE register the ProSe UE ID with applications alongside its own preferences and settings. This step is repeated every time the ProSe Id is renewed. 3a) The remote parties may get notified asynchronously by the application server when a UE updates its ProSe UE ID. 
4) The UE executes the discovery procedures according to the policies they are provided. Upon receiving a response, the application gets notified of the outcome of the discovery and the end user of the UE gets notified of the proximal users based on network and application layer preferences and settings.
It can be seen that all the identifiers require in the discovery message (request or response) are provided by higher layer either via the NAS/ProSE UE manager (i.e. ProSE UE ID) or the application layer (ProSE Application ID, Application user ID).

Proposal#1: All the ProSE identifiers in the discovery message are provided by higher layer (i.e. NAS or application layer)
In Step 4, the NAS layer/application layer can provide the discovery information to the AS either as one of the follow:

A. Direct Transfer type RRC message
B. Paging type RRC message

C. NAS message without RRC encapsulation
D. User plane message

For A), the Discovery message is constructed by the NAS layer and is sent as a transparent container over the RRC as a control plane signalling. 

For B), discovery message (request or response) is quite similar to a paging message in the sense that it is sent by a node to one or many nodes. In this case, the NAS provides the AS with the ProSE UE ID and Application ID (for targeted discovery) and the RRC constructs the Discovery message like a RRC message. It can be seen to be a control plane signalling as well
For C), the Discovery message is constructed by the NAS layer and is sent like a user packet directly to the PDCP layer as a user data.

For D), the Discovery message is constructed by the application layer and sends as a user data via the user plane.
For A) and B), it may unnecessarily add RRC overhead to the discovery message. On the other hand, if integrity protection or authentication is required for preventing replay attack, the existing integrity protection at PDCP layer can be reused and thus less specification impact. For C) and D), there is no further RRC overhead to the discovery message. However, specification will be impacted if integrity protection is required as currently user plane message is not integrity protected. For D), it has been agreed for D2D communication that D2D communication packet should be treated as IP packet and it would also be unnecessary overhead to the discovery message. As mentioned in [2], the size of the D2D discovery message is a critical parameter for the physical layer design. Hence D) should not be considered further. RAN 2 should consider A) to C).
Proposal#2: It is requested that RAN 2 discuss the following options and select one of them:

A. Direct Transfer type RRC message

B. Paging type RRC message

C. NAS message without RRC encapsulation
D. User plane message

It is a possible scenario that the UE may perform communication and discovery reception at the same time. There is a need to be able to differentiate whether the receive/transmit D2D data is discovery message or communication data. It is clear that a completely different logical channel is required since at least the RLC configurations (UM RLC for communication and TM RLC for discovery) for communication and discovery is different. Then the other question is where to filter the logical channel for discovery and communication:

1. Different physical channel for communication and discovery channel (different transport channels for communication and discovery)

2. Same physical channel for communication and discovery channel

a) use sequence/preamble/RNTI in physical control channel to differentiate between discovery message and communication data
b) use L2 identifier/discriminator to differentiate between discovery message and communication data
 For options 1 and 2a, a separate transport channel shall be used for communication and discovery so that layer 1 data can be mapped to the right logical channel. As for option 2b, the same transport channel will be used and L2 identifier is required to differentiate between discovery message and communication data.
Option 1 and 2a do not require additional header at the MAC layer. Hence, from the discovery message size point of view, both options are better than Option 3. A transparent MAC (like PCCH and BCCH message) can be used for discovery.

Observation#1: If RAN 1 chooses either a separate physical channel for discovery channel or perform L1 differentiation using specific sequence/preamble/RNTI for discovery, there is no need for any MAC header for discovery message (i.e. transparent MAC can be used).
3. Conclusion

It is requested that RAN 2 takes into consideration the following proposals:
Proposal#1: All the ProSE identifiers in the discovery message are provided by higher layer (i.e. NAS or application layer)

Proposal#2: It is requested that RAN 2 discuss the following options and select one of them:

A. Direct Transfer type RRC message

B. Paging type RRC message

C. NAS message without RRC encapsulation
D. User plane message

Observation#1: If RAN 1 chooses either a separate physical channel for discovery channel or perform L1 differentiation using specific sequence/preamble/RNTI for discovery, there is no need for any MAC header for discovery message (i.e. transparent MAC can be used).
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