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1. Introduction

At the last RAN2 meeting, it was concluded for D2D communication, that a “D2D UE does not establish and maintain a logical connection to receiving UEs prior to a 1:M data transmission” and that it is FFS “…whether additional group or user IDs are required in e.g. MAC”. This document discusses the aspects of MAC PDU format while considering these agreements. 
2. Discussion

Considerations on MAC Destination Identity
The agreement “not to establish a logical connection to receiving UEs” calls for inclusion of a Destination ID in the MAC header. The destination ID is required to make the receiving MAC layer aware, whether the packet is intended for this device or not. 
Proposal 1:  A MAC Destination ID is included in the MAC header 

The length of the ID should be a trade-off between low collision probability and low overhead. Unicast transmissions will require an ID length to be sufficient for uniquely distinguish the devices, e.g. between 8 Bits and 48 Bits. ( 48 Bits are used for the MAC Address in the Ethernet and are sufficient for global unique Addresses). The required ID length for group communication may be shorter, assuming a lower number of groups to be distinguished. To keep the MAC header format simple, the same length for unicast, groupcast and broadcast IDs is preferable.  
Observation 1: The same length for unicast, groupcast and broadcast IDs is preferable. The length of the ID should be a trade-off between low collision probability and low overhead. Details are FFS
Considerations on MAC Source Identity
The MAC source ID is required in the MAC header, to make the receiver aware of the transmitting MAC Entity.  It could be used in the receiver to discard packets from undesired transmitters, to identify the sender towards the user, if not done on application layer, and to address reply data to the sender. Further it is required to enable fundamental IP-layer protocols, such as ARP (Address Resolution Protocol), which is used prior connection setup to obtain the IP Address of devices based on the MAC Address.
Proposal 2: A MAC Source ID is included in the MAC header
Considerations on payload type

D2D payload could contain data, control or signaling information. It may contain for example a “Targeted Discovery Request” as proposed in D3[1], signaling for authentication or may contain a VoIP-Packet as part of broadcast communication. To distinguish these different payload types easily and to forward it correctly to the corresponding protocol layer, a payload type indication should be included in the MAC header similar to LCID in LTE MAC header. This will enable the D2D-UE to decide how to handle the payload in the MAC layer, i.e. without the need to decrypt the payload. This will save calculation effort and battery in the D2D-UE. 
· The payload type “control” is used, to indicate messages indented for control of the radio resources. The contained information is indented for the Layer-2 Protocol Layers. 
· The payload type “signaling” indicates packets that contains higher layer signaling information and has to be passed to the C-Plane of higher layers, e.g. for authentication purposes.
· The payload type “data” is also intended for the higher layers, but for the U-Plane.
Such “LCID concept” could be re-used for D2D. The detailed LCID values and length as used for D2D are FFS. But it could be concluded, that at least 3 values should be included.
Proposal 3: A LCID with payload type indication is included in the MAC header
Considerations on MAC SDU length
The MAC payload will be of variable length. Therefore a length field is required in the MAC header.
Proposal 4: A SDU length field is included in the MAC header
The proposed MAC PDU format will look as follows: (Note that the actual size of each field in the header is FFS.)

Figure 1: Proposed MAC PDU format

3. Conclusion 

In this document the MAC PDU format for D2D 1:M communication was discussed and the following is proposed:
Proposal 1: A MAC Destination ID is included in the MAC header
Observation 1: The same length for unicast, groupcast and broadcast IDs is preferable. The length of the ID should be a trade-off between low collision probability and low overhead. Details are FFS
Proposal 2: A MAC Source ID is included in the MAC header
Proposal 3: A LCID with payload type indication is included in the MAC header
Proposal 4: A SDU length field is included in the MAC header
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