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1 Introduction

It has been recognized that dedicated RAN signalling, which is not based on EPC information (e.g. UE subscription information) may be unnecessary.  This is seen in TR 37.834, e.g. in the sentence
“per UE control for traffic steering can be achieved using dedicated signalling during connected mode, e.g. the RAN may send different values of the above parameters to different UEs in connected mode”

All proposed RAN2 solutions include dedicated signalling, in order to enable per UE traffic steering. If the dedicated signalling is done without considering the EPC information (which may be provisioned in the UE using e.g. ANDSF), then the dedicated signalling may be unnecessary. 
This contribution will present two example mechanisms to provide RAN with the EPC information.
The case of non-cooperating networks, e.g. when the UE has separate subscriptions in one 3GPP/WLAN network and another WLAN network, is out of scope.
2 Which EPC information should be provided to RAN?
The primarily needed information components are:

1. Whether UE is allowed to use WLAN, based on subscription
2. (optional) Whether a specific bearer is allowed to use WLAN

3. (optional) Which bearers shall be handled as a “group”, due to EPC limitations (the “group” is a PDN Connection in rel-12 )  
The word ‘optional’ indicates that alternatives exist. If e.g. information 3 is excluded, an alternative mechanism is that the UE does not move any bearer belonging to a PDN connection, in case RAN indicates that one bearer in that PDN Connection must be kept in 3GPP RAN. If information 3 is excluded and information 2 (i.e. per bearer ‘subscription’) is included, then the network should be configured so, that all bearers belonging to one PDN Connection are possible to move.

It is obviously possible to exclude information 2 and include information 3. It is also possible to combine the components in a joint parameter representation.
In the following we simplify the analysis by assuming that information 1 and 2 are needed by RAN. However, the methods presented can convey all three types of information.
2.1 Use of EPC information per solution
This section attempts to show the effect of the above-mentioned EPC information components in RAN.

The table below outlines the usefulness of EPC information in relation to the solutions described in ref [1].
	
	Solution

	Information
	1
	2
	3

	UE is allowed to use WLAN
	Beneficial to avoid unnecessary (optional) dedicated signalling if UE is provisioned with policies (e.g. ANDSF is used).
Necessary if UE is not provisioned with policies (Notes 1, 2)
	Beneficial to avoid unnecessary (optional) dedicated signalling if UE is provisioned with policies (e.g. ANDSF is used). (Note 3)
Necessary if UE is not provisioned with policies (Note 1, 2)
	Beneficial to avoid unnecessary dedicated signalling if UE is provisioned with policies (e.g. ANDSF is used). (Note 3)

Necessary if UE is not provisioned with policies (Note 1, 2)

	A specific bearer is allowed to use WLAN
	Same as above
	Same as above
	Same as above

	Which bearers shall be handled as a group
	Same as above
	Same as above
	Same as above


Note 1: Assuming a network based solution. A potential alternative, which is currently not described in ref. [1], is as follows. The forbidden target WLAN rejects admission and UE is designed to obey and record and avoid forbidden APs, similar to LAU/RAU/TAU rejection. 
Note 2: UE-individual control is a Study Item requirement.
Note 3: Signalling is unnecessary, in case the policy provisioned UE overrides the RAN rule/command. Otherwise the RAN rule may deviate from EPC policies, i.e. the information is necessary.
3 Examples of solutions
RAN can be configured with parts of the information present in HSS/UDR and EPC provides only some (hashed) UE identifier to enable RAN to look up the correct data base entry. This mechanism could also be used with a more centralized directory, common to many radio nodes.
However, it may be desired to store only the UE contexts of RRC Connected UEs in RAN and avoid sending any new UE identifiers to numerous radio nodes. Hence, another two examples of solutions will be shown. In the first example, S1 Information Elements are extended to include WLAN-related information. In the second example, the currently existing S1 “indices” are used to convey the EPC information.

3.1 Extension of existing S1 IEs
Handover Restriction List (HRL, see appendix 1) is the primary S1-AP Information Elements for indication of subscription properties. HRL indicates the allowed PLMN, LA, TA and/or RAT (Appendix 1 includes a copy for convenience). The IE is sent to E-UTRAN at INITIAL CONTEXT SETUP REQUEST (at transition from Idle to Connected state) and in HANDOVER REQUEST. 
HRL could be extended with e.g.:

	Current Information Elements
	Added IE options

	Allowed (i.e. Serving and Equivalent) PLMN IDs
	NAI Realm List (e.g. joe@example.com, see RFC 4282)
Roaming Consortium List (OUI)
Optionally also allowed SSIDs or HESSIDs

	Forbidden LAs (PLMN + LAC)
	N/A

	Forbidden TAs (PLMN + TAC)
	N/A

	Forbidden inter-RATs
	WLAN


There is currently no S1-AP IE indicating if a bearer may be moved to WLAN. One way of adding such an indication is shown with change marks below, added to the E-RAB SETUP REQUEST message:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	….
	
	
	
	
	
	

	E-RAB to be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 ..  <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	….
	
	
	
	
	
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>WLAN Offloading Associated Behaviour
	O
	
	9.2.1.xx
	
	YES
	ignore


9.2.1.xx
WLAN Offloading Associated Behaviour
This information if the bearer may be moved to W-Fi or not.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Wi-Fi Steering Rule
	M
	
	ENUMERATED (allowed, not allowed)
	


It is also possible to use the “QCI encoding mechanism” shown in clause 3.2.
3.2 Re-use of S1 indices

Indices are information elements with an operator-configurable meaning. Hence indices can carry new information components without standardization effort.

Two suitable indices are SPID and QCI. SPID is one single value (1-256) for the entire UE. QCI is one value (0-255) per E-RAB.
These indices can be configured to convey from EPC to RAN if a specific UE is allowed to use Wi-Fi and the bearer grouping. One mechanism is the following.
1. SPID indicates if Wi-Fi is allowed or not. 
2. QCI indicates if Wi-Fi is allowed  for a specific bearer.
An example of SPID encoding is the following:

	Value
	Semantics

	1
	Same as 256, but additionally saying Wi-Fi is allowed (for Wi-Fi network group A)

	2
	Same as 255, but additionally saying Wi-Fi is allowed (for Wi-Fi network group A)

	3
	Same as 254, but additionally saying Wi-Fi is allowed (for Wi-Fi network group A)

	4
	Same as 256, but additionally saying Wi-Fi is forbidden (for Wi-Fi network group A)

	5
	Same as 255, but additionally saying Wi-Fi is forbidden (for Wi-Fi network group A)

	6
	Same as 254, but additionally saying Wi-Fi is forbidden (for Wi-Fi network group A)

	7
	Same as 256, but additionally saying Wi-Fi is allowed (for Wi-Fi network group B)

	8
	Same as 255, but additionally saying Wi-Fi is allowed (for Wi-Fi network group B)

	9
	Same as 254, but additionally saying Wi-Fi is allowed (for Wi-Fi network group B)

	10
	Same as 256, but additionally saying Wi-Fi is forbidden (for Wi-Fi network group B)

	11
	Same as 255, but additionally saying Wi-Fi is forbidden (for Wi-Fi network group B)

	12
	Same as 254, but additionally saying Wi-Fi is forbidden (for Wi-Fi network group B)

	…
	


If all target Wi-Fi networks are handled equally, then there will be only group A. If target Wi-Fi networks are to be handled differently for the specific UE then different groups A, B, etc. are created and configured in RAN.
An example of QCI encoding is shown below:

	Value
	Semantics

	1-9
	According to 23.203 clause 6.1.7.2. Additionally indicating that bearers having QCI=1-9 are not allowed to use Wi-Fi.

	10-19
	According to 23.203 clause 6.1.7.2, using the value =[QCI mod 10]. Additionally indicating that bearers having QCI=10-19 are allowed to use Wi-Fi.


4 Analysis

It can be seen in TR 37.834 that all Solutions include dedicated signalling from RAN. If RAN is not aware of EPC policies the dedicated signalling can deviate from EPC policies or of no use to the UE.

Observation 1: For all RAN2 solutions, RAN needs to know EPC information in order to avoid unnecessary signalling.

In clause 3 above we see feasible examples of mechanisms to provide RAN with the needed EPC policies.
Observation 2: Mechanisms exist to provide RAN with the needed EPC information.
Hence the issue can be solved and we propose:

Proposal 1: Add note in TR 37.834 that mechanisms exist to make RAN decisions consistent with EPC information of co-operating networks.
In our view the choice of mechanism need not be done in the Study Item phase, so we propose:

Proposal 2: Selection of mechanism is left for subsequent Work Item

5 Conclusion

Observation 1: For all RAN2 solutions, RAN needs to know EPC information in order to avoid unnecessary signalling.

Observation 2: Mechanisms exist to provide RAN with the needed EPC information. 
Proposal 1 Add the text proposal found in Annex A to TR 37.834, indicating that mechanisms exist to make RAN decisions consistent with EPC information of co-operating networks.
Proposal 2 Selection of mechanism is left for subsequent Work Item.
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--------------------Start modification--------------------------------

6.2
Consistency between CN rules and RAN steering

The UE dedicated signalling for Wi-Fi steering should be consistent with CN rules of 3GPP registered PLMN and cooperating PLMNs for the addressed UE. The information may include one of more of:

1. Whether the UE is allowed to use Wi-Fi APs associated with a particular network

2. Whether specific bearers of the UE are allowed to use Wi-Fi APs associated with a particular network

3. Which bearers are in a group (PDN Connection) and must be moved as a group (in rel-12).

Methods are identified to convey the needed information to E-UTRAN and thereby achieve the consistency.

--------------------End modification--------------------------------

7 Appendix 1 – S1 IE extension

The definition of HRL:

9.2.1.22
Handover Restriction List
This IE defines area roaming or access restrictions for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, e.g., handover and CCO. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN
	M
	
	9.2.3.8
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in TS 24.301 [24].

	>PLMN Identity
	M
	
	9.2.3.8
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	Intra LTE roaming restrictions.

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs.

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	

	>>TAC
	M
	
	9.2.3.7

	The TAC of the forbidden TAI.

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	Inter-3GPP RAT roaming restrictions.

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, CDMA2000, …,

GERAN and UTRAN, CDMA2000 and UTRAN)
	Inter-3GPP and 3GPP2 RAT access restrictions.


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnoofEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofForbTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofForbLACs
	Maximum no. of forbidden Location Area Codes. Value is 4096.


8 Appendix 2 – Iu IE extension

The following shows one possible way to convey the information about allowed Wi-Fi networks to UTRAN.
9.2.3.23
Shared Network Information

For each LA contained in this IE, it provides the SNA(s) the LA belongs to.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMNs In Shared Network
	
	1 to <maxPLMNsSN>
	
	

	>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,
- each digit encoded 0000 to 1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding digit 2n-1,
- bit 8 to 5 of octet n encoding digit 2n.

- The PLMN identity consists of 3 digits from MCC followed by either 
- a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
- 3 digits from MNC (in case of a 3 digit MNC).

	>LA List
	
	1 to <maxLAs>
	
	

	>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.

	>>List Of SNAs Containing LA
	
	1 to <maxSNAs>
	
	

	>>>SNAC
	M
	
	9.2.3.25
	

	Shared Wi-Fi networks
	
	
	
	

	Allowed NAI Realms
	
	0 to <maxNAIrealms>
	
	

	  > NAI Realm
	M
	
	OCTET STRING (1..72)
	According to RFC4282

	Allowed Roaming consortia
	
	0 to <maxRoamCons>
	
	

	  > Roaming Consortium
	M
	
	INTEGER (0..2^36-1)
	According to IEEE Organizationally Unique Identifier, including OUI36

	Allowed SSIDs
	
	0 to <maxSSIDs>
	
	

	  >HESSID
	O
	
	OCTET STRING (6)
	

	> SSID
	O
	
	OCTET STRING (1..32)
	If excluded, then HESSID must be included and all SSIDs are allowed
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