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1. Introduction

This document discusses the possible format of the direct Discovery message, including the fields that should be included in the discovery message and the potential size of the message. An LS has been sent to RAN2 by RAN1 [1] requesting information on the format of the Discovery message and the aim of this document is to provide a starting point for discussion.
2. Discussion
2.1 D2D Identifier
The D2D identifier may be allocated by the ProSe server, or an already existing ID such as the GUTI could be used. The D2D ID should be unique within a geographical area and should allow UEs in different PLMNs to discover one another. A device may be running several applications simultaneously, so a D2D ID should be allocated for each application running on a device or a separate ID would be needed for the application, and a separate discovery message would be transmitted for each application. Around 100 bits should be allowed for the UE identifier, allowing for an 80 bit GUTI (or alternative UE ID) and a 20 bit application ID or a 100 bit D2D ID allocated by the ProSe Server.
Proposal 1: 100 bits should be allocated for the D2D ID in the discovery message.
2.2 Open/Restricted Discovery

It has been agreed that RAN2 does not distinguish between open and restricted discovery on access stratum level. If a device cannot interpret a received discovery message it can choose to request authentication (e.g. from the ProSe Server) therefore there is no need for a bit to distinguish between open and restricted discovery in the discovery message.
Observation 1: There is no need for a bit to indicate restricted or open discovery.
2.3 Filtering

It would be useful if some form of filtering were to be employed for discovery messages. If a device in RRC_IDLE receives a restricted discovery message it may enter RRC_CONNECTED to get authorisation to read the message; this may occur many times during a short period, resulting in high signalling overhead. Aiming to filter by application may be unrealistic due to possible privacy and security issues, and the huge number of potential applications that may be using D2D, therefore it may be best to filter discovery messages by application type. It may also be useful to group applications by type in open discovery for filtering purposes as for example a user may not be interested in advertising messages. 
Applications could be filtered into groups, for example 'social media', 'dating', 'restaurant/takeaway', 'retail', 'advertising', 'Public Safety', etc, with an 'other' category for applications such as smart parking meters. These categories should be broad enough that no privacy or security issues are raised. The application group bits would not be ciphered, allowing the receiving UE to filter discovery messages before entering RRC_CONNECTED to request authorisation to read the message. However, this filtering could take place at NAS level with the same discovery message format of a clear text application group code and a ciphered D2D ID.
Alternatively, each application or group of applications could be tied to a specific frame or subframe. For example discovery for social media apps could always occur at SFN mod x = 0 and advertising at SFN mod x = 8. A receiving device with knowledge of the discovery subframe allocation could then choose to come out of DRX only for applications of interest. This would have the benefit of reducing power consumption, however if one application had many discovery messages and another had very few this could result in inefficient resource usage.
Proposal 2: RAN2 should discuss the method of filtering discovery messages.
2.4 Public Safety

A Public Safety discovery message could have the same format as a non Public Safety discovery message. A single bit identifier could be included in the discovery message to indicate whether the message is a Public Safety message or not. However if a 'Public Safety' application group is introduced for filtering purposes or Public Safety is allocated a specific subframe for discovery there would be no need for a bit identifying a Public Safety discovery message.
Proposal 3: A Public Safety discovery message should have the same format as a non Public Safety discovery message.
Proposal 4: There is no need for a bit in the discovery message to distinguish between Public Safety discovery messages and other discovery messages.
2.5 Potential Message Size
D2D ID: 100 bits

Filtering: 4 bits

Total: 104 bits

Proposal 5: Discovery message size should be 104 bits.
3. Conclusion

This document has discussed possible fields within the discovery message. The points proposed below should be discussed further in RAN2 so a response to [1] can be composed.

Observation 1: There is no need for a bit to indicate restricted or open discovery.
Proposal 1: 100 bits should be allocated for the D2D ID in the discovery message.
Proposal 2: RAN2 should discuss the method of filtering discovery messages.
Proposal 3: A Public Safety discovery message should have the same format as a non Public Safety discovery message.

Proposal 4: There is no need for a bit in the discovery message to distinguish between Public Safety discovery messages and other discovery messages.

Proposal 5: Discovery message size should be 104 bits.
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