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1 Introduction
A new study item for smart congestion mitigation was agreed in RAN#61 meeting. The objectives of the study item are: 

1. ensure prioritization of the following mobile originating accesses during congestion:

· emergency access;

· high priority access.

2. depending on the operator scenario, ensure prioritization of the following mobile originating access during congestion
· access for initiation of voice services such as MMTEL voices and CSFB voice calls.
In RAN2#83bis meeting, the following agreement was made:

The inability of LTE to prioritize VoLTE calls over other data in access barring and/or connection establishment, leads to establishment failure of VoLTE calls and is therefore considered as key issue in this SI.
 In this contribution, we discuss different solutions to solve this key issue.
2 Discussion

In email discussion 83bis#13, the following solutions have been discussed

· Solution 1: QCI based access barring

· Solution 2: Skipping ACB for MMTEL voice subject to SSAC
· Solution 3: Independent ACB for MMTEL voice 

· Solution 4: RRC Connection Reject based on New Establishment Cause for Voice
· Solution 5: Individual up- and downscaling of access barring probability [R2-105215] - application (VoLTE) and potentially UE individual.
Based on the email discussion feedback it is clear that solutions 2-4 fix only this particular problem. Solution 1 and potentially solution 5 are generic and can be extended in the future. On the other hand, benefit of solution 2 is that it is rather simple and can be specified with limited efforts. Thus Solution 2 is discussed in this contribution in more detail. 
2.1 Double barring problem
As discussed in RAN2#83bis, current SSAC can be used to down prioritize IMS calls for voice and video. However, even if the UE passes SSAC test in the IMS level, it is subject to the legacy ACB test in the RRC. This means that it is not possible to control the access of other traffic than voice calls by using ACB without having negative impact on voice calls. This can be seen as a severe limitation considering that VoLTE traffic typically has higher priority than e.g. background traffic.

In a solution, the current SSAC would be modified in such a way that UEs bypassing SSAC would be allowed to access the system regardless of the broadcasted ACB parameters. In this way, the “double-barring problem” could be avoided. This change would be rather simple and reuse existing mechanisms. 

2.2 Details of solution 2 

As discussed in the email discussions, there are different solution tracks to solve the double barring problem:
1. The UE always ignores ACB in case it makes an access that is subject to the SSAC and it will do so even if SSAC parameters are not broadcasted. 
2. The UE can be configured by the network to ignore ACB in case it makes an access that is subject to the SSAC and it will do so even if SSAC parameters are not broadcasted. 
3. The UE ignores ACB in the case when SSAC parameters are broadcasted and the UE passes SSAC test. If the network wants to allow all VoLTE UEs to access, it would necessary to add p100 value so that all VoLTE UEs can access the network..
The first solution is the simplest one and does not have any ASN.1 or network impact. With this solution, the network can control VoLTE UEs by broadcasting SSAC parameters. However, the problem is that legacy network operation is impacted in unexpected way. If there is a reason to bar all UEs with equal priority and only ACB mechanism is available, actual prioritization between VoLTE UEs and other UEs will change as VoLTE UEs can access with higher priority.  
In the second solution, bypassing of SSAC parameters is controlled explicitly by the network. The advantage of this solution is that the network has most control over the UE and there is no undesired impact on network because when the network does not broadcast the control bit, then Rel-8 behaviour applies. The downside is that the solution requires new functionalities and ASN.1 changes in both networks and in UEs. Accordingly there will always be some network nodes and UEs that do not support this solution.
Finally, in the third solution the UE can bypass ACB only if SSAC parameters are broadcasted. This kind of solution is also very similar what we have ACB for CSFB currently where also ACB parameters are ignored when the CSFB parameters are broadcasted. Also this solution means that there is no impact on legacy networks which use only ACB. The drawback of this solution is that with the current SSAC, the highest barring factor is 95% meaning that 5% of the VoLTE UEs are barred on average. To solve this issue, value “p100” would need to be introduced.

We consider that all solutions can work but the third solution is preferable as it minimizes impact on the legacy functions. It also allows to solve double barring problem for the 95% of VoLTE UEs without ASN.1 impact. Finally, when all 100% of the UEs need to be allowed, then new value p100 can be broadcasted. 

Proposal 1 Bypassing of SSAC is controlled by the network 
Proposal 2 The UE is allowed to bypass ACB if SSAC parameters are broadcasted
Proposal 3 Value p100 is introduced for SSAC in Rel-11

2.3 SA1 and CT1 impact of the solution

The requirement for the SSAC in TS 22.011 does not explicitly describe the relation between SSAC and ACB mechanisms. It does not either indicate that ACB should be applied on top of SSAC. It should be noted that for access control for CSFB and EAB, interaction between different access mechanisms is stated in 22.011. So it could be understood that bypassing ACB is not against SA1 requirements. 
 

However, once RAN2 has agreed the solution for the VoLTE prioritization problem, it would be good to inform SA1 in case they want to clarify this behaviour in 22.011.
Proposal 4 Once RAN2 has agreed on the solution for double barring problem, send LS to inform SA1 about this

Also it should be studied what is the impact of the solution on the UE side and CT1 specification. Current SSAC is specified on the IMS layer which then asks AS layer for the SSAC barring parameters when the VoLTE calls is established. Similar interactions can be expected for solution where ACB is bypassed. However, we note that the impact is very same for all three solution variations as described above. In all cases VoLTE calls need to be addressed in the AS layer.

3 Conclusion

In this contribution, we have discussed the limitations in the current congestion control mechanisms and made few proposals:

Proposal 5 Bypassing of SSAC is controlled by the network,
Proposal 6 The UE is allowed to bypass ACB if SSAC parameters are broadcasted
Proposal 7 Value p100 is introduced for SSAC in Rel-11
Proposal 8 Once RAN2 has agreed on the solution for double barring problem, send LS to inform SA1 about this
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