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1
Introduction
According to the RAN plenary prioritization [1], D2D communication for public safety will focus on 1:M broadcast communication. It is also agreed in 3GPP RAN2#83bis meeting that 1:M D2D broadcast communication data (i.e. IP packets) should be handled as the normal user-plane data. However, 1:M D2D broadcast communication is totally different from normal cellular communication. Some extensions of current L2 functionalities may be necessary. For example, according to the following agreement made in the last RAN2 meeting, it is still not clear whether additional IDs are required in MAC. 
•
FFS how group management is performed and whether additional group or user IDs are required in e.g. MAC.  
In this contribution, some potential reasons why additional IDs are required in MAC are discussed. Based on the discussion, we state our views to help RAN2 have an agreement on this issue.  
2 Discussion
The 1:M D2D broadcast communication is a mechanism provided by the Prose functionality and is primarily used for public safety UEs. Unlike cellular DL communication, there is no single point of transmission (i.e. eNB) for D2D. A public safety UE may receive D2D data packets broadcasted from different sources, as shown in Fig. 1. Since 1:M D2D broadcast communication data (i.e. IP packets) should be handled as the normal user-plane data, different PDCP and RLC entities may be required for handling D2D data packets received from different sources. Besides, a public safety UE may have multiple applications that utilize the ProSe functionality. These applications may invoke services such as messaging, voice or video. It is imaginable that a public safety UE may have multiple PDCP and RLC entities for different applications and services. Based on the above discussion, the received D2D data packets shall be differentiated in MAC or PHY for correct data transfer from MAC to RLC and PDCP. 
Observation 1: A public safety UE may have multiple PDCP and RLC entities to handle the received D2D data packets from different sources, applications and services. The UE shall be able to transfer the received D2D data packets to the correct RLC and PDCP entities. 
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Fig. 1. D2D data packets received from different sources
The 1:M D2D broadcast communication refers to group communication and broadcast communication [2]. The broadcast communication is used for broadcast of data from a UE to all public safety UEs that are in range regardless of group membership. By contrast, the group membership shall be considered in the group communication. However, 1:M D2D broadcast communication may build on a radio communication mechanism based on broadcast. It is because that 1:M D2D broadcast communication may work without prior discovery. Consequently the transmitting UE may have no knowledge about potential receivers in the vicinity. So a receiver has to know which D2D data packets broadcasted in the vicinity are intended for it (e.g., based on the group membership).
For example, as shown in Fig. 2, UE1, UE2, UE3 and UE4 belong to Group A, and UE5, UE6 and UE7 belong to Group B. The UE4 is in the vicinity of the UE5. In this case, UE4 shall receive the broadcast communication data packets broadcasted from UE5, but it shall not receive the group communication data packets broadcasted from UE5. It is not clear whether a receiver in PHY layer can know which D2D data packets broadcasted in the vicinity are intended for it. It may depend on the detail design of resource allocation/selection for 1:M D2D broadcast communication. It also depends on whether the broadcast communication data packets are multiplexed with the group communication data packets in MAC layer. If so, a public safety UE may receive some D2D data packets which are not intended for it. 
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Fig. 2. D2D data packets broadcasted from another group
Based on the following description in [2], SA2 has the same view on this issue and suggests having a discarding mechanism at lower layers. We think it would be beneficial to have a discarding mechanism in MAC. If a public safety UE can screen 1:M D2D broadcast communication data packets in MAC, it does not need additional PDCP and RLC entities to handle the D2D data packets which are not intended for it.
•
Screening of messages in the receiver may be needed. In order not to burden the application with decoding messages not intended for it in an environment where the air may be full of broadcasts in the D2D radio link, the application should be able to configure the lower layers. The application may be subscribing to messages from certain groups and there needs to be a discarding mechanism at lower layers. A header not encrypted by application security is attached to broadcasted application messages and used by the receiver for message screening. 

Observation 2: A public safety UE may receive some D2D data packets which are not intended for it. A discarding mechanism may be needed at lower layers.
Another issue that shall be considered is multiplexing. MAC is responsible for multiplexing of data units from logical channels to transport channels. Different logical channels are differentiated with LCIDs. In the following discussion, we assume multiplexing is also supported for 1:M D2D broadcast communication. 

Considering the following requirement specified in [3], we think it is possible a UE have different traffic sessions over the cellular path and the D2D path at the same time. 

•
Subject to operator policy and user consent, the system shall be capable of establishing a new user traffic session with a ProSe E-UTRA Communication path, and maintaining both of the ProSe E-UTRA Communication path and the existing EPC Path, when the UEs are determined to be in Communication Range allowing ProSe E-UTRA Communication. 

In this case, it is obvious that the data packets over the D2D path shall not be multiplexed with the data packets over the cellular path. The possible layer 2 structure in public safety UEs is shown in Fig. 3. Since the multiplexing for D2D is decoupled from the existing one, the values of LCID can have new definition for D2D broadcast communication.
Observation 3: If multiplexing/de-multiplexing is supported for D2D broadcast communication, it should be decoupled from the existing one and consequently the values of LCID can have new definition for D2D broadcast communication.
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Fig. 3. Layer 2 Structure for Cellular UL and D2D
Based on the observations 1, 2 and 3, this contribution proposes RAN2 to discuss these potential reasons why additional IDs are required in MAC.

Proposal: Some ID(s) shall be defined in MAC for correct data transfer, discarding mechanism, and/or multiplexing/demultiplexing.
3 Conclusions

In this document, some potential reasons why additional IDs are required in MAC are discussed. Based on the conclusions of the discussion, RAN2 is asked to take the following proposal into account.
Proposal: Some ID(s) shall be defined in MAC for correct data transfer, discarding mechanism, and/or multiplexing/demultiplexing.
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