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Discussion / Decision
RAN1 needs to make a decision on the maximum allowable size of the D2D discovery messages and has liaised RAN2 asking for guidance (see liaison R2-133747 / R1-134957 [1]). Clearly those messages need to be large enough to accommodate the higher layer payload necessary for proper processing.  To assist with this decision, the following information is provided:

1. Some proposals in TR 23.703 [2] for D2D discovery envision a multi-phase discovery approach, where in the first phase a relatively short digest of the UE identifier (e.g. a hashed value) or some other short and non-unique UE identifier is included as payload in the D2D discovery message, followed by the UEs establishing D2D communications to exchange longer identifiers with responders, in order to complete the discovery. This approach, which allows for relatively short D2D discovery messages, may be sufficient in most commercial and public safety cases, but it may fall short in case of mission critical tasks. In those cases (see Solution I1 in TR 23.703 [2]), in the interest of critical time, the discovery should be completed in only one-phase, which requires the inclusion of longer, complete identifiers, in the payload of the D2D discovery message; thus longer D2D message size may be required.

2. Security requirements for D2D discovery will likely include not only confidentiality, but also privacy and integrity of the signalling. Although SA3 has not chosen a solution yet, it is pointed out here that a solution will likely require the addition of security-related bits to the payload included in the D2D discovery message to indicate e.g. key ids, integrity codes, etc. To accommodate such payload, a longer D2D message may be required.
3. The liaison R2-133746 / R1-134923 [3] from RAN1 raises the issue of how lawful intercept requirements in certain countries may impact the design of ProSe. It is conceivable that transmitting UEs may be required to carry a self-identifier in their transmissions, to facilitate lawful interception by the authorities. Should such a requirement apply to D2D discovery messages, a message from UE A inquiring (i.e. trying to discover) specifically UE B, will have to carry two identifiers: the legally required self-identifier for the transmitter, UE A, and the identifier for the target, UE B. Thus the payload for the D2D discovery message will have to be able to accommodate two identifiers, thus affecting the minimum length of the message.
Given these consideration, it may not be prudent for RAN1 to restrict the maximum D2D discovery message size to 104 bits (as currently assumed), or even to 256 bits. While such short messages have advantages and may be used often, longer messages (of the order of 128 octets or so) should also be allowed.

Proposal: RAN2 to advise RAN1 to define two message lengths/formats for D2D discovery  messages, one “short” and one “long”, to be able to accommodate various higher layer payload sizes.  
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