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1 Introduction

To position LTE as technology for critical communications such as public safety, group communication will be needed. A study item was agreed in RAN#61 to evaluate the ability of LTE to fulfil the group communication requirements agreed in TS 22.468. One objective of the study item is to evaluate use of unicast bearer for distribution of the same content to many public safety capable UEs. 
In this contribution, we analyse in particular the latency requirement of group communication with use of unicast bearer for the distribution of the content. In particular PTT voice application is analysed considering that PTT voice application has the most stringent latency requirements.
2 Discussion

S2-131607 shows public safety UE and group distribution data from an urban area in the UK. The data has been captured on a day representing typical business as usual activity. The UE distribution shows that in some areas only one public safety UE is participating in the group communication. Use of uncast bearer for the delivery of content to the UE in a scenario where only few UEs located is more appropriate. 

The UE is required to register to the application server prior to participating (receiving or transmitting) in group communication. An example of signalling flow in registration for public safety application is shown in Figure 1. The UE performs the registration using IMS signalling in the illustration. The UE is authenticated through the exchange of security protocols between the UE and the security function. The PS subscription database could be used to retrieve the subscription information. Optionally the UE location information may be provided to the location function. Note that all registration messages are terminated at the application server. Upon the UE registration to the application server, the registration information can be kept regardless of the UE RRC state. Ie: while the UE is in RRC_Idle, it is assumed that the UE stores the registration information. This procedure is transparent to RAN and signalling flow example is shown for information only.
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Figure 1 User Registration

Figure 2 illustrates the high level architecture view of GSCE_LTE. The support of unicast delivery re-uses the P-GW/S-GW and MME in the connection setup. In addition, P-GW has interface to the GCSE Application server. Whether SGi or GC5/GC2 is used as the interface between the P-GW and GCSE application server is FFS. The MuSe function interworks with the 3GPP EPS entities to provide the multipoint service functionality.
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NOTE 1. It is for FFS on whether the unicast service is provided via GC5 or SGi.
Figure 2: Overall of high level architecture view for GCSE_LTE

The latency requirements for group communication supported over unicast is analysed in this contribution while the latency for support of service over multicast is analysed in R2-13xxxx. In terms of latency requirement of the public safety use, three latency requirements to be analysed for use of unicast bearer for the communication; Latency requirement 1: end-to-end setup time, Latency requirement 2: time for joining an ongoing group communication, Latency requirement 3: end to end delay for media transport.

Latency requirement 1: end-to-end setup time

· The end-to-end setup time is defined as the time between when a group member initiates a group communication request on a UE and the point when this group member can start sending a voice or data communication. It is also assumed that there is no acknowledgement from receiver group members before it is allowed to proceed with the communication. The system should support end-to-end setup time less than or equal to 300ms.

End to end setup time requirement assumes that there is no acknowledgement from receiver group members before it is allowed to proceed with the communication. Therefore, it is considered in the analysis that a pre-established multipoint bearer is used for data delivery to many users in downlink. One such example of realising group communication over pre-established eMBMS bearers is shown in section 6.1 of [TR 23.768]. The end-to-end setup time requirement can be understood as a time for the establishment of the transmission path (while using unicast bearer in RAN) between the UE and the GCSE_AS. 

The end to end setup time for a RRC_Idle UE requesting a group communication setup is analysed below. Figure 3 shows the signalling flow involved in RRC _Idle UE requesting a group communication setup. A pre-established eMBMS bearer is used for the delivery of data to the receiving group members. It is assumed that the UE registration to the public safety application server is kept while in RRC_Idle. 

The end-to-end setup time involves the time spends in step 1) to step 12).
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Figure 3: an example procedure for RRC_Idle UE establishing a group communication using 3GPP bearer setup for establishment of dedicated bearer for VoIP. 

	
	Time (ms)
	comments

	RRC_Idle to RRC_Connected 
	50 -80
	Section 16.2 of TR 36.912

	Time from PTT floor request to floor grant
	55
	Out of RAN2 scope, the figure is shown as an example representative of the procedure.

	Dedicated bearer for VoIP establishment
	115 
	Assume dedicated bearer for VoIP is established using IMS. it is assumed 10ms for radio interface delay, 5ms for network interface delay ad 5ms for processing delay in the calculation 

	Begin establishment of VoIP bearers per receiving UEs where pre-established eMBMB bearer is not present
	0
	It is assumed bearers are pre-established for receiving group members. If the bearers are established for receiving group members, that could be assumed to be established in parallel to the establishment of the VoIP bearer for the transmitting UE, hence not contributing to the end to end setup time.

	
	220 - 250
	


Note: the detail calculation estimate of delay in each step is given in Annex A
Note that the analysis assumed that the transmitting UE is in RRC_Idle prior to the transmission of group communication setup (ie: floor request). The UE first gains connection to the network. A dedicated bearer is established for VoIP upon the group communication setup request. It is also assumed that the pre-established bearer is used for the transmission of data to the receiving group members, hence 0 delay is assumed. On the other hand it could be assumed that the VoIP bearers per receiving group members are also established in parallel to the establishment of dedicated bearer for VoIP for the transmitting UE. The estimated end to end setup time is 220 to 250ms. The upper value is resulted due to the RRC connection setup procedure as per Rel.8 with 5ms PRACH cycle [ Annex B of TR 36.912]. The end-to-end setup delay is less than 300ms which is the end to end setup requirement for strict latency traffic such as VoIP used in group communication. 

Proposal 1: the end to end setup delay requirement for group communication can be met using LTE under the assumption there is no delay due to the establishment of bearer towards the receiving group users.

  Latency requirement 2: time for joining an ongoing group communication

· The time for joining an ongoing group communication is defined as the time from when a UE requests to join an ongoing group communication to the time that it receives the group communication. The time for joining an ongoing group communication should be less than or equal to 300ms.

This requirement is on a user joining an ongoing group communication for receiving the group communication. The signalling step involves the user request of the group communication joining and the establishment of bearer in downlink for data reception. A possible signalling flow required is shown in figure 4. It is assumed that the user has already performed the registration to the application server and obtained the necessary application layer security authentication. The time for joining an ongoing group communication was calculated for the TU connecting from RRC_Idle.
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Figure 4: an example procedure for receiving group member joining an ongoing group communication

The user joining an ongoing group communication has similar number signalling steps to that of the user requesting a grant for the transmitting data. The time to join an ongoing group communication can be calculated as follows:

	
	Time (ms)
	comments

	RRC_Idle to RRC_Connected 
	50 -80
	Section 16.2 of TR 36.912

	Time from service request to  grant
	[55]
	

	Dedicated bearer for VoIP establishment
	[115] 
	Assume dedicated bearer for VoIP is established using IMS. it is assumed 10ms for radio interface delay, 5ms for network interface delay ad 5ms for processing delay in the calculation 

	
	220 - 250
	


Similar to the discussion for “end-to-end setup time requirement”, under the assumption that the user is already has registered and obtain the application layer security, the time to join an ongoing group communication can be met.
Proposal 2: the time to join an ongoing group communication requirement can be met using LTE under the assumption the user is already registered with the public safety application server and obtained the application layer security authentication.

Latency requirement 3: end to end delay for media transport

The end to end delay for media transport for group communication should be less than or equal to 150ms.
User plane delay for data transmission over the radio interface is considered to be less than 5ms in LTE. Less than 5ms is achieved under the assumption of 10% of HARQ BLER [TR 36.912]. If the media is delivered with QCI 1 bearers, PDB of 100ms applies. Therefore 150ms end to end delay for media transport can be achieved for delay strict group communication applications. 

Proposal 3: end to end delay for media transport requirement can be met using LTE unicast bearer for media transmission.

3 Conclusions

This contribution discusses the use of unicast bearers for group communication especially PTT applications. The analysis assumed RRC_Idle UEs participating in a group communication. It is shown that the latency requirements of group communication can be met with the use of unicast bearer for data delivery over RAN. The following proposals are made:

Proposal 1: the end to end setup delay requirement for group communication can be met using LTE under the assumption there is no delay due to the establishment of bearer towards the receiving group users.

Proposal 2: the time to join an ongoing group communication requirement can be met using LTE under the assumption the user is already registered with the public safety application server and obtained the application layer security authentication.

Proposal 3: end to end delay for media transport requirement can be met using LTE unicast bearer for media transmission.

4 Annex
Calculation of time required for connection establishment in LTE.
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Figure 16.2.1-1: From Idle to Connected mode

Taking LTE Release 8 as a baseline (see Annex B) and including the improvements described in subclause 10.1, the transition time from Idle to Connected mode can be reduced to 50ms as summarized in Table 16.2.1-1 below. Note that since the NAS setup portion is executed in parallel to the RRC one thanks to the combined request, it does not appear in the total (assuming that that the total delay of steps 11-14 is shorter than or equal to the total delay of steps 7-10…). Thus it can be concluded that any of the evaluated LTE configurations fulfill the ITU requirements on C-plane latency for Idle to Connected transition.
Table 16.2.1-1: Transition time from Idle to Connected mode
	Component
	Description
	Time (ms)

	1
	Average delay due to RACH scheduling period (1ms RACH cycle)
	0.5

	2
	RACH Preamble
	1

	3-4
	Preamble detection and transmission of RA response (Time between the end RACH transmission and UE’s reception of scheduling grant and timing adjustment)
	3

	5
	UE Processing Delay (decoding of scheduling grant, timing alignment and C-RNTI assignment + L1 encoding of RRC Connection Request)
	5

	6
	Transmission of RRC and NAS Request
	1

	7
	Processing delay in eNB (L2 and RRC)
	4

	8
	Transmission of RRC Connection Set-up (and UL grant)
	1

	9
	Processing delay in the UE (L2 and RRC)
	12

	10
	Transmission of RRC Connection Set-up complete
	1

	11
	Processing delay in eNB (Uu → S1-C)
	

	12
	S1-C Transfer delay
	

	13
	MME Processing Delay (including UE context retrieval of 10ms)
	

	14
	S1-C Transfer delay
	

	15
	Processing delay in eNB (S1-C → Uu)
	4

	16
	Transmission of RRC Security Mode Command and Connection Reconfiguration (+TTI alignment)
	1.5

	17
	Processing delay in UE (L2 and RRC)
	16

	
	Total delay
	50


Calculation for time required for dedicated bearer setup procedure 
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Figure 5.4.1-1: Dedicated Bearer Activation Procedure [TS 23.401]
Table 16.2.1-1: Transition time from Idle to Connected mode
	Component
	Description
	Time (ms)

	1
	Average time for IP-CAN session modification
	5

	2-3
	Create bearer request (transmission and generation) 
	15

	4
	S1-C message generation and transmission 
	10

	5
	Generation and transmission of RRC Connection Reconfiguration message
	15

	6
	UE processing delay and transmission of RRC Connection Reconfiguration Complete message 
	20

	7
	Processing delay in eNB and generation& transmission of bearer setup response)
	10

	8
	Could be in parallel to 7
	

	9
	Processing delay in eNB and generation & transmission of session management response 
	10

	10
	Transmission of create bearer response 
	10

	11
	Transmission of cerate bearer response 
	10

	12
	IP-CAN session modification response
	10

	
	Total delay
	115


Note: shaded area of the table is out of RAN2 scope and provided for information only.

Time required for floor request procedure [ for information only, out of RAN2 scope)
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	Component
	Description
	Time (ms)

	2a – 2d
	PTT floor request
	25

	3
	Grant floor 
	5

	4a – 4d
	PTT floor grant 
	25

	
	Total delay
	55
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